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1. Introduction
None
2. Reason for Change
The content type used over the Gw/Gwn interface is not defined yet.
3. Conclusions
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.251. 
******************************** First Change ************************************
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******************************** Second Change ************************************
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

JSON
JavaScript Object Notation
PCEF
Policy and Charging Enforcement Function
PFD
Packet Flow Description 
PFDF
Packet Flow Description Function
SCEF
Service Capability Exposure Function

TDF
Traffic Detection Function
******************************* Third Change *************************************
6.4
Specific application communication
6.4.x1
General

Specific application communication represents the presentation of application data structures by transforming data into the form that the application accepts. It establishes the context between application-layer entities.

Note: This release only supports the content type JSON
6.4.x2
Content type 

The HTTP POST requests in pull mode shall be an encoded string which is defined in subclause 6.3.x3.y4.
The HTTP responses in pull mode as well as the HTTP messages in push mode shall be in JSON format. The content of the JSON text is defined in subclause 6.4.x3, 6.4.x4 and Annex B
.

The MIME media type that shall be used within the Content-Type header field is “application/json” as defined in  IETF RFC 7159 [xx].
6.4.x3
JSON PFDs fields
6.4.x3.1
General

Table 6.4.x3.1.1 describes the JSON fields used within the body of the HTTP messages representing the PFDs information associated with an application identifier. The table includes the information about the name of the field and the type of the fields.
Table 6.4.x3.1.1: Gw/Gwn PFD JSON fields
	
	
	
	

	Field Name
	Clause defined
	JSON Value Type (NOTE 1)
	JCR Type (NOTE 2)

	application-identifier
	6.4.x3.2
	string
	string

	allowed-delay
	6.4.x3.3
	number
	uint64

	cached-time
	6.4.x3.4
	number
	uint64

	pfds
	6.4.x3.5
	object
	object

	pfd-identifier
	6.4.x3.6
	string
	string

	flow-descriptions
	6.4.x3.7
	array
	array

	urls
	6.4.x3.8
	array
	array

	domain-names
	6.4.x3.9
	array
	array

	pfd-template
	6.4.x3.10
	any
	any

	NOTE 1:   The basic JSON value types are defined in IETF RFC 7159 [xx].
NOTE 2:   The JCR types are defined in IETF draft-newton-json-content-rules [yy].


6.4.x3.2
application-identifier
The application-identifier field is of type string, and contains the application identifier to which the PFDs belong. 
6.4.x3.3
allowed-delay
The allowed-delay field is of type uint64. It contains a time interval in seconds. The PFDs shall be deployed within this time interval. If the allowed-delay is omitted, or if it is set to zero, then the PFDs shall be immediately deployed.
6.4.x3.4
cached-time
The cached-time field is of type uint64. It’s a caching timer in milliseconds. When the caching timer elapses, the PCEF/TDF shall re-fetch the PFDs associated with the corresponding application-identifier from the PFDF . If the cached-time is omitted, or if it is set to zero, then the PFDs are valid forever.
6.4.x3.5
pfds

The pfds field is of type object. It contains all of the PFDs that belong to a specific application identifier. 
The following defines the content of the PFD:
The pfd-identifier field shall be included within the PFD, and shall be unique within the context of an application identifier.
One of the flow-descriptions field, the urls field, the domain-names field or a custom filed shall be present for the application traffic detection.
The custom field is type of any with an arbitrary field name. Any primitive type, array, or object defined in RFC7159 [xx] can be set to this field. It provides the extensions for the proprietary application traffic detection mechanisms, based on the agreement between the ASP and the mobile operator.
Below are the JCR for the PFD:
$pfd = {

  $pfd-identifier,

  ($flow-descriptions | $urls | $domain-names | // : any)
}

6.4.x3.6
pfd-identifier
The pfd-identifier is of type string. It uniquely identifies a PFD within its associated application identifier.

6.4.x3.7
flow-descriptions
The flow-descriptions is of type string array. The content of the string has the same encoding as the IPFilterRule AVP value as defined in IETF RFC 6733 [zz]. It represents a 3-tuple with protocol, server ip and server port for UL/DL application traffic.
6.4.x3.8
urls
The urls is type of string array. The content of the string shall be a URL or a regular expression which is used to match the significant parts of the URL. 
6.4.x3.9
domain-names
The domain-names is type of string array. The content of the string shall be an FQDN or a regular expression as a domain name matching criteria. 
6.4.x4
JSON provisioning fields
6.4.x4.1
General

In addition to subclause 6.4.x3, Table 6.4.x4.1.1 describes the extra JSON fields used within the body of the HTTP messages representing the PFDs provisioning information in push mode. The table includes the information about the name of the field and the type of the fields.
Table 6.4.x3.1.1: Gw/Gwn Provisioning JSON fields
	
	
	
	

	Field Name
	Clause defined
	JSON Value Type (NOTE 1)
	JCR Type (NOTE 2)

	notification-flag
	6.4.x4.2
	boolean
	boolean

	removal-flag
	6.4.x4.3
	boolean
	boolean

	NOTE 1:   The basic JSON value types are defined in IETF RFC 7159 [xx].
NOTE 2:   The JCR types are defined in IETF draft-newton-json-content-rules [yy].


6.4.x4.2
notification-flag
The notification-flag is of type boolean. 
If the value of the flag is true, then it indicates a PFDs notification, and the corresponding PFDs information for the application identifier is not provided in the JSON body. Instead, the PCEF/TDF shall reload it with the application identifier via the pull procedure.
If the value of the flag is false or the field is omitted, then it indicates a PFDs provisioning, and the corresponding PFDs information for the application identifier is fully provided in the JSON body.
6.4.x4.3
removal-flag
The removal-flag is of type boolean. 
If the value of the flag is true, then it indicates the PFDs and its associated application identifier have been removed in the PFDF. The PCEF/TDF shall unbind all PFDs associated with that application identifier.
If the value of the flag is false or the field is omitted, then the PCEF/TDF shall perform a PFDs provisioning or PFDs notification procedure.
6.4.x5
JSON errors and informational response fields
6.4.x5.1
General
The JSON errors and information response fields defined in 3GPP TS 29.155 [ww] for RESTFul St reference point are re-used by the Gw/Gwn reference points. Table 6.4.x4.1 lists the re-used JSON fields, reference to their respective specifications, and short description of their usage within the Gw/Gwn reference point.
Table 5.4.4.1.1: Gw/Gwn re-used JSON field for errors and informational response
	
	
	

	Attribute Name
	Reference
	Description

	errors
	3GPP TS 29.155 [ww]
	A list of errors.

	error-type
	3GPP TS 29.155 [ww]
	One of 'application', 'interface', 'server' and 'other' to indicate the error type.

	error-message
	3GPP TS 29.155 [ww]
	A textual description of the error.

	error-tag
	3GPP TS 29.155 [ww]
	A tag for a particular error.
"TS_RULE_EVENT" tag in TS29.155 is not applicable for Gw/Gwn reference point.

	error-path
	3GPP TS 29.155 [ww]
	A JSON pointer to where the error happens.

	error-info
	3GPP TS 29.155 [ww]
	Informational details for the error.

	success-message
	3GPP TS 29.155 [ww]
	A textual description of the success.

	success-path
	3GPP TS 29.155 [ww]
	A JSON pointer to the operated resource.

	success-info
	3GPP TS 29.155 [ww]
	Informational responses for the success.


******************************* Fourth Change *************************************
Annex X (normative): JSON Schema

X.1
PFDs schema
This subclause defines the JSON schema for the body of HTTP responses providing the state of one or more PFDs resources in pull mode. The schema is based on IETF draft-newton-json-content-rules [yy] and is defined below:

# jcr-version 0.7
# ruleset-id 3gpp.gwapplication.pfds
; JCR based on draft v7 representing the pfds root resource 

$pfds-root = @{root}{

  $application-identifier,

  $allowed-delay ?,

  $cached-time ?,

  $pfds

}

; An array list of the PFDs for multiple application identifiers 
$pfds-array-root = @{root} [ $pfds-root * ]

; The detected application traffic identifier for the PFDs
$application-identifier = “application-identifier" : string

; The allowed delay time for the PFDs deployment
$allowed-delay = “allowed-delay” : uint64

; The catching timer for the PFDs
$cached-time = “cached-time” : uint64

; The PFDs associated with the same application identifier
$pfds = “pdfs" : { $pfd * }

; The PFD content
$pfd = // : {

  $pfd-identifier,

  ( $flow-descriptions | $urls | $domain-names | // : any)

}

; The PFD identifier
$pfd-identifier = “pfd-identifier" : string

; The flow descriptions
$flow-descriptions = “flow-descriptions” : [ string + ]

; The url matching expressions
$urls = “urls” :  [ string + ]

; The domain name match criteria

$domain-names = “domain-names” : [ string + ]

X.2
Provisioning schema
This subclause defines the JSON schema for the body of HTTP request providing the provisioned PFDs as well as the PFDs notifications in push mode. The schema is based on IETF draft-newton-json-content-rules [xx] and is defined below:
# jcr-version 0.7
# ruleset-id 3gpp.gwapplication.provisioning
# import 3gpp.gwapplication.pfds as pfds
; JCR based on draft v7 representing the PFDs provisioning data 

$provisioning-root = @{root}{

  $pfds.application-identifier,

  $notification-flag ?,
  $removal-flag ?,
  $pfds.allowed-delay ?,

  $pfds.cached-time ?,

  $pfds.pfds ?
}

; An array list of the PFDs provisioning/notification for multiple application identifiers 
$ provisioning-array-root = @{root} [ $provisioning-root * ]

; A flag indicates whether this is a notification or a provisioning
$notification-flag := boolean
; A flag indicates whether this is a removal or not
$removal-flag := boolean
X.3
Error and Informational response schema

This subclause defines the JSON schema for the body of HTTP responses in case of errors or success. The schema is based on IETF draft-newton-json-content-rules [yy] and is defined below:
# jcr-version 0.7
# ruleset-id 3gpp.gwapplication.info
; A JCR based on draft v7 for the error/successful response body 
; Errors information
$errors-root = @{root} { $errors }
; Success information
 $success-root = @{root} {

    $success-message,

    $success-path ?,

    $success-info ?
  }

; Resource fields definitions

; The list of errors returned in responses sent by the PFDF or PCEF/TDF
$errors = "errors" : [

  {

      $error-type,

      $error-message,

      $error-tag ?,

      $error-path ?,

      $error-info ?
    } +
]

; The error type for an error. It can be one of 'application', 'interface', 'server' and 'other'.

$error-type = "error-type" : ( "application" | "interface" | "server" | "other" )

; The error text message

$error-message = "error-message" : string

; The error tag for a specific error

$error-tag = "error-tag" : string

; A JSON pointer path to the error resource

$error-path = "error-path" : string

; Any additional information for the error

$error-info = "error-info" : {

  // : any *
}
; The successful text message

$success-message = "success-message" : string

; A JSON pointer path to the success resource

$success-path = "success-path" : string

; Any additional information for the success.

$success-info = "success-info" : {  // : any *}
******************************* End of Changes *************************************

�Let me mark it clarified.


�What about the POST for the pull case? 





