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*** 1st Change ***
1
Scope

The present document describes the REST-based protocol for the xMB reference point between the content provider and the BM-SC. The xMB reference point and related stage 2 protocol procedures are defined in TS 23.246 [v] and in TS 26.346 [w]. 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[v]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS) Architecture and Functional Description".

[w]
3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and Codecs".
[x]
IETF RFC 5246 (August 2008): "The Transport Layer Security (TLS) Protocol", T. Dierks, E. Rescorla.

[xy]
IETF RFC 6749 (October 2012): "The OAuth 2.0 Authorization Framework", D. Hardt, Ed.
[y]
IETF RFC 7231 (June 2014): "Hypertext transfer protocol (HTTP/1.1): Semantics and Content", R. Fielding and J. Reschke, Ed.
[z]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Content Provider: 3rd-party entity which supplies content in the form of streaming media or non-real-time (NRT) files to be delivered to UEs over the 3GPP network, via MBMS Bearer and/or unicast bearer services. Also referred to in this document as the Multicast Broadcast Source.
Service: One of the resource types exposed by the RESTful xMB API and operated on by a 3rd-party content provider using HTTP methods. It corresponds to a content provider’s service offering for delivery over the MBMS network to UEs. Each service instance created over the xMB API maps to an MBMS User Service as specified by TS 26.346 [w] and an associated TMGI. The delivery of the contents of a created service is performed during one or more sessions associated with that service.
Session: One of the resource types exposed by the RESTful xMB API and operated on by a 3rd-party content provider using HTTP methods. It represents one of more time intervals during which the MBMS Bearer is active for the transmission of service contents from the BM-SC to the UE.. Each session instance, besides the activity times, may contain various properties pertaining to transport, media and application level information (session type, session state, data rate, permitted delay, user plane ingestion mode, targeted delivery area, reporting parameters, identification of content components delivered during the session, etc.).
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

BM-SC
Broadcast Multicast Service Center

HTTP
HyperText Transfer Protocol

REST
Representational State Transfer

TLS
Transport Layer Security
4
xMB reference point
4.1
Overview
4.2
Reference model

The xMB reference point resides between the BM-SC and the content provider as depicted in Figure 4.2.1. Control- and user-plane procedures are operated over the  xMB-C and xMB-U reference points, respectively. The overall xMB reference model is depicted in subclause 5.4A of 3GPP TS 26.346 [w].
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Figure 4.2.1 xMB reference point

4.3
Functional elements

4.3.1
BM-SC

The complete functionality of the BM-SC is defined in 3GPP TS 26.346 [w]. In the context of the xMB reference point, the BM-SC represents the peer endpoint to the Content Provider in supporting all procedures on the xMB interface.

4.3.2
Content Provider / Multicast Broadcast Source
The functional role of the content provider is defined in subclause 4.4.1a of 3GPP TS 26.346 [w]. Using the xMB reference point, a content provider can invoke procedures supported by BM-SC(s) to set up and manage MBMS User Service(s) from the BM-SC to MBMS clients (the latter is not depicted in Figure 4.2.1).
*** 2nd Change ***

4.4
Procedures over xMB reference point

4.4.1
General

All procedures as defined in subclause 5.4A of TS 26.346 [w] and which can operate across the xMB interface, are described in the following subclauses. All HTTP methods and their responses used here are specified in IETF RFC 7231 [y].
4.4.2
Authentication Procedures

Authentication procedures shall be performed via TLS as specified by 3GPP TS 33.210 [z] and IETF RFC 5246 [x]. The content provider shall act as the TLS client and the BM-SC as the TLS server when the former wants to provision new services or manage existing services. Similarly, the BM-SC shall act as the client when the BM-SC wishes to send reports and notifications to the content provider. All of the following procedures require the authentication procedure to be completed successfully.

4.4.3
Authorization Procedures

The authorization procedure shall be done using OAuth as specified by IETF RFC 5246 [xy]. The TLS client shall act as the OAuth client and BM-SC shall act as the server. All following procedures shall use the Access Token provided by the BM-SC during authorization. Any unauthorized procedure in the following shall be responded with a corresponding error code.

Editor’s Note: BM-SC Authorization is FFS pending feedback from SA3 and SA4.
4.4.4 Service Management Procedures

4.4.4.1 Create Service
This procedure is used by the content provider to create a service at the BM-SC. The content provider shall use HTTP POST for this purpose. A successfully created service is associated with a resource identifier which is used by the content provider to discover, update and delete the service.
4.4.4.2 Get Service Properties
This procedure is used by the content provider to obtain the service properties from the BM-SC. The content provider shall use HTTP GET for this purpose.

4.4.4.3 Update Service Properties
This procedure is used by the content provider for updating the service properties at the BM-SC. The content provider shall use HTTP PUT or HTTP PATCH, corresponding to complete or partial update of service properties, respectively, for this purpose.
4.4.4.4 Delete Service
This procedure is used by the content provider to terminate the service at the BM-SC. The content provider shall use HTTP DELETE for this purpose.

4.4.4.5 Service Notifications
This procedure is used by the BM-SC to send service related notifications to the content.

4.4.5. Session Management Procedures
4.4.5.1 Create Session
This procedure is used by the content provider to create a session for a previously created service at the BM-SC. The content provider shall use HTTP POST for this purpose. A successfully created session is associated with a resource identifier which is used by the content provider to discover, update and delete the session.
4.4.5.2 Get Session Properties
This procedure is used by the content provider to obtain the session properties of a service from the BM-SC. The content provider shall use HTTP GET for this purpose.

4.4.5.3 Update Session Properties
This procedure is used by the content provider for updating the session properties of a session at the BM-SC. The content provider shall use HTTP PUT or HTTP PATCH, corresponding to complete or partial update of service properties, respectively, for this purpose.
4.4.5.4 Delete Session
This procedure is used by the content provider to terminate a session of a service at the BM-SC. The content provider shall use HTTP DELETE for this purpose.
*** End of Changes ***
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