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Call Flows
A.1

Introduction
The xMB-C procedures are used to create and control MBMS User Services from external sources.  An MBMS User Service spans from the BM-SC to the UE and can contain one or more MBMS delivery methods. The provisioning procedure offer functions to create one or more delivery sessions (such as a MBMS Download Delivery session) and allows association of the delivery sessions to MBMS Bearer Services. As part of the xMB-C procedures for MBMS User Services, content ingestion for the user-plane data (i.e. xMB-U) are negotiated. As a result of the xMB-C procedures, the BM-SC can start service announcement and activates MBMS bearer services.

The Content Provider can query its entitlements, for instance the list of broadcast areas it is authorized to use.

The Content Provider may query the status of delivery sessions.

The Content Provider can request reception statistics.
A.2
xMB Procedure example for Live DASH services (MBMS Broadcast only)
This procedure example describes the xMB procedures for a Live DASH service into a single broadcast area. A push interface like WebDAV is used here as ingestion method for the user-plane data (xMB-U). The push interface is identified by a unique URI. The source of the user plane data (CP Source) are the DASH Media Segments as produced by a Live Encoder / Segmenter and the source pushes each new segment when it becomes available. The Media Presentation Description (MPD) URL and Initialization Segment (IS) for the Live DASH session is provided to BM-SC during Session creation or on a subsequent update requestseparately to the BM-SC.
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Figure A.2-1: xMB-C and xMB-U Procedures for a Live DASH Service
1:   The operator and the Content Provider  agree a Service Level Agreement (SLA), which entitles the Content Provider to use the MBMS system (in accordance to some rules) for content delivery. For instance, the SLA can include day time ranges, during which the Content Provider can distributed content. The SLA can also include geographical areas, in which the Content Provider is allowed to distribute content. The SLA also includes target bitrates and likely definitions of tolerable losses per service.

2:  The BM-SC administrators (operator) apply the agreed ranges. This can imply to add additional Service Areas, and other system related configurations.

The Content Provider provisioning a single Live DASH session in a single broadcast area.

3:  The Content Provider authenticates itself as authorized user. The Content Provider can only see those configurations, sessions and services, which belong to the Content Provider. On successful authentication, an access token is provided to Content Provider and shall be present in every subsequent message sent by Content Provider to BM-SC.
4:  The Content Provider creates a new Service by providing service class, service languages, service names, notification configuration as well as consumption reporting configuration. The Content Provider can select whether the Content Provider or the operator distributes service announcement by providing a list of Service Announcement Channel (SACH, as defined in Annex L.2 / L.3 of 3GPP TS 26.346 [ref]) services used for operator-driven service announcement. 

Note: 
BM-SC derives the required UE capabilities from the provided service and session properties.

5: Upon successful service creation by the BM-SC, the BM-SC shall provide a unique resource id of the service, that the Content Provider shall use for subsequent requests. 
6:  The Content Provider creates a session for the previously created service. Common session properties provided as input by Content Provider: unique resource id of the service this session belongs to, max ingest bitrate (excluding any FEC redundancy and transport overhead), scheduling information (start time, stop time), QoE Reporting configuration and session type (set to Application). DASH specific session properties provided as input by Content Provider: MIME-type of MPD fragment (i.e. here set to application/dash+xml), Application Entry Point URL (i.e. here the MPD URL), xMB-U ingest mode (push/pull), Unicast Delivery Indicator, Components.
Note 1: 
BM-SC allocates following parameters for the SDP of the MBMS User Service: TMGI, FLUTE IP Multicast Address, UDP Port and TSI.

Note 2: 
BM-SC derives the SAI list for the MBMS Service Area from Geographical Area provided in Content Provider request and from PLMN id negotiated in step 1. FEC information (codec and ratio) and MBMS Bearer QoS (ARP, QCI) are also negotiated in step 1.

Note 3: 
The Service Announcement start time can be provided in request. If not, BM-SC starts announcing service as soon as all required service and session properties are provided by Content Provider.
Note 4: 
In the case of regional services, i.e. that deliver region specific content, a session can be cloned so that all sessions of user service use same FLUTE parameters.
7: A unique resource id of the session, which identifies the created session, is responded. Additionally, the push URL (here, the required xMB-U ingest mode is set to push) and QoE Report URL are added to the response.
8: The Content provider queries the session configuration, providing the resource ids of the session and service.

9: The BM-SC provides the information in response. All readable session properties are provided in response.

10: The Content Provider updates the session by providing Application Entry Point URL

11: The BM-SC sends response with update status.
12: Once all information for service announcement is available, and if service announcement start time is ellapsed, the BM-SC starts announcing the service automatically. Service announcement is automatically updated following subsequent session updates.

The BM-SC activates automatically the MBMS Bearer at session start time.

13: The BM-SC activates the MBMS bearer by providing the TMGI, the Flow ID, the MBMS Service Area (MSA), the GBR and other parameters to the MBMS-GW. The BM-SC can notify the Content Provider about the activation of the MBMS Bearer.
14: The BM-SC activates the MBMS Broadcast bearer according to the time schedule. When the MBMS Broadcast bearer is activated, then the BM-SC MBMS Delivery Function (MDF) starts forwarding the xMB-U user plane data (push interface). Any xMB-U user plane data received before activation of the MBMS bearer can be discarded.

15: At session stop time, the MBMS bearer is terminated. The BM-SC can notify the Content Provider about the termination of the MBMS Bearer.

16: The Content Provider terminates the service, when the service is not needed anymore. All sessions, which are still created or active will be deleted automatically by BM-SC with the termination of the service.

17: BM-SC sends service termination response.

A.2
xMB Procedure example for Live DASH services (with Service Continuity)
This procedure example describes the xMB-C procedures for a Live DASH service with service continuity. Service continuity allows UEs to enter or leave the MBMS service areas while receiving a Live DASH service. UEs can switch to unicast as defined in Clause 7.6 of 3GPP TS 26.346 [ref] when leaving the MBMS service area. 

In case of service continuity support, the system offers representations via unicast and via MBMS Bearers. A Unified MPD (cf. Clause 7.6 of 3GPP TS 26.346 [ref]) contains the according retrieval information. When service continuity is supported, the Content Provider provides MPD and Initialization segments for both unicast and MBMS bearer access and also the according media segments. The Content Handler functions forwards the content to a DASH (unicast) Server. The DASH (unicast) server can use a Content Delivery Network (CDN) for unicast delivery.

A push interface is used here as ingestion method for the xMB-U user-plane data. The source of the user plane data (Content Provider Source) are the DASH Media Segments as produced by a Live Encoder / Segmenter, which produces the content for unicast and MBMS bearer delivery. The Media Presentation Description (MPD) and Initialization Segment (IS) for the Live DASH session is provided separately to the BM-SC.

The Service Announcement Function (SAF) of the BM-SC creates the needed metadata fragments for the MBMS User Service. To support service continuity, the SAF adds base pattern elements to the User Service Description element. The MBMS Client in the UE matches the base pattern against a portion of the entire request URL. The SAF creates unified MPD by adding information specific elements to it. The SAF makes the service announcement information available via unicast and via MBMS.

A content handler function of the BM-SC handles the separation of unicast and MBMS bearer content. The content handler function makes the content available in operators CDN for unicast access.
A.3
xMB Procedure example for File Delivery Services (without File Schedule)
This procedure example described the provisioning procedure for a File Delivery service without any file schedule element into a single broadcast area. The file schedule element is carried in the schedule description fragment during service announcement and contains transmission timings information for each URL. Consequently, the file URLs must be present when creating service announcement information.

This example assumes that the BM-SC automatically fetches the file using a pull method (xMB-U mode) and prepares the transmission. File URLs can be provided in session creation request or any subsequent session update request.When file preparation ends after session start time, the file is automatically added to user plane flow. It is up to Content Provider to secure that session scheduling is large enough to allow files preparation and transmission according to bitrate between BM-SC and file location, and bitrate of user plane.
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Figure A.3 -1: xMB-C and xMB-U Procedures for a File Delivery Service
1: The operator and the Content Provider agree a Service Level Agreement (SLA), which entitles the Content Provider to use the MBMS system (in accordance to some rules) for content delivery. For instance, the SLA can include day time ranges, during which the Content Provider can distributed content. The SLA can also include geographical areas, in which the Content Provider is allowed to distribute content. The SLA also includes target bitrates and likely definitions of tolerable losses per service.

2: The BM-SC administrators (operator) apply the agreed ranges. This can imply to add additional Service Areas, and other system related configurations.

The Content Provider provisioning a file delivery session in a single broadcast area.

3: The Content Provider authenticates itself as authorized user. The Content Provider can only see those configurations, sessions and services, which belong to the Content Provider. On successful authentication, an access token is provided to CP and shall be present in every subsequent message sent by the Content Provider to BM-SC.
4: The Content Provider creates a new service by providing service class, service languages, service names, notification configuration as well as consumption reporting configuration. The Content Provider can select whether the Content Provider or the operator distributes service announcement by providing a list of Service Announcement Channel (SACH, as defined in Annex L.2 / L.3 of 3GPP TS 26.346 [ref]) services used for operator-driven service announcement.

Note: 
BM-SC derives the required UE capabilities from the provided service and session properties.

5: Upon successful service creation by the BM-SC, the BM-SC shall provide a unique resource id of the service, that the Content Provider can use for subsequent requests.

6: The Content Provider creates a session for previously created service. Common session properties provided as input by Content Provider: unique resource id of the service this session belongs to, max ingest bitrate (excluding any FEC redundancy and transport overhead), scheduling information (start time, stop time), Geographical Area and QoE Reporting configuration and session type (set to Files). File specific session properties provided as input by Content Provider: xMB-U ingest mode (pull/push), file list if xMB-U pull mode.
Note 1: 
BM-SC allocates following parameters for SDP of the MBMS User Service: TMGI, FLUTE IP Multicast Address, UDP Port and TSI.

Note 2: 
BM-SC derives the SAI list for the MBMS Service Area from Geographical Area provided in Content Provider request and from PLMN id negotiated in step 1. FEC information (codec and ratio) and MBMS Bearer QoS (ARP, QCI) are also negotiated in step 1.

Note 3: 
in xMB-U pull ingest mode, file URLs can be provided now (i.e. at session resource creation) or at a later stage (e.g. while the session is active) through the Session Update xMB-C procedure.

Note 4: 
Service Announcement start time can be provided in request. If not, BM-SC starts annoucing service as soon as all required service and session properties are provided by Content Provider

Note 5: 
In the case of regional services, i.e. that deliver region specific content, a session can be cloned so that all Sessions of user service use same FLUTE parameters.
7: A unique resource id of the session, which identifies the created Session, is responded. If xMB-U push ingest mode is used, BM-SC provides also the push URL the Content Provider shall use.

Note: 
For file URLs provided in session creation request, the BM-SC starts automatically to fetch the file resource(s) from the content location when file earliest fetch time elapses and generates the FLUTE and FEC symbols (if any). The BM-SC can notify the Content Provider when the process is finalized.
8: Once all information for service announcement is available, and if service announcement start time is elapsed, the BM-SC starts announcing the service automatically. Service announcement is automatically updated following subsequent Session updates. File schedule element can be present in Schedule fragment for files URLs provided in Session creation request.

9: The Content Provider queries the Session configuration, providing the resource ids of the session and service.

10: The BM-SC provides the information in response.

11: The Content Provider updates session by providing additional File URLs.

12: The BM-SC sends response with update status.

Note 1: 
The BM-SC starts automatically to fetch the new file resource(s) from the content location when file earliest fetch time elapses and generates the FLUTE and FEC symbols (if any). The BM-SC can notify the Content Provider when the process is finalized.
Note 2:
Steps 9-12 can be executed at any time after Session is created and prior to the Session stop time. Any file URL added after Session start time will be automatically fetched, processed and sent on user plane.

The BM-SC activates automatically the MBMS Bearer at session start time.
13: The BM-SC activates the MBMS bearer by providing the TMGI, the Flow ID, the MBMS Service Area (MSA), the GBR and other parameters to the MBMS-GW. The BM-SC can notify the Content Provider about the activation of the MBMS Bearer.

14: The BM-SC activates the MBMS Broadcast bearer according to the time schedule. When the MBMS Broadcast bearer is activated, then the BM-SC MBMS Delivery Function (MDF) starts sending the user plane data, according to Target reception completion time.

Note: 
The BM-SC can notify Content Provider of file delivery start/end.

15: At session stop time, the MBMS bearer is terminated. The BM-SC can notify the Content Provider about the termination of the MBMS Bearer.

16: The Content Provider terminates the service. All sessions, which are still created or active will be deleted automatically by BM-SC with the termination of the service.

17: BM-SC sends service termination response.
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