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*** 1st Change ***
4.4.1
Request for PFDs ("Pull mode")
When a PCC Rule with an application identifier is activated or provisioned for which the PFDs are not available, or when a PCC Rule with the application identifier is still active but the caching timer for the application identifier has expired , the PCEF shall request all PFDs for the application identifier from the PFDF. 
Editor’s note: It is FFS whether the PCEF can request the PFDs for the application identifier(s) which caching timers have not expired in the same request.
In order to get the PFDs for a specific application identifier, the PCEF shall send an HTTP GET message as a pull operation to the PFDF providing the representation of the application identifier within the body of the HTTP GET message. Upon recept of the HTTP GET message for the pull operation, the PFDF shall respond to the PCEF indicating whether the querying of the PFDs for the application identifier was successful or not using one of the HTTP status codes as defined in subclause 6.3.x. If the querying is successful, the PFDF shall respond with an HTTP 200 OK status code and include the PFDs of the application identifier within the body of the response.
In order to get the full list of the PFDs associated with all the applications (e.g. when the PCEF restarts), the PCEF shall send an HTTP GET message as a pull operation to the PFDF without providing any representation of applications within the HTTP GET message. Upon recept of the HTTP GET message for the pull operation, the PFDF shall respond to the PCEF indicating whether the querying of the PFDs for all the application identifiers was successful or not using one of the HTTP status codes as defined in subclause 6.3.x. If the querying is successful, the PFDF shall respond with an HTTP 200 OK status code and include the full list of the PFDs associated with all the application identifiers within the body of the response.

Editor’s note: The formats of the HTTP request/response are FFS. 
*** 2nd Change ***
4.4.2
Provisioning of PFDs ("Push mode")

The PFDF may create, update or remove one or multiple PFDs associated with application identifier(s) to the PCEF.
Once receiving one or more set of PFDs for application identifier(s) provisioned by the SCEF , the PFDF may 

· immediately send to the PCEF an HTTP POST message or 
· wait (i.e. indicated by the received allowed delay of the affected application identifier(s)) to aggregate all of the PFDs for the application(s).
The PCEF shall respond to the HTTP POST message with operation result in an HTTP response message.
*** 3rd Change ***

5.4.1
Request for PFDs ("Pull mode")

Whenan ADC Rule with an application identifier is activated or provisioned for which PFDs are not available, or when an ADC Rule for the application identifier is still active but the caching timer for the application identifier has expired and, the TDF shall request all PFDs for the application identifier from the PFDF. 
Editor’s note: It is FFS whether the TDF can request the PFDs for the application identifier(s) which caching timers have not expired in the same request.

In order to get the PFDs for a specific application identifier, the TDF shall send an HTTP GET message as a pull operation to the PFDF  providing the representation of the application identifier within the body of the HTTPGET message. Upon receipt of the HTTP GET for the pull operation, the PFDF shall respond to the TDF indicating whether the querying of the PFDs for the application identifier was successful or not by using one of the HTTP status codes as defined in subclause 6.3.x. If the querying is successful, the PFDF shall respond with an HTTP 200 OK status code and include the PFDs of the application identifier within the body of the HTTP response.
In order to get the full list of the PFDs associated with all the applications (e.g. when the TDF restarts), the TDF shall send an HTTP GET message as a pull operation to the PFDF without providing any representation of applications within the HTTP GET message. Upon recept of the HTTP GET message for the pull operation, the PFDF shall respond to the TDF indicating whether the querying of the PFDs for all the application identifiers was successful or not using one of the HTTP status codes as defined in subclause 6.3.x. If the querying is successful, the PFDF shall respond with an HTTP 200 OK status code and include the full list of the PFDs associated with all the application identifiers within the body of the response.
Editor’s note: The formats of the HTTP request/response are FFS. 
*** 4th Change ***

5.4.2
Provisioning of PFDs ("Push mode")

The PFDF may create, update or remove one or multiple PFDs associated with application identifier(s) to the TDF.
Once receiving one or more set of PFDs for application identifier(s) provisioned by the SCEF, the PFDF may 
· immediately send to the TDF an HTTP POST message or 
· wait (i.e. indicated by the received allowed delay of the affected application identifier(s)) to aggregate all of the PFDs for the application(s).
The TDF shall respond to the HTTP POST message with operation result in an HTTP response message.
Editor’s note: It is for FFS if the PFDF can send the associated PFDs for the application identifier(s) in the HTTP POST message directly according to certain policy and consequently the PCEF/TDF only needs to pull the PFDs for the application identifier(s) without PFDs from the PFDF. Also it is for FFS if the PFDF can provide a timer for an application identifier to the PCEF/TDF to indicate the maximum time that the PCEF/TDF is allowed to postpone the pull operation, if the PFDF doesn’t send any PFD for certain application identifier(s) in the HTTP POST message.
Editor’s note: It is FFS if the PCEF/TDF can pull the PFDs in multiple times from the PFDF in order to spread the operations for an application identifier, within the timer sent by the PFDF.


Editor’s note: It is FFS to define how the PFDF shall be able to determine that a PFD is successfully provisioned to a PCEF/TDF or not.

Editor’s note: It is FFS how the Gw/Gwn signalling should be further reduced when pull and push mode are used in combination.

Editor’s note: It is FFS how to accurately push the PFD(s), for which the corresponding application identifier is valid, to the PCEF/TDF so that the storage of the PCEF/TDF can be saved and the overload of the PCEF/TDF can be avoided.
*** 5th Change ***

6.3.x
HTTP status codes

A subset of the HTTP status codes as defined in IETF RFC 2616 [7] are applicable to the REST based Gw/Gwn interface. Table 6.3.x-1 lists the applicable status codes for the Gw/Gwn interface for the current release. Note that if the PFDF, PCEF or TDF receive a response with a status code not listed in the table below, the status code as defined in IETF RFC 2616 [7] shall be applied.

Table 6.3.x-1: Gw/Gwn HTTP status codes

	Status Code 
	Description

	200 OK
	The HTTP request has succeeded. The information returned with the response is dependent on the method used in the request. 

	201 Created
	The HTTP POST request has been fulfilled and resulted in a new resource being created at the PCEF/TDF.

	204 No Content
	The recipient has fulfilled the request but does not need to return an entity-body.

	400 Bad Request
	The request could not be understood by the recipient due to malformed syntax. The sender should not repeat the request without modifications. 

	403 Forbidden
	The recipient understood the request, but is refusing to fulfill it.

	404 Not Found
	The recipient has not found any resources matching the Request-URI.

	405 Method Not Allowed
	The method specified in the Request-Line is not allowed for the resource identified by the Request-URI. 

	408 Request Timeout
	The recipient  did not respond to the request within the time that the sender is prepared to wait. The sender may repeat the request without modifications at any later time. 

	412 Precondition Failed
	The precondition given in one or more of the request-header fields evaluated to false when it was tested on the recipient. 

	413 Request Entity Too Large
	The recipient is refusing to process a request because the request entity is larger than the recipient is willing or able to process. 

	414 Request-URI Too Large
	The recipient is refusing to service the request because the Request-URI is longer than the recipient is willing to interpret.

	500 Internal Server Error
	The recipient encountered an unexpected condition which prevented it from fulfilling the request. 

	501 Not Implemented
	The recipient does not support the functionality required to fulfill the request. 

	503 Service Unavailable
	The recipient is currently out of service.


*** End of Changes ***
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