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1. Overall Description:

SA3 would like to thank CT3 for the LS on security method negotiation.

Question from CT3: As an AEF may have multiple interfaces (i.e. multiple IP address and port combinations) exposed to offer services to the API invokers, are the security methods associated with the AEF level or the AEF interface level?
Answer: Security methods are associated with the AEF level if AEF supports only a single security method for all the services exposed by the AEF. Otherwise, if the AEF supports different security methods on interfaces exposing same or different services, then the security methods are associated with the AEF interface level. 

It is SA3's understanding that both deployment scenarios are possible.
2. Actions:

To CT3 group.

ACTION: 
SA3 kindly asks CT3 to take the above clarification into consideration for the further stage 3 work.
3. Date of Next TSG-SA WG3 Meetings:
SA3#94
28 January – 1 February 2019


Kochi (India)
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TBD

