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	Reason for change:
	The following editor's notes in annex A were introduced in release 8 but resolved in release 9 only (see C3-100634), and thus still exist in release 8:

-
in clause A.2 indicating that:
need of generating CDRs to CS-IBCF may require further evaluation.
Charging related functionality is not in scope of TS 29.235 and related editor's note was simply deleted from release 9.

Therefore, it should be also deleted from release 8 to avoid unnecessary impression that requirements and procedures are not complete.
-
in subclauses A.5.2.1 and A.5.3.1 indicating that:

it is FFS whether similar procedures apply when a response to an initial INVITE is received.
Since the IBCF acts as B2BUA, and the procedures in RFC 3261, clause 12.1.2 shall apply in the relase 9 this editor's note was solved by adding the following requirement:
"When the CS-IBCF receives a response to the initial INVITE request that establishes a dialogue, and the CS-IBCF is configured to perform application level gateway and/or transport plane control functions, the CS-IBCF shall save the Contact, To and Record-Route header field values received in the response such that the CS-IBCF is able to release the session if needed."
This editor's note should also be removed from relase 8 and replaced with the same requirement since the procedure defined in RFC 3261, subclause 12.1.2 are also applicable in release 8. In addition, missing From header field should be added in bullet 2) in subclauses A.5.2.1 and A.5.3.1.
-
in subclauses A.5.2.3 and A.5.3.3 indicating that:

it is FFS if the use of CANCEL must also be included; and
it is FFS if the use of unsuccessful final responses to the initial INVITE must also be included.
Since the CS-IBCF initiated call release procedures did not consider cases where call establishment is still ongoing these editor's notes in release 9 were solved by specifying procedure for the CS-IBCF initiated call release while a call establishment is still ongoing.
Since in release 8 the CS-IBCF initiated call release procedures will not work when a call establishment is still ongoing it is proposed to solve these editor's notes as in release 9 i.e. by specifying procedure for the CS-IBCF initiated call release while a call establishment is still ongoing.
-
in subclauses A.5.2.5, A.5.2.6.3 and A.5.3.5 indicating that:

it is FFS if 3GPP TS 29.162 needs to be updated in order to reuse in CS domain the already specified "IP Version Interworking at the IMS-ALG/TrGW".
However, "IMS_IBCF" feature was moved from release 8 to release 9 (see CP-090019). "IMS_IBCF" feature was completed in release 9 (i.e. related requirements and procedures were added in release 9 in TS 29.162) these editor's notes were simply deleted from this specification.

Since the work item was moved from release 8 these editor's notes do not have any meaning in release 8 and should be deleted.
-
in subclauses A.5.2.7 and A.5.3.7 indicating that:

the "Charging functionality in the CS-IBCF" section relates to the charging/accounting functionality based on information included in the SIP headers and/or in SDP of the SIP-I signalling.
Only empty paragraphs exist to describe related procedures. Since charging related functionality is not in scope of TS 29.235 empty subclauses A.5.2.7 and A.5.3.7 for charging related functionality and related editor's note were simply removed from release 9.

Therefore, they should be also removed from release 8 to avoid unnecessary impression that requirements and procedures are not complete.

	
	

	Summary of change:
	All editor's notes deleted.
Clause A.2:
-
requirement for the generation of CDRs at the CS-IBCF removed.

Subclauses A.5.2.1 and A.5.3.1:
-
added the From header field in bullet 2); and
-
a new requirement saying that when the CS-IBCF receives a response to the initial INVITE request that establishes a dialogue, and the CS-IBCF is configured to perform application level gateway and/or transport plane control functions, the CS-IBCF shall save the Contact, To and Record-Route header field values received in the response such that the CS-IBCF is able to release the session if needed.
Subclauses A.5.2.3 and A.5.3.3:
-
the CS-IBCF initiated call release procedures are ammended to cover cases where call establishment is still ongoing.
Subclauses A.5.2.7 and A.5.3.7 removed.

	
	

	Consequences if not approved:
	Specification would be considered incomplete and due to inappropriate editor’s notes would then be misleading or potentially feature may be treated as unusable or unimplementable.

Furthermore, it will not be aligned with the CT3#98Bis meeting agreement and discussion paper in C3-186056 specifying that editor's note should be resolved starting from the release where the editor's note was introduced.
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Proposed changes:

*** 1st Change ***

A.2
Stage 2 Requirements

Based on operator preference, border control functions may be applied between two SIP-I based 3GPP CS domains or between a SIP-I based 3GPP CS domain and other SIP-I based external network. These functions, provided by the CS-IBCF, are:

-
Controlling transport plane functions;

-
Supporting functions to allow establishing communication between disparate address realms' SIP-I applications;

-
Providing network configuration hiding to restrict the following information from being passed outside of an operator's network: exact number of MSC servers, capacity and topology of the network, naming and addressing of the network nodes;

-
Screening SIP signalling information based on source/destination and operator policy (e.g. remove information that is of local significance to an operator);



-
Selecting the appropriate signalling interconnections (e.g. domain based routing). The IP interconnection between core networks may be supported either by direct connection or by using an intermediate carrier;

-
Supporting network resources allocation taking into consideration the codec negotiation performed by (G)MSCs across one or multiple interconnects, remaining transparent to the SDP negotiation. 

In case border control concepts are to be applied in a SIP-I based CS network, the CS-IBCF acts as an entry point for this network, and also acts as an exit point for this network.

On the media plane the CS-TrGW is controlled by the CS-IBCF and provides the following functions for the NNI:

-
Opening/closing of gates;

-
QoS packet marking;

-
Resource allocation per flow;

-
NA(P)T;

-
Media policing;

*** 2nd Change ***

A.5.2.1
Initial requests

Upon receipt of any request, the CS-IBCF shall:

1)
if the request is an INVITE request, respond with a 100 (Trying) provisional response;

2)
if the request is an INVITE request and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, save the Contact, CSeq, From and Record-Route header field values received in the request such that the CS-IBCF is able to release the session if needed;


3)
if network topology hiding is required, apply the procedures as described in subclause A.5.2.4;

4)
if screening of SIP signalling is required, apply the procedures as described in subclause A.5.2.6;

5)
select an entry point of the destination network and forward the request to that entry point;

NOTE:
The list of the entry points can be either obtained as specified in RFC 3263 [30] or provisioned in the CS-IBCF. The entry point can be an CS-IBCF or an (G)MSC server.

When the CS-IBCF receives an INVITE request, the CS-IBCF may require the periodic refreshment of the session to avoid hung states in the CS-IBCF. If the CS-IBCF requires the session to be refreshed, the CS-IBCF shall apply the procedures described in RFC 4028 [31] clause 8.

RFC 3325 [32] provides for the existence and trust of an asserted identity within a trust domain. A CS-IBCF at the boundary of the trust domain will need to determine whether to remove the P-Asserted-Identity header according to RFC 3325 [32] when SIP signalling crosses the boundary of the trust domain.

When the CS-IBCF receives a response to the initial request and network topology hiding is required, then the CS-IBCF shall apply the procedures as described in subclause A.5.2.4.

When the CS-IBCF receives a response to the initial request and screening of SIP signalling is applied, then the CS-IBCF shall apply the procedures as described in subclause A.5.2.6.

When the CS-IBCF receives a response to the initial INVITE request that establishes a dialogue, and the CS-IBCF is configured to perform application level gateway and/or transport plane control functions, the CS-IBCF shall save the Contact, To and Record-Route header field values received in the response such that the CS-IBCF is able to release the session if needed.
*** 3rd Change ***

A.5.2.3
CS-IBCF-initiated call release

If the CS-IBCF provides transport plane control functionality and receives an indication of a transport plane related error the CS-IBCF may:

1)
if the CS-IBCF has already sent an initial INVITE request to the terminating side, apply SIP procedures detailed in IETF RFC 3261 [20] to terminate any corresponding SIP dialogue(s) or otherwise cancel the INVITE at the terminating side, making use of CANCEL and/or BYE request(s), based on information saved for the related dialogue;
2)
if the CS-IBCF has not yet sent out a final response for the initial INVITE request, send an appropriate failure response for the initial INVITE request to the originating side; and

3)
if the CS-IBCF has already sent out a final response for the initial INVITE request, generate a BYE request for the originating side based on the information saved for the related dialogue.

NOTE 1:
Transport plane related errors can be indicated from TrGW. 

NOTE 2:
Since the CS-IBCF does not handle the encapsulated ISUP, the BYE message(s) generated by the CS-IBCF will not contain any encapsulated ISUP REL message.

If the CS-IBCF is able to determine an appropriate Q.850 cause value, then this may be included in a Reason header in the BYE message(s).




*** 4th Change ***

A.5.2.5
ALG functionality in the CS-IBCF
The CS-IBCF shall only apply the following procedures if application level gateway functionality is required by the network.

The CS-IBCF acts as a B2BUA when it performs ALG functionality. The CS-IBCF, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the SIP-I based CS domain.

In case the initial INVITE request is received from own network, i.e. the CS-IBCF acts as an exit point, the CS-IBCF shall generate a new initial INVITE request and forward it to the entry point of the other network.

The internal function of the CS-IBCF as an ALG is equal to that one defined in 3GPP TS 29.162 [37].


*** 5th Change ***

A.5.2.6.3
CS-IBCF procedures for SIP message bodies

If IP address translation (NA(P)T or IP version interworking) occurs on the user plane, the CS-IBCF shall modify SDP according to 3GPP TS 29.162 [37].


*** 6th Change ***

A.5.2.7
Void

*** 7th Change ***

A.5.3.1
Initial requests

Upon receipt of any request, the CS-IBCF shall:

1)
if the request is an INVITE request, then respond with a 100 (Trying) provisional response;

2)
if the request is an INVITE request and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, save the Contact, Cseq, From and Record-Route header field values received in the request such that the CS-IBCF is able to release the session if needed;


3)
if network topology hiding is required, then apply the procedures as described in subclause A.5.3.4; 

4)
if screening of SIP signalling is required, apply the procedures as described in subclause A.5.3.6;

5)
If CS-IBCF receives an initial request for a dialogue or standalone transaction, that contains a single Route header pointing to itself, and it is co-located with an (G)MSC server, or it has a preconfigured (G)MSC server to be contacted, then forward the request to that (G)MSC server. Otherwise select an (G)MSC server and forward the request to that (G)MSC server. 

When the CS-IBCF receives an INVITE request, the CS-IBCF may require the periodic refreshment of the session to avoid hung states in the CS-IBCF. If the CS-IBCF requires the session to be refreshed, the CS-IBCF shall apply the procedures described in RFC 4028 [31] clause 8. 

When the CS-IBCF receives a response to an initial request (e.g. 183 or 2xx), the CS-IBCF shall:

1)
if network topology hiding is required, apply the procedures as described in subclause A.5.3.4;
2)
if screening of SIP signalling is applied, apply the procedures as described in subclause A.5.3.6; and
3)
if the response establishes a dialogue, and the CS-IBCF is configured to perform application level gateway and/or transport plane control functions, the CS-IBCF shall save the Contact, To and Record-Route header field values received in the response such that the CS-IBCF is able to release the session if needed.
*** 8th Change ***

A.5.3.3
CS-IBCF-initiated call release

If the CS-IBCF provides transport plane control functionality and receives an indication of a transport plane related error the CS-IBCF may:

1)
if the CS-IBCF has already sent an initial INVITE request to the terminating side, apply SIP procedures detailed in IETF RFC 3261 [20] to terminate any corresponding SIP dialogue(s) or otherwise cancel the INVITE at the terminating side, making use of CANCEL and/or BYE request(s), based on information saved for the related dialogue;
2)
if the CS-IBCF has not yet sent out a final response for the initial INVITE request, send an appropriate failure response for the initial INVITE request to the originating side; and

3)
if the CS-IBCF has already sent out a final response for the initial INVITE request, generate a BYE request for the originating side based on the information saved for the related dialogue.

NOTE 1:
Transport plane related errors can be indicated from e.g. TrGW. 

NOTE 2:
Since the CS-IBCF does not handle the encapsulated ISUP, the BYE message(s) generated by the CS-IBCF will not contain any encapsulated ISUP REL message.

If the CS-IBCF is able to determine an appropriate Q.850 cause value, then this may be included in a Reason header in the BYE message(s).




*** 9th Change ***

A.5.3.5
ALG functionality in the CS-IBCF
The CS-IBCF shall only apply the following procedures if application level gateway functionality is required by the network.

The CS-IBCF acts as a B2BUA when it performs ALG functionality. The CS-IBCF, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the  SIP-I based CS domain.

When the CS-IBCF receives an initial INVITE request from another SIP network,the CS-IBCF shall generate a new initial INVITE request and forward it to the (G)MSC Server. 

The internal function of the CS-IBCF as an ALG is equal to that one defined in 3GPP TS 29.162 [37].


*** 10th Change ***

A.5.3.7
Void

*** End of Changes ***

