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5.x
UE Policy Association Management 

5.x.1
UE Policy Association Establishment
5.x.1.1
General
The procedures in this subclause are performed when the UE initially registers with the network or when the new AMF establishes the AM Policy Association with the new PCF during AMF relocation.
5.x.1.2
Non-roaming
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Figure 5.x.1.2-1 UE Policy Association Establishment procedure - Non-roaming
1.
The AMF receives the registration request from the AN. Based on local policy, the AMF selects to contact the PCF to create the UE policy association with the PCF and to retrieve the UE policy. The AMF invokes the Npcf_UEPolicyControl_Create service operation including SUPI and the list of UPSIs stored in the UE, as received from the UE during the registration. The request includes a Notification URI to indicate to the PCF where to send a notification when the policy is updated.

NOTE 1:
The UE provides the list of UPSIs that are currently stored in the UE (UE policies pre-configured in the UE are not included in this message).

2.
The PCF responds to the Npcf_UEPolicyControl_Create service operation.
3.
If the PCF does not have the subscription data or the latest list of UPSIs for the UE, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/{ueId}/ue-policy-set" as specified in 3GPP TS 29.519 [12].
4.
The UDR sends an HTTP "200 OK" response to the PCF with the latest UPSIs and/or the subscription data that may include UE policy.
5.
The PCF may request notifications from the UDR on changes in the subscription information, and in this case, the PCF shall invoke the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/subs-to-notify".
6.
The UDR sends an HTTP "201 Created" response to acknowledge the subscription from the PCF.

7.
The PCF compares the list of stored UPSIs received in step 1 and the latest list of UPSIs retrieved in step 4 and determines whether and which UE policy has to be updated, and can determine applicable Policy Control Request Trigger(s)
In addition, the PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE 2:
NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.

-
If the size is under the limit then the UE policy information is included in a single Namf_Communication_N1N2MessageTransfer service operation and messages 8 to 11 are thus executed one time.

-
If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations and messages 8 to 11 are thus executed  several times, one time for each UE policy information fargment.
8.
The PCF sends the updated policy to the UE via the AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation.
9.
The AMF sends a response to the Namf_Communication_N1N2MessageTransfer service operation.
10.
The PCF provides the Policy Control Request Trigger parameters to the AMF by invoking the Npcf_UEPolicyControl_UpdateNotify service operation. 

11.
The AMF sends a response to the Npcf_UEPolicyControl_UpdateNotify service operation.
12.
When receiving the UE Policy container, the AMF forwards the response of the UE to the PCF using Namf_Communication_N1MessageNotify service operation.
13. The PCF sends a response to the Namf_Communication_N1MessageNotify service operation.

14-15.
The PCF maintains the latest list of UE policy sections delivered to the UE (in step 8) and updates the UE policy information dor the subscriber including the latest list of UPSIs and its content in the UDR by invoking the Nudr_DataRepository_Update service operation.
-
If there is no list of UPSIs retrieved in step 4, the PCF sends an HTTP PUT request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/{ueId}/ue-policy-set", and the UDR sends an HTTP "201 Created" response.
-
If the list of UPSIs retrieved in step 4 is updated completely, the PCF sends an HTTP PUT request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/{ueId}/ue-policy-set", and the UDR sends an HTTP "204 No Content" response.

-
If the list of UPSIs retrieved in step 4 is updated partially, the PCF sends an HTTP PATCH request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/{ueId}/ue-policy-set", and the UDR sends an HTTP "204 No Content" response.
5.x.1.3
Roaming
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Figure 5.x.1.3-1 UE Policy Association Establishment procedure - Roaming
1.
The AMF receives the registration request from the AN. Based on local policy, the AMF decides to establish UE Policy Association with the V-PCF. The AMF invokes the Npcf_UEPolicyControl_Create service operation including SUPI and the list of UPSIs stored in the UE, as received from the UE during the registration. The request includes a Notification URI to indicate to the V-PCF where to send a notification when the policy is updated.The AMF may provide to the V-PCF the PCF ID of the selected H-PCF.
NOTE 1:
The UE provides the list of UPSIs that are currently stored in the UE (UE policies pre-configured in the UE are not included in this message).

2.
The PCF responds to the Npcf_UEPolicyControl_Create service operation.

3.
The V-PCF forwards the information received from AMF in step 1 to the H-PCF by invoking the Npcf_UEPolicyControl_Create service operation. The request includes SUPI and the list of stored UPSIs belonging to the H-PLMN. The V-PCF also provides the H-PCF the Notification URI where to send a notification when the policy is updated.
4.
The H-PCF sends a Npcf_UEPolicyControl_Create response to the AMF.

5-8.
These steps are the same as steps 3-6 in subclause 5.x.1.2.

9.
The H-PCF compares the list of stored UPSIs received in step 3 and the latest list of UPSIs retrieved in step 6 and determines whether and which UE policy has to be updated, and may determine applicable Policy Control Request Trigger(s)
10.
The H-PCF sends the updated policy to the V-PCF by invoking the Npcf_UEPolicyControl_UpdateNotify service operation.
11.
The V-PCF sends a Npcf_UEPolicyControl UpdateNotify response to the H-PCF and transfers the policy from the H-PCF to the UE by invoking step 15.
12.
The V-PCF retrieves the list of UPSIs and its content stored in the V-UDR for the PLMN ID of this UE. Alternatively, the V-PCF can have this information configured locally.

NOTE 2:
The UPSI list and content stored/configured for a PLMN ID can be structured according to e.g. location areas (e.g. TAs, PRAs). The V-PCF can then provide UPSIs and its content only if they correspond to the current UE location.

13.
The V-UDR responds to the V-PCF with the information requested in step 14.
14.
The V-PCF compares the list of stored UPSIs belonging to the V-PLMN received in step 3 and the list of UPSIs either configured locally or retrieved in step 15, and determines whether and which UE policy has to be updated, and may determine applicable Policy Control Request Trigger(s).
In addition, the V-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE 3:
NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.

-
If the size is under the limit then the UE policy information is included in a single Namf_Communication_N1N2MessageTransfer service operation and messages 15 to 18 are thus executed one time.

-
If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations and messages 15 to 18 are thus executed  several times, one time for each UE policy information fargment.
15. The V-PCF invokes the Namf_Communication_N1N2MessageTransfer service operation to send the policy decided locally in step 16 or to forward the policy received from the H-PCF in step 12.
16.
The AMF sends a response to the Namf_Communication_N1N2MessageTransfer service operation.
17.
The V-PCF provides the Policy Control Request Trigger parameters to the AMF by invoking the Npcf_UEPolicyControl_UpdateNotify service operation.
18.
The AMF sends a response to the Npcf_UEPolicyControl_UpdateNotify service operation.
19.
When receiving the UE Policy container, the AMF forwards the response of the UE to the V-PCF using Namf_Communication_N1MessageNotify service operation.
20. The V-PCF sends a response to the Namf_Communication_N1MessageNotify service operation.

21.
If the V-PCF receives the UE Policy container belonging to the H-PLMN in step 19 and the H-PCF has subscribed the notification of the reception of the UE Policy container, the V-PCF forwards the response of the UE to the H-PCF by invoking the Npcf_UEPolicyControl_Update service operation.

22.
The H-PCF sends a response to the Npcf_UEPolicyControl_Update service operation.

23-24.
These steps are the same as steps 14-15 in subclause 5.x.1.2
5.x.2
UE Policy Association Modification

5.x.2.1
UE Policy Association Modification initiated by the AMF
5.x.2.1.1
General

The procedures in this subclause are performed when a Policy Control Request Trigger condition is met or when the new AMF establishes the AM Policy Association with the old PCF during AMF relocation.
5.x.2.1.2
Non-roaming
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Figure 5.x.2.1.2-1 AMF-initiated UE Policy Association Modification procedure – Non-roaming

1.
When the AMF detects a Policy Control Request Trigger condition is met or when the new AMF decides to establish the AM Policy Association with the old PCF during AMF relocation, it invokes the Npcf_UEPolicyControl_Update service operation to the PCF with information on the conditions that have changed.
2.
The PCF responds to the Npcf_UEPolicyControl_Update service operation.

3.
The PCF makes the policy decision, and may determine applicable Policy Control Request Trigger(s). The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 7 in subclause 5.x.1.2.
4.
Steps 8-13 as specified in Figure 5.x.1.2-1 are executed..

5-6.
The PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the UDR by invoking the Nudr_DataRepository_Update service operation.

-
If the list of UPSIs is updated completely, the PCF sends an HTTP PUT request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/{ueId}/ue-policy-set", and the UDR sends an HTTP "204 No Content" response.

-
If the list of UPSIs is updated partially, the PCF sends an HTTP PATCH request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/{ueId}/ue-policy-set", and the UDR sends an HTTP "204 No Content" response.
5.x.2.1.3
Roaming
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Figure 5.x.2.1.3-1 AMF-initiated UE Policy Association Modification procedure - Roaming

1.
When the AMF detects a Policy Control Request Trigger condition is met or when the new AMF decides to establish the AM Policy Association with the old PCF during AMF relocation, it invokes the Npcf_UEPolicyControl_Update service operation to the V-PCF with information on the conditions that have changed.
2.
The V-PCF responds to the Npcf_UEPolicyControl_Update service operation.

3.
The V-PCF forwards the information received from AMF in step 1 to the H-PCF if the H-PCF has subscribed the notification (e.g., the change of Allowed S-NSSAIs).

4.
The H-PCF responds to the V-PCF.
5.
The H-PCF makes the policy decision, may determine applicable Policy Control Request Trigger(s). The H-PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 9 in subclause 5.x.1.3.

6.
The H-PCF sends the updated policy to the V-PCF by invoking the Npcf_UEPolicyControl_UpdateNotify service operation.
7.
The V-PCF sends the Npcf_UEPolicyControl UpdateNotify response to the H-PCF and transfers the policy from the H-PCF to the UE by invoking step 9.

8.
If the AMF notifies location change or PRA change in step 1, the V-PCF makes the policy decision, and may determine applicable Policy Control Request Trigger(s). The V-PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 7 in subclause 5.x.1.2.
9.
Steps 15-22 as specified in Figure 5.x.1.3-1 are executed.

10-11.
The H-PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the H-UDR by invoking the Nudr_DataRepository_Update service operation.

-
If the list of UPSIs is updated completely, the H-PCF sends an HTTP PUT request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/{ueId}/ue-policy-set", and the H-UDR sends an HTTP "204 No Content" response.

-
If the list of UPSIs is updated partially, the H-PCF sends an HTTP PATCH request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/{ueId}/ue-policy-set", and the H-UDR sends an HTTP "204 No Content" response.
5.x.2.2
UE Policy Association Modification initiated by the PCF
5.x.2.2.1
General

The procedures in this subclause are performed when the UE policy is changed.
5.x.2.2.2
Non-roaming
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Figure 5.x.2.2.2-1 PCF-initiated UE Policy Association Modification procedure – Non-roaming

1.
The PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed or application detection, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE.
2.
The PCF makes the policy decision, and may determine applicable Policy Control Request Trigger(s). The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 7 in subclause 5.x.1.2.
3.
Steps 8-13 as specified in Figure 5.x.1.2-1 are executed.
4-5.
These steps are the same as steps 5-6 in subclause 5.x.2.1.2.
5.x.2.2.3
Roaming


[image: image6.emf] 

2 .  Policy Decision  

V - PCF  

H - PCF  

AMF  

1 . Trigger  

3 .   Npcf_ UEPolicyControl_ UpdateNotify  r equest  

4 .   Npcf_ UEPolic yControl_ UpdateNotify   r esponse  

6 . Policy Decision  

7 .  Perform step   1 5 - 2 2   as specified in Figure   5.x.1. 3 - 1    

UDR  

8 .   N udr_Data Repository_ Update   request  

9 .   N udr_Data Repository_ Update   re sponse  

5 . Trigger  


Figure 5.x.2.2.3-1 PCF-initiated UE Policy Association Modification procedure – Roaming
If the H-PCF receives a trigger, steps 1 to 4 and 8 to 9 are executed and steps 5 to 6 are omitted.
If the V-PCF receives a trigger, steps 1 to 4 and 8 to 9 are omitted and steps 5 to 6 are executed.
1.
The H-PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE.
2.
The H-PCF makes the policy decision, may determine applicable Policy Control Request Trigger(s). The H-PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 9 in subclause 5.x.1.3.

3.
The H-PCF invokes the Npcf_UEPolicyControl_UpdateNotify service operation with the updated policy.

4.
The V-PCF sends a Npcf_UEPolicyControl UpdateNotify response to the H-PCF and transfers the updated policy from the H-PCF to the UE by invoking step 7.
5.
The V-PCF receives an external trigger, e.g. operator policy in the V-UDR for the PLMN ID of this UE is changed, or the PCF receives an internal trigger, e.g. local policy is changed, to re-evaluate UE policy decision for a UE.
6.
The V-PCF makes the policy decision, may determine applicable Policy Control Request Trigger(s). The V-PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 7 in subclause 5.x.1.2.
7.
Steps 15-22 as specified in Figure 5.x.1.3-1 are executed.

8-9.
These steps are the same as steps 10-11 in subclause 5.x.2.1.3.
5.x.3
UE Policy Association Termination

5.x.3.1
UE Policy Association Termination initiated by the AMF
This procedure is performed when the UE deregisters from the network or when the old AMF removes the AM Policy Association during AMF relocation.
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Figure 5.x.3.1-1 AMF-initiated UE Policy Association Termination procedure

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case, the V-PCF is not involved and the H-PCF acts as the PCF. For the roaming scenarios, the V‑PCF interacts with the AMF. The V‑PCF contacts the H-PCF to request removing UE Policy Association.
1.
The AMF invokes the Npcf_UEPolicyControl_Delete service operation to delete the policy context in the (V-) PCF. The V-PCF interacts with the H-PCF.
2.
The PCF removes the policy context for the UE and sends an Npcf_UEPolicyControl_Delete response to the AMF.
3.
The (H-)PCF unsubscribes the notification of subscriber policy data modification from the UDR by invoking Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the resource URI "{apiRoot}/nudr-dr/v1/policy-data/subs-to-notify/{subsId}" if it has subscribed such notification.
4.
The UDR sends an HTTP "204 No Content" response to the (H-)PCF.
5.x.3.2
UE Policy Association Termination initiated by the PCF
This procedure is performed when the (H-)UDR notifies the (H-)PCF that the policy profile is removed.
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Figure 5.x.3.2-1 PCF-initiated UE Policy Association Termination procedure

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case, the V-PCF is not involved and the H-PCF acts as the PCF. For the roaming scenarios, the H-PCF interacts with the V-PCF to request removing Policy Association.

1.
The subscriber policy control data is removed from the (H-)UDR.

2.
The (H-)UDR sends the Nudr_DataRepository_Notify service operation to notify the (H-)PCF that the policy profile is removed if (H-)PCF has subscribed such notification.
3.
The (H-)PCF sends the Nudr_DataRepository_Notify response to confirm reception and the result to (H-)UDR.
4.
The PCF may, depending on operator policies, send the Npcf_UEPolicyControl_UpdateNotify service operation to the AMF of the removal of the UE policy control information.

Alternatively, the (H-)PCF may decide to maintain the UE Policy Association if a default profile is applied, and then step 4 through 6 are not executed.
5.
The AMF sends an Npcf_UEPolicyControl_UpdateNotify response to the (V-)PCF.
6.
Steps 1 to 2 as specified in Figure 5.x.3.1-1 are executed.
*** 2nd Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network
5QI
5G QoS Identifier

AF
Application Function
AMBR
Aggregate Maximum Bit Rate
AMF
Access and Mobility Management Function
ARP
Allocation and Retention Priority
AW
Average Window
BSF
Binding Support Function

CHF
Charging Function

LBO
Local Breakout
MBR
Maximum Bitrate
MPD
Media Presentation Description
MPS
Multimedia Priority Service
NEF
Network Exposure Function
NRF
Network Repository Function
NSI
Network Slice Instance
NWDAF
Network Data Analytics Function
PCC
Policy and Charging Control

PCF
Policy Control Function
PDB
Packet Delay Budget

PER
Packet Error Rate

PL
Priority Level

QNC
QoS Notification Control

QoS
Quality of Service
SDP
Session Description Protocol
SMF
Session Management Function
S-NSSAI
Single Network Slice Selection Assistance Information
UDR
Unified Data Repository

UPF
User Plane Function
UPSI
UE policy section identifier
*** End of Changes ***
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9. Perform step 15-22 as specified in Figure 5.x.1.3-1 
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3. Perform step 8-13 as specified in Figure 5.x.1.2-1 
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4. Perform step 8-13 as specified in Figure 5.x.1.2-1 
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