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Later on, stage 2 is changed to replace the analytic id:
Table 5.2.11.3-1: Services provided by NWDA on Request
	Service Description
	Parameters

	Request for Operator specific Analytics.

These represent operator specific analytics that have a meaning only in its network.


	Request:

Analytic ID identifying the requested Operator specific Analytic with the identification information of the corresponding slice explicitly or implicitly
Response:

Requested Analytic


with event id:
Table 5.2.11.3.1-1: Services provided by NWDAF on Request

	Service Description
	Parameters

	Request for load level information of particular Network Slice instance(s).
These represent the information that have a meaning only in its network.


	Request:

Event ID: load level information

Event Filter: network slice instance(s).
Response:

Requested Analytic data, including load level information of Network Slice instance(s).


And the service description is also changed from: 

Service description: this service enables the consumer to request and get from NWDA operator specific analytics. These represent operator specific analytics that have a meaning only in its network.
To:

Service description: this service enables the consumer to request and get from NWDAF load level information of Network Slice instance(s).
The event id is defined to identify the analytic type and so far only the “slice load level” type is defined in Rel-15. When the client requests to analyze the load level, it also needs to indicate which slice(s) it wants to analyze in the event filter.
In stage 3 context, it’s still possible to model such a service as resource based analytics, e.g.:

"{apiRoot}/nnwdaf-analyticsinfo/v1/analytics/{analyticId}"

Then client triggers GET to each analyticId, but this requires a operator predefined resources with resource ID known on the client side. Considering in Rel-16 there will be more analytic types (due to eNA SID), it will be complicated to configure the resource id on each client. 

In current TS 29.520, the query parameter in GET doesn’t include any resource id. And from NWDAF point of view, at receipt of such requrest, it is just a one time operation and not associated with any resource.
Therefore, it is proposed to change such service as custom operation without association with any resource.
Proposed changes:

*** 1st Change ***
1
Scope

The present specification provides the stage 3 definition of the Network Data Analytics Function Services of the 5G System.

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The stage 2 definition and related procedures for Network Data Analytics Function Services are specified in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4]. 

The 5G System stage 3 call flows are provided in 3GPP TS 29.513 [5].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition are specified in 3GPP TS 29.500 [6] and 3GPP TS 29.501 [7].
The Network Data Analytics Function Services are provided by the Network Data Analytics Function (NWDAF). These services provide NWDAF slice congestion events notification and NWDAF specific analytics.
*** Next Change ***
4.1
Introduction

The Nnwdaf services are used for the NWDAF to provide network data analytics (i.e. load level information). These services provide NWDAF slice congestion events notification and NWDAF specific analytics.

The following services are specified for NWDAF:

Table 4.1-1: Services provided by NWDAF

	Service Name
	Description
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnwdaf_EventsSubscription
	This service enables the NF service consumers to subscribe/unsubscribe for network slice specific congestion events notification from the NWDAF.
	Subscribe
	Subscribe / Notify
	PCF

	
	
	Unsubscribe
	
	

	
	
	Notify
	
	

	Nnwdaf_AnalyticsInfo
	This service enables the NF service consumers to request and get specific analytics from NWDAF.
	Request
	Request / Response
	PCF


*** Next Change ***
4.3.1.3.1
Network Data Analytics Function (NWDAF)
The Network Data Analytics Function (NWDAF) provides specific analytics:

-
Identifier of network slice instance; and

-
load level information for that network slice instance.

*** Next Change ***
4.3.2.1
Introduction
Table 4.3.2.1-1: Operations of the Nnwdaf_AnalyticsInfo Service

	Service operation name
	Description
	Initiated by

	Nnwdaf_AnalyticsInfo_Request
	This service operation is used by an NF to request and get specific analytics from NWDAF.
	NF consumer (PCF)


*** Next Change ***
4.3.2.2.1
General

The Nnwdaf_AnalyticsInfo_Request service operation is used by an NF service consumer to request and get specific analytics on a specified network slice instance. The following are the types of specific analytics:

-
Load level information of particular network slice instance.

NOTE:
This information has a meaning only in the operator network.

To request the analytics information, the NF service consumer shall send an Nnwdaf_AnalyticsInfo_Request request message that shall include:

-
Event ID; and

-
Event filters. For Event ID with value of "Load_Level_Information", the Event filters shall contain the list of network slice instance(s).
Upon the reception of the Nnwdaf_AnalyticsInfo_Request request message, the NWDAF shall send a Nnwdaf_AnalyticsInfo_Request response message that shall include:

-
Analytic data indicated in the request.

*** Next Change ***
4.3.2.2.2
Request and get from NWDAF load level information for a particular Network Slice instance
Figure 4.3.2.2.2-1 shows a scenario where the NF service consumer (e.g. PCF) sends a request to the NWDAF to request and get from NWDAF load level information for a particular Network Slice instance (see also 3GPP TS 23.502 [3] figure 4.19.2-1 step 1).
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Figure 4.3.2.2.2-1: Requesting a NWDAF load level information

The NF service consumer (e.g. PCF) shall invoke the Nnwdaf_AnalyticsInfo_Request service operation when represent the NWDAF load level information of particular network slice instance. the NF service consumer shall send an HTTP POST request to the URI "{apiRoot}/nnwdaf-analyticsinfo/v1/analyse, as shown in figure 4.3.2.2.2-1, step 1, to request analytic according to the value of eventId. The EventFilter data structure provided in the request body shall include:

-
identification(s) of network slice when the eventId is "LOAD_LEVEL_INFORMATION" via:
1)
identification of network slice(s) by "snssai" attribute; or

2)
any slices indication via the "anySlice" attribute.
Upon the the reception of the HTTP POST request, the NWDAF shall:

-
analyse the requested analytic data. For eventId of "LOAD_LEVEL_INFORMATION", the NWDAF shall analyse the load level information of corresponding network slice instance(s).
If the HTTP request message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK" status code with the message body containing the analytics with parameters as relevant for the requesting NF service consumer. The AnalyticsData data structure in the response body shall include:

-
analytics with parameters indicated in the request. For eventId of "LOAD_LEVEL_INFORMATION", the analytics shall include the load level information of corresponding network slice instance.

*** Next Change ***
5.1.6.2.3
Type EventSubscription
Table 5.1.6.2.3-1: Definition of type EventSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	anySlice
	AnySlice
	C
	0..1
	Default is "FALSE". (NOTE 1)
	

	event
	NwdafEvent
	M
	1
	Event that is subscribed.
	

	loadLevelThreshold
	integer
	C
	0..1
	Shall be supplied for notification method "THRESHOLD".

Indicates that the NWDAF shall report the corresponding network slice load level to the NF service consumer where the load level of the network slice instance identified by snssai is reached.
	

	notificationMethod
	NotificationMethod
	O
	0..1
	Indicate the notification method. (NOTE 2)
	

	repetitionPeriod
	DurationSec
	C
	0..1
	Shall be supplied for notification Method "PERIODIC".
	

	snssai
	array(Snssai)
	C
	0..N
	Identification(s) of network slice to which the subscription applies. (NOTE 1)
	

	NOTE 1:
When subscribed event is "SLICE_LOAD_LEVEL", either information about slice(s) identified by snssai, or anySlice set to "TRUE" shall be included.
NOTE 2:
When notificationMethod is not supplied, the default value is "THRESHOLD".


*** Next Change ***
5.1.6.3.4
Enumeration: NwdafEvent
Table 5.1.6.3.4-1: Enumeration NwdafEvent

	Enumeration value
	Description
	Applicability

	SLICE_LOAD_LEVEL


	Indicates that the event subscribed is load level information of Network Slice instance
	


*** Next Change ***
5.2.1
Introduction

The Nnwdaf_AnalyticsInfo Service shall use the Nnwdaf_AnalyticsInfo API.

The request URI used in each HTTP request from the NF service consumer towards the NWDAF shall have the structure defined in subclause 4.4.2 of 3GPP TS 29.501 [2], i.e.:

{apiRoot}/{apiName}/{apiVersion}/{custOpName}

with the following components:

-
The {apiRoot} shall be set as described in 3GPP TS 29.501 [2].

-
The {apiName} shall be "nnwdaf-analyticsinfo".

-
The {apiVersion} shall be "v1".

-
The {custOpName} shall be set as described in subclause 5.2.4.
*** Next Change ***
5.2.3
Resources
None in this release of the specification.






	
	
	
	

	
	
	
	









	
	

	
	






	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	


*** Next Change ***
5.2.4
Custom Operations without associated resources

5.2.4.1
Overview

Custom operations used for this API are summarized in table 5.2.4.1-1. "apiRoot" is set as described in subclause 5.2.1.

Table 5.2.4.1-1: Custom operations without associated resources

	Custom operation URI
	Mapped HTTP method
	Description

	{apiRoot}/nnwdaf-analyticsinfo/v1/analyse
	POST
	Request analysis.


5.2.4.2
Operation: analyse
5.2.4.2.1
Description

This custom operation allows the consumer to request specific analytics, e.g. for load level information of particular Network Slice instance(s).

5.2.4.2.2
Operation Definition

This operation shall support the request and response data structures, and response codes specified in tables 5.2.4.2.2-1 and 5.2.4.2.2-2.
Table 5.2.4.2.2-1: Data structures supported by the POST Request Body on this operation 
	Data type
	P
	Cardinality
	Description

	AnalyticsReq
	M
	1
	Analytics request data


Table 5.2.4.2.2-2: Data structures supported by the POST Response Body on this operation
	Data type
	P
	Cardinality
	Response

codes
	Description

	AnalyticsData
	M
	1
	200 OK
	The request was successful. 

	NOTE:
In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [6] for the POST method shall also apply.


*** Next Change ***
5.2.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.2.6.1-1 specifies the data types defined for the Nnwdaf_AnalyticsInfo service based interface protocol.

Table 5.2.6.1-1: Nnwdaf_AnalyticsInfo specific Data Types

	Data type
	Section defined
	Description
	Applicability

	EventId
	5.2.6.3.3
	Describes the type of analytics.
	

	AnalyticsData
	5.2.6.2.2
	Describes analytics with parameters indicated in the request
	

	AnalyticsReq
	5.2.6.2.x
	Describes analytics request
	


Table 5.2.6.1-2 specifies data types re-used by the Nnwdaf_AnalyticsInfo service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnwdaf service based interface. 

Table 5.2.6.1-2: Nnwdaf_AnalyticsInfo re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	AnySlice
	5.1.6.3.2
	
	

	ProblemDetails
	3GPP TS 29.571 [8]
	Used in error responses to provide more detailed information about an error.
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of the optional features defined in table 5.2.8-1.
	

	Snssai
	3GPP TS 29.571 [8]
	
	

	SliceLoadLevelInformation
	5.1.6.2.6
	
	


*** Next Change ***
5.2.6.2.2
Type AnalyticsData

Table 5.2.6.2.2-1: Definition of type AnalyticsData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sliceLoadLevelInfos
	array(SliceLoadLevelInformation)
	C
	1..N
	The slices and the load level information, applicable for event "LOAD_LEVEL_INFORMATION ". 
	

	supportedFeatures
	SupportedFeatures
	M
	1
	List of Supported features used as described in subclause 5.1.8.

This parameter shall be supplied by NWDAF in the reply of GET request that request the analytics resource.
	


*** Next Change ***
5.2.6.2.3
Type EventFilter
Table 5.2.6.2.3-1: Definition of type EventFilter
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	anySlice
	AnySlice
	C
	0..1
	Default is "FALSE". (NOTE)
	

	snssais
	array(Snssai)
	C
	1..N
	Identification(s) of network slice to which the subscription belongs. (NOTE)
	

	NOTE:
When eventId in the request is "LOAD_LEVEL_INFORMATION", either information about slice(s) identified by snssai, or anySlice set to "TRUE" shall be included.


*** Next Change ***
5.2.6.2.x
Type AnalyticsReq
Table 5.2.6.2.3-1: Definition of type AnalyticsReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventId
	EventId
	M
	1
	Shall be included to identify the analytics.
	

	eventFilter
	EventFilter
	O
	0..1
	Identify the details for analytics.
	

	supportedFeatures
	SupportedFeatures
	M
	1
	List of Supported features used as described in subclause 5.1.8.
	


*** Next Change ***
5.2.6.3.3
Enumeration: EventId
Table 5.2.6.3.3-1: Enumeration EventId
	Enumeration value
	Description
	Applicability

	LOAD_LEVEL_INFORMATION


	Represent the analytics of load level information of corresponding network slice instance.
	


*** Next Change ***
5.2.7.3
Application Errors
The application errors defined for the Nnwdaf_AnalyticsInfo API are listed in table 5.2.7.3-1. The NWDAF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.2.7.3-1.

Table 5.2.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	ANALYTICS_NOT_FOUND
	400 Bad Request
	Indicates that the analytics request  has failed (e.g. due to invalid Slice Information). (NOTE)

	NOTE:
This application error is included in the responses to the POST requests.


*** Next Change ***
A.2
Nnwdaf_EventsSubscription API

 openapi: 3.0.0

info:

  description: Nnwdaf_EventsSubscription Service API

  version: "1.PreR15.0.0"

  title: Nnwdaf_EventsSubscription

servers:

  - url: '{apiRoot}/nnwdaf-eventssubscription/v1'

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause 4.4 of 3GPP TS 29.501.

paths:

  /subscriptions:

    post:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/NnwdafEventsSubscription'

      responses:

        '201':

          description: Create a new Individual NWDAF Event Subscription resource.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/NnwdafEventsSubscription'

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '404':

          $ref: 'TS29571_CommonData.yaml#/components/responses/404'

        '411':

          $ref: 'TS29571_CommonData.yaml#/components/responses/411'

        '413':

          $ref: 'TS29571_CommonData.yaml#/components/responses/413'

        '415':

          $ref: 'TS29571_CommonData.yaml#/components/responses/415'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

      callbacks:

        myNotification:

          '{$request.body#/notificationURI}': 

            post:

              requestBody:

                required: true

                content:

                  application/json:

                    schema:

                      type: array

                      items:

                        $ref: '#/components/schemas/NnwdafEventsSubscriptionNotification'

              responses:

                '204':

                  description: The receipt of the Notification is acknowledged.

                '400':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'

                '401':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'

                '404':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'

                '411':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'

                '413':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'

                '415':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'

                '500':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'

                '503':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'

                default:

                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /subscriptions/{subscriptionId}:

    delete:

      parameters:

        - name: subscriptionId

          in: path

          description: String identifying a subscription to the Nnwdaf_EventsSubscription Service

          required: true

          schema:

            type: string

      responses:

        '204':

          description: No Content. The Individual NWDAF Event Subscription resource matching the subscriptionId was deleted.

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '404':

          description: The Individual NWDAF Event Subscription resource does not exist.

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '501':

          $ref: 'TS29571_CommonData.yaml#/components/responses/501'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

    put:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/NnwdafEventsSubscription'

      parameters:

        - name: subscriptionId

          in: path

          description: String identifying a subscription to the Nnwdaf_EventsSubscription Service

          required: true

          schema:

            type: string

      responses:

        '200':

          description: The Individual NWDAF Event Subscription resource was modified successfully and a representation of that resource is returned.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/NnwdafEventsSubscription'

        '204':

          description: The Individual NWDAF Event Subscription resource was modified successfully.

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '404':

          description: The Individual NWDAF Event Subscription resource does not exist.

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '411':

          $ref: 'TS29571_CommonData.yaml#/components/responses/411'

        '413':

          $ref: 'TS29571_CommonData.yaml#/components/responses/413'

        '415':

          $ref: 'TS29571_CommonData.yaml#/components/responses/415'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '501':

          $ref: 'TS29571_CommonData.yaml#/components/responses/501'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

components:

  schemas:

    NnwdafEventsSubscription:

      type: object

      properties:

        eventSubscriptions:

          type: array

          items:

            $ref: '#/components/schemas/EventSubscription'

          minItems: 1

          description: Subscribed events

        notificationURI:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        supportedFeatures:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schema/SupportedFeature'

          description: List of Supported features used as described in subclause 5.1.8. This parameter shall be supplied by NF service consumer in the POST request that request the creation of an NWDAF Event Subscriptions resource, and shall be supplied by the NWDAF in the reply of corresponding request.

      required:

        - eventSubscriptions

    EventSubscription:

      type: object

      properties:

        anySlice:

          $ref: '#/components/schemas/AnySlice'

        event:

          $ref: '#/components/schemas/NwdafEvent'

        loadLevelThreshold:

          type: integer

          description: Shall be supplied for notification method "THRESHOLD". Indicates that the NWDAF shall report the corresponding network slice load level to the NF service consumer where the load level of the network slice instance identified by snssai is reached.

        notificationMethod:

          $ref: '#/components/schemas/NotificationMethod'

        repetitionPeriod:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'

        snssai:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

          minItems: 0

          description: Identification(s) of network slice to which the subscription applies. When subscribed event is "SLICE_LOAD_LEVEL", either information about slice(s) identified by snssai, or anySlice set to "TRUE" shall be included.

      required:

        - event

    NnwdafEventsSubscriptionNotification:

      type: object

      properties:

        eventNotifications:

          type: array

          items:

            $ref: '#/components/schemas/EventNotification'

          minItems: 1

          description: Notifications about Individual Events

        subscriptionId:

          type: string

          description: String identifying a subscription to the Nnwdaf_EventsSubscription Service

      required:

        - eventNotifications

        - subscriptionId

    EventNotification:

      type: object

      properties:

        event:

          $ref: '#/components/schemas/NwdafEvent'

        sliceLoadLevelInfo:

          $ref: '#/components/schemas/SliceLoadLevelInformation'

      required:

        - event

        - sliceLoadLevelInfo

    SliceLoadLevelInformation:

      type: object

      properties:

        loadLevelInformation:

          $ref: '#/components/schemas/LoadLevelInformation'

        snssai:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

          minItems: 1

          description: Identification(s) of network slice to which the subscription.

      required:

        - loadLevelInformation

        - snssai

    AnySlice:

      type: boolean

      description: FALSE represents not applicable for all slices. TRUE represents applicable for all slices.

    LoadLevelInformation:

      type: integer

      description: Load level information of the network slice instance.

    NotificationMethod:

      anyOf:

      - type: string

        enum:

          - PERIODIC

          - THRESHOLD

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - PERIODIC: The subscribe of NWDAF Event is peridodicly. The periodic of the notification is identified by repetitionPeriod defined in subclause 5.1.6.2.3.

        - THRESHOLD: The subscribe of NWDAF Event is upon threshold exceeded. The threshold of the notification is identified by loadLevelThreshold defined in subclause 5.1.6.2.3.

    NwdafEvent:

      anyOf:

      - type: string

        enum:

          - SLICE_LOAD_LEVEL
      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - SLICE_LOAD_LEVEL: Indicates that the event subscribed is load level information of Network Slice instance
*** Next Change ***
A.3
Nnwdaf_AnalyticsInfo API

openapi: 3.0.0

info:

  description: Nnwdaf_AnalyticsInfo Service API

  version: "1.PreR15.0.0"

  title: Nnwdaf_AnalyticsInfo

servers:

  - url: '{apiRoot}/nnwdaf-analyticsinfo/v1'

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause 4.4 of 3GPP TS 29.501.

paths:
  /analyse:

    post:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/AnalyticsReq'

      responses:

        '200':

          description: The request was successful.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/AnalyticsData'

        '400':

          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':

          $ref: 'TS29122_CommonData.yaml#/components/responses/401'

        '403':

          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':

          $ref: 'TS29122_CommonData.yaml#/components/responses/404'

        '409':

          $ref: 'TS29122_CommonData.yaml#/components/responses/409'
        '411':

          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '412':

          $ref: 'TS29122_CommonData.yaml#/components/responses/412'
        '413':

          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':

          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':

          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':

          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':

          $ref: 'TS29122_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29122_CommonData.yaml#/components/responses/default'








































components:

  schemas:

    AnalyticsData:

      type: object

      properties:

        sliceLoadLevelInfos:

          type: array

          items:

            $ref: 'TS29520_Nnwdaf_EventsSubscription.yaml#/components/schemas/SliceLoadLevelInformation'

          minItems: 1

          description: The slices and there load level information.

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      required:


        - supportedFeatures

    EventFilter:

      type: object

      properties:

        anySlice:

          $ref: 'TS29520_Nnwdaf_EventsSubscription.yaml#/components/schemas/AnySlice'

        snssai:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

          minItems: 0

          description: Identification(s) of network slice to which the subscription belongs. When eventId is "Load_level_Information", either information about slice(s) identified by snssai, or anySlice set to "TRUE" shall be included.
        not:

          required: [anySlice, snssais]
    AnalyticsReq:

      type: object

      properties:

        eventId:
          $ref: '#/components/schemas/EventId'
        eventFilter:

          $ref: '#/components/schemas/EventFilter'
        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      required:
        - eventId
        - supportedFeatures
    EventId:

      anyOf:

      - type: string

        enum:

          - LOAD_LEVEL_INFORMATION
      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - LOAD_LEVEL_INFORMATION: Represent the analytics of load level information of corresponding network slice instance.
*** End of Changes ***
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