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	Reason for change:
	According to TS 23.502, subclause 4.3.6.1, for AF influence on traffic routing via the NEF, the NEF shall perform the mapping as follows:
-
Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.

-
Map the AF-Service-Identifier into a list of DNAI(s) and Routing Profile ID(s) determined by local configuration.


The NEF can only provide this mapping when the DNAI(s) being used by the applications are statically defined. When the DNAI(s) where applications are instantiated may vary dynamically, the AF should provide the target DNAI(s) in its request together with either Routing Profile ID(s) or with N6 traffic routing information.

-
Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.

-
Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.

-
Map the geographic zone identifier(s) in Spatial Validity Condition into areas of validity, determined by local configuration.

When the NEF stores the AF requirement in the UDR, the information should be internal information after mapping as described in step 3 Figure 4.3.6.2-1 of TS 23.502.

However, currently, for application data, the information stored in the UDR is some external information (GPSI, AF-Service-Id, External Identifier, External group Identifer etc) which can’t be used by the PCF to subscribe.

	
	

	Summary of change:
	Modify the external information stored in the UDR for application data to be internal information mapped by the NEF.

	
	

	Consequences if not approved:
	Incorrect stored application data.
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	Other comments:
	MCC: The reference 3GPP TS 29.554 used in table 6.4.1-2 is introduced by C3-184607 agreed in CT3#97Bis.


*** 1st Change ***
6.4.1
General

This subclause specifies the application data model supported by the API.

Table 6.4.1-1 specifies the data types defined for the Nudr_DataRepository Service API for Application Data service based interface protocol.

Table 6.4.1-1: Nudr_DataRepository Service API for Application Data specific Data Types

	Data type
	Section defined
	Description
	Applicability

	
	
	
	


Table 6.4.1-2 specifies data types re-used by the Nudr_DataRepository Service API for Application Data service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nudr_DataRepository Service API for Application Data service based interface. 

Table 6.4.1-2: Nudr_DataRepository Service API for Application Data re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	ApplicationId
	3GPP TS 29.571 [7]
	
	

	Dnai
	3GPP TS 29.571 [7]
	
	

	Dnn
	3GPP TS 29.571 [7]
	
	

	
	
	
	

	
	
	
	

	FlowInfo
	3GPP TS 29.122 [9]
	
	

	NetworkAreaInfo
	3GPP TS 29.554 [xx]
	Describes a network area information
	

	
	
	
	

	PfdData
	3GPP TS 29.551 [8]
	
	

	Snssai
	3GPP TS 29.571 [7]
	
	

	Supi
	3GPP TS 29.571 [7]
	Identifies a SUPI that shall contain either an IMSI or an NAI
	

	TrafficRoute
	3GPP TS 29.122 [9]
	
	

	Uri
	3GPP TS 29.571 [7]
	
	


*** 2nd Change ***

6.4.2.2
Type TrafficInfluData
Table 6.4.2.2-1: Definition of type TrafficInfluData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	intTransId
	string
	O
	0..1
	Identifies a transaction generated by the NEF.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
	

	dnn
	Dnn
	O
	0..1
	
	

	snssai
	Snssai
	O
	0..1
	
	

	interGroupId
	string
	O
	0..1
	Identifies a group of users. 
	

	
	
	
	
	
	

	supi
	Supi
	O
	0..1
	Identifies a user. 
	

	trafficFilters
	array(FlowInfo)
	O
	0..N
	Identifies packet filters.
	

	trafficRoutes
	array(TrafficRoute)
	M
	1..N
	Identifies the N6 traffic routing requirement.
	

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are start to be applicable.
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable.
	

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	Identifies a network area information that the request applies only to the traffic of UE(s) located in this specific zone.
	


*** 3rd Change ***

6.4.2.3
Type TrafficInfluDataPatch

Table 6.4.2.3-1: Definition of type TrafficInfluDataPatch

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	intTransId
	string
	O
	0..1
	Identifies a transaction generated by the NEF.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
	

	dnn
	Dnn
	O
	0..1
	
	

	snssai
	Snssai
	O
	0..1
	
	

	internalGroupId
	string
	O
	0..1
	Identifies a group of users. 
	

	
	
	
	
	
	

	supi
	Supi
	O
	0..1
	Identifies a user. 
	

	trafficFilter
	FlowInfo
	O
	0..N
	Identifies a packet filter
	

	trafficRoutes
	array(TrafficRoute)
	O
	0..N
	Identifies the N6 traffic routing requirement.
	

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are start to be applicable.
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable.
	

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	Identifies a network area information that the request applies only to the traffic of UE(s) located in this specific zone.
	


*** 4th Change ***

6.4.2.4
Type TrafficInfluSub

Table 6.4.2.4-1: Definition of type TrafficInfluSub

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dnns
	array(Dnn)
	O
	0..N
	Each element identifies a DNN. 

	

	snssais
	array(Snssai)
	O
	0..N
	Each element identifies a slice. 

	

	internalGroupIds
	array(string)
	O
	0..N
	Each element identifies a group of users. 
	

	
	
	
	
	

	

	supis
	array(Supi)
	O
	0..N
	Each element identifies the user. 

	

	NOTE:
At least one of the above attribute shall be provided.


*** 5th Change ***

6.4.2.5
Type TrafficInfluSubPatch

Table 6.4.2.5-1: Definition of type TrafficInfluSubPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dnns
	array(Dnn)
	O
	0..N
	Each element identifies the DNNs. 

	

	snssais
	array(Snssai)
	O
	0..N
	Each element identifies the slices. 

	

	internalGroupIds
	array(string)
	O
	0..N
	Each element identifies a group of users.
	

	
	
	
	
	

	

	supis
	array(Supi)
	O
	0..N
	Each element identifies the users. 

	

	NOTE: 
At least one of the above attribute shall be provided.


*** End of Changes ***

