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	Reason for change:
	Standard HTTP GET method:

The application of the CAPIF discovery service API is defined as the retrieval of API information of published APIs from the CAPIF core function by a request. The information, provided by the response, can be filtered by control parameters. Today the filter parameters are included in a custom operation which uses the POST method. On the other hand subclause 4.4.2 of 3GPP TS 29.501 introduces the following spirit: “If all the required input parameter(s) are used to identify a particular resource and/or control the content of the result of the query operation; then the REST-style service operation with standard HTTP GET method should be used.” This spirit is applicable to the CAPIF discovery service API.

Length of request-line:
RFC 7230 states: "HTTP does not place a predefined limit on the length of a request-line as describe in Section 2.5." and "It is RECOMMENDED that all HTTP senders and recipients support, at a minimum, request-line length of 8000 octets.” With meaningful control parameters the length of the URI should normally in a frame which satisfies the condition of 8000 octets, but note that this is a condition and not a requirement. The real conditions, allowed by a client or a server, are implementation dependent and can be better or worse than the support of 8000 octets. RFC 7230 solves this issue in the following way: "A server that receives a request-target longer than any URI it wishes to parse MUST repond with 414 (URI Too Long) status code (see Section 6.5.12. of RFC 7231)." 3GPP TS 29.222 makes a reference to 3GPP TS 29.122 for error handling issues. This status should be added to 3GPP TS 29.122.
Attributes of the discovery query operation which are not proposed as filter parameters, but introduced as query parameters with POST in the past (interpreted as filter parameters which are not meaningful):

· Uri: The CAPIF core function informs the API Invoker about the URI of an API during onboarding, but the Uri is not required as a query filter parameter for retrieving all information about the APIs connected with the URI. The URI is seen as a result retrieved with the 200 OK response.
The following attributes are not listes as query parameters on the first level:
· protocol: The protocol is already included in the interface description.
The handling of the following attributes are only listed for completeness to avoid misunderstandings:

· apiID: API identifier assigned by the CAPIF core function to tag a published service API. This parameter should be included in the query.

· apiInvokerId: The parameter identifies the API invoker assigned by the CAPIF core function and has to be included into the query according to stage 2.

· apiInvokerInformation: This information relates to the API invoker and is provided to the CAPIF core function during onboarding. The API invoker may not introduce generic information about itself into a query as filter information, which is send to the CAPIF core function.

	
	

	Summary of change:
	For CAPIF discovery:

·  Removal of the customer operation for retrieval of API information (POST).
·  Introduction of the GET method and meaningful query filter parameters for the CAPIF discovery service API.
· Minor changes for reference clause and enumeration types.

	
	

	Consequences if not approved:
	The CAPIF discovery service API cannot retrieve API information of published APIs using the GET method.

	
	

	Clauses affected:
	2, 5.2.2.2.1, 5.2.2.2.2, 8.1.2.1, 8.1.2.2.1, 8.1.2.2.3, 8.1.2.2.3.1 (new), 8.1.2.2.4, 8.1.4.1, 8.1.4.2.2, 8.1.4.2.3, 8.2.4.3.3, 8.2.4.3.4

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	No contradiction found to CRs agreed at 3GPP CT3#97Bis.


Additional discussion(if needed):
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Proposed changes:

*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

[3]
Open API Initiative, "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.

[4]
IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[5]
IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".

[6]
IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".

[7]
IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".

[8]
IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".

[9]
IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".

[10]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[11]
IETF RFC 5246, "The Transport Layer Security (TLS) Protocol Version 1.2".

[12]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[13]
IETF RFC 6455: "The Websocket Protocol".
[14]
3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[15]
3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[16]
3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs"
[aa]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

*** 2nd Change ***

5.2.2.2.1
General

This service operation is used by an API invoker to discover service APIs available at the CAPIF core function.
*** 3rd Change ***

5.2.2.2.2
API invoker discovering service API using Discover_Service_API service operation

To discover service APIs available at the CAPIF core function, the API invoker shall send an HTTP GET message with the API invoker Identifier and query parameters to the CAPIF core function. 
Upon receiving the above described HTTP GET message, the CAPIF core function shall:

1.
verify the identity of the API invoker and check if the API invoker is authorized to discover the service APIs;

2.
if the API invoker is authorized to discover the service APIs, the CAPIF core function shall:

a.
search the CAPIF core function (API registry) for APIs matching the query criteria;

b.
apply the discovery policy, if any, on the search results and filter the search results;

c.
return the filtered search results  in the response message. 

*** 4th Change ***

8.1.2.1
Overview
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Figure 8.1.2.1-1: Resource URI structure of the CAPIF_Discovery_Service_API

Table 8.1.2.1-1 provides an overview of the resources and applicable HTTP methods.

Table 8.1.2.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	All published service APIs (Store)

	{apiRoot}
/service-apis/v1
/allServiceApis
	GET
	Discover published service APIs and retrieve a collection of APIs according to certain filter criteria.


*** 5th Change ***

8.1.2.2
Resource: All published service APIs
8.1.2.2.1
Description

The All published service APIs resource represents a collection of published service APIs on a CAPIF core function. The resource is modelled as a Store resource archetype (see annex C.3 of 3GPP TS 29.501 [aa])
*** 6th Change ***

8.1.2.2.3
Resource Standard Methods


*** 7th Change ***

8.1.2.2.3.1
GET

This operation retrieves a list of APIs currently registered in the CAPIF core function, satisfying a number of filter criteria.
Table 8.1.2.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	apiID
	string
	O
	0..N
	API identifier assigned by the CAPIF core function to tag a published service API.

	apiInvokerId
	string
	M
	1
	String identifying the API invoker assigned by the CAPIF core function.

	serviceName
	string
	O
	0..N
	Name of the service

	apiName
	string
	O
	0..N
	API name

	apiVersion
	string
	O
	0..N
	API version

	commType
	CommunicationType
	O
	0..N
	Communication type used by the API (e.g. request/response or subscribe/notify).

	interfaceDescription
	array(InterfaceDescription)
	O
	0..N
	Interface details (e.g. domain name, ipv4/6Addr, port, protocol, security method).

	dataFormat
	DataFormat
	O
	0..1
	Data formats used by the API (e.g. serialization protocol JSON used).

	description
	string
	O
	0..1
	The description of the API allows key word searches.


This method shall support the request data structures specified in table 8.1.2.2.3.1-2 and the response data structures and response codes specified in table 8.1.2.2.3.1-3.
Table 8.1.2.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 8.1.2.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	array(DiscoveredAPIs)
	M
	1..N
	200 OK
	The response body contains the result of the search over the list of registered APIs.


*** 8th Change ***

8.1.2.2.4
Resource Custom Operations
None.


	
	
	

	
	
	








	
	
	
	
	

	
	
	
	
	




	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	


*** 9th Change ***

8.1.4.1
General

This subclause specifies the application data model supported by the API.

Table 8.1.4.1-1 specifies the data types defined for the CAPIF service based interface protocol.

Table 8.1.4.1-1: Specific Data Types

	Data type
	Section defined
	Description
	Applicability

	
	
	
	

	DiscoveredAPI
	8.1.4.2.3
	Definition of the service API
	


Table 8.1.4.1-2 specifies data types re-used by the CAPIF_Discovery_Service_API service: 

Table 8.1.4.1-2: Re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	ServiceAPIDescription
	Subclause 8.2.4.2.2
	Description of the service API
	

	InterfaceDescription
	Subclause 8.2.4.2.3
	Name of the protocol
	

	Protocol
	Subclause 8.2.4.3.3
	Protocol
	

	DataFormat
	Subclause 8.2.4.3.4
	Data format
	

	CommunicationType
	Subclause 8.2.4.3.5
	Communication type used by the API
	

	Uri
	3GPP TS 29.122 [14]
	
	


*** 10th Change ***



	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


*** 11th Change ***

8.1.4.2.2
Type: DiscoveredAPIs

Table 8.1.4.2.2-1: Definition of type DiscoveredAPIs
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	apiId
	string
	M
	1
	Identifier of the service API
	

	serviceAPIDescription
	ServiceAPIDescription
	O
	0..1
	Description of the service API as published by the service.
	


*** 12th Change ***

8.2.4.3.3
Enumeration: Protocol

Table 8.2.4.3.3-1: Enumeration Protocol

	Enumeration value
	Description
	Applicability

	HTTPS11
	Application layer protocol: HTTP Secure version 1.1
	

	HTTPS20
	Application layer protocol: HTTP Secure version 2.0
	


*** 13th Change ***

8.2.4.3.4
Enumeration: DataFormat

Table 8.2.4.3.3-1: Enumeration DataFormat

	Enumeration value
	Description
	Applicability

	JSON
	Serialization protocol: JavaScript Object Notation
	


*** End of Changes ***
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