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*** 1st Change ***

4.4.2
PCEF

The PCEF (Policy and Charging Enforcement Function) is the functional element that encompasses policy enforcement and flow based charging functionalities. These 2 functionalities are the heritage of the release 6 logical entities PEP and TPF respectively. This functional entity is located at the Gateway (e.g. GGSN in the GPRS case, P-GW in the EPS case and PDG in the WLAN case). It provides control over the user plane traffic handling at the Gateway and its QoS, and provides service data flow detection and counting as well as online and offline charging interactions.

For a service data flow that is under policy control the PCEF shall allow the service data flow to pass through the Gateway if and only if the corresponding gate is open.

For a service data flow that is under charging control the PCEF shall allow the service data flow to pass through the Gateway if and only if there is a corresponding active PCC rule and, for online charging, the OCS has authorized the applicable credit with that Charging key. The PCEF may let a service data flow pass through the Gateway during the course of the credit re-authorization procedure.

If requested by the PCRF, the PCEF shall report to the PCRF when the status of the related service data flow changes. This procedure can be used to monitor an IP-CAN bearer dedicated for AF signalling traffic.
In case the SDF is tunnelled at the BBERF, the PCEF shall inform the PCRF about the mobility protocol tunnelling header of the service data flows at IP-CAN session establishment or IP-CAN session modification when the tunnelling header information is changed.
If requested by PCRF, a PCEF, which supports Application Detection and Control feature, shall:

-
Perform application's traffic detection and control.
-
Report the detected application's traffic start/stop events to the PCRF along with TDF application instance identifier and service data flow descriptions when service data flow descriptions are deducible.
-
When a PFD provisioned by the PFDF is removed/modified and the removed/modified PFD was used to detect application traffic related to an application identifier in a PCC Rule installed or activated for an IP-CAN session, and the PCEF has reported the application start as described in subclause 4.5.23 to the PCRF for the application instance corresponding to this PFD, the PCEF shall report the application stop to the PCRF for the corresponding application instance identifier if the removed/modified PFD in PCEF results in that the stop of the application instance is not being able to be detected.
NOTE:
The application detection filter can be pre-configured and/or extended with the PFDs by the PFDF as described in 3GPP TS 23.203 [7] and 3GPP TS 29.251 [62].
A PCEF shall ensure that an IP packet, which is discarded at the PCEF as a result of PCC rule enforcement, is neither reported for offline charging nor cause credit consumption for online charging.
If requested by the PCRF, a PCEF, which supports policy provisioning and enforcement of authorized QoS for service data flows that share resources, shall:

-
For PCC rules bound to the same bearer perform resource sharing among PCC rules marked for resource sharing.
When the PCRF provides a traffic steering policy identifier(s) in a PCC rule, the PCEF shall behave as specified in clause 6.2.2.6 of 3GPP TS 23.203 [7].
If NBIFOM applies, the PCEF takes the actions as described in subclause 4.5.25.1.2.
If 3GPP PS Data Off applies, the PCEF shall behave as described in subclause 4.5.29.
*** Next Change ***

4b.4.2
TDF
The TDF (Traffic Detection Function) is a functional entity that performs application's traffic detection and reporting of the detected application by using TDF application identifier and its TDF application instance identifier and its service data flow descriptions to the PCRF when service data flow descriptions are deducible. The TDF shall support solicited application reporting and/or unsolicited application reporting.

NOTE 1:
The application detection filter can be pre-configured and/or extended with the PFDs by the PFDF as described in 3GPP TS 23.203 [7] and 3GPP TS 29.251 [62].
The TDF shall detect start and stop of the application traffic for the ADC rules that the PCRF has activated at the TDF (solicited application reporting) or which are pre-provisioned at the TDF (unsolicited application reporting). When the APPLICATION_START and APPLICATION_STOP event trigger are subscribed, the TDF shall report, unless the notification is muted for the specific ADC rule in case of solicited application reporting, to the PCRF:

-
For the APPLICATION_START event trigger: the application identifier and, when service data flow descriptions are deducible, the application instance identifier and the service data flow descriptions to use for detecting that application traffic with a dynamic PCC rule.

-
For the APPLICATION_STOP event trigger: the application identifier and if the application instance identifier was reported for the start, also the application instance identifier.

-
When a PFD provisioned by the PFDF is removed/modified and the removed/modified PFD was used to detect application traffic related to an application identifier in an ADC Rule installed or activated for an TDF session, and the TDF has reported the application start as described in subclause 4b.5.9 to the PCRF for the application instance corresponding to this PFD, the TDF shall report the application stop to the PCRF for the corresponding application instance identifier if the removed/modified PFD in TDF results in that the stop of the application instance is not being able to be detected.
For the solicited application reporting, the TDF shall perform the following enforcement actions to the detected application traffic, if requested by PCRF:

-
Gating;

-
Redirection;

-
Bandwidth limitation.

For the solicited application reporting, in order to allow service data flow detection in the PCEF/BBERF in the downlink direction for applications with non-deducible service data flows detected by the TDF, if requested by the PCRF, the TDF shall perform marking of downlink packets of the detected application traffic, as specified in clause 4b.5.14.

For the solicited application reporting, the TDF shall support usage monitoring as specified in clauses 4b.5.6 and 4b.5.7.
For the solicited application reporting, the TDF shall support application based charging by having online and offline charging interactions.

For an application that is under charging control the TDF shall allow the application's traffic to pass through it if and only if, for online charging, the OCS has authorized the applicable credit with that Charging key. The TDF may let an application pass through it during the course of the credit re-authorization procedure.

A TDF shall ensure that a detected application's traffic, which is discarded at the TDF as a result of ADC rule enforcement (e.g. gating), is neither reported for offline charging nor cause credit consumption for online charging.
For unsolicited application reporting, the TDF shall only perform application detection and reporting functionality.
NOTE 2:
For unsolicited application reporting, the TDF does not perform enforcement actions, application based charging or usage monitoring.
When the PCRF provides a traffic steering policy identifier(s) in an ADC rule, the TDF shall enforce the referenced traffic steering policy for the detected traffic.

To enforce the traffic steering policy, the TDF should perform deployment specific actions as configured for that traffic steering policy. The TDF may for example perform packet marking (e.g. mark the Type of service (ToS) field of the IP packet header) where, for the traffic identified by the application identifier or service data flow filter(s), the TDF provides information for traffic steering, as part of the packets, to the (S)Gi-LAN. This information for traffic steering identifies, explicitly or implicitly, a specific set of service functions and their order via which the traffic needs to be steered in the (S)Gi-LAN.

*** End of Changes ***

