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*** 1st Change ***

4.2.2.1
General

The procedure in the present subclause is applicable when the NF service consumer creates an AM policy association when the UE registers to the network, and when the the AMF is relocated (between the different AMF sets) and the new AMF selects a new PCF. The procedure for the case where the AMF is relocated and the new AMF selects the old PCF is defined in subclause 4.2.3.1.

Figure 4.2.2.1-1 illustrates the creation of a policy association.
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Figure 4.2.2.1-1: Creation of a policy association
When a UE registers and a UE context is being established, the AMF can obtain Service Area Restrictions, RFSP index, and GPSI from the UDM during the update location procedure and shall decide based on local policies whether to request policies from the PCF.

To request policies from the PCF, the NF service consumer (e.g. AMF) shall send an HTTP POST request with: "{apiRoot}/npcf-am-policy-control/v1/policies/" as Resource URI and the PolicyAssociationRequest data structure as request body that shall include:

-
Notification URI encoded as "notificationUri" attribute,

and that shall include when available:

-
SUPI encoded as "supi" attribute;

NOTE 1:
The SUPI is always available except for some emergency sessions where the PEI is available.

-
GPSI encoded as "gpsi" attribute;

-
Access type encoded as "accessType" attribute;

-
Permanent Equipment Identifier (PEI) encoded as "pei" attribute;

-
User Location Information encoded as "userLoc" attribute;

-
UE Time Zone encoded as "timeZone" attribute;

-
Serving PLMN Identifier encoded as "servingPlmn" attribute;

-
RAT type encoded as "ratType" attribute;

-
Service Area Restriction s (see subclause 4.2.2.3.1) derived from the Service Area Restrictions obtained from the UDM by mapping any service areas denoted by geographical information into Tracking Area Identities (TAIs) and encoded as "servAreaRes" attribute;

-
RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM encoded as "rfsp" attribute;

-
any received "UPSI LIST TRANSPORT" message of the UE policy delivery protocol defined in Annex D of 3GPP TS 24.501 [15] encoded as "uePolReq" attribute;
-
H-PCF ID (if the consumer is V-PCF, when receiving the H-PCF ID from AMF) encoded as "hPcfId" attribute;
-
Internal Group Identifier encoded as "groupId" attribute;
-
if the NF service consumer is an AMF, the GUAMI encoded as "guami" attribute:
-
if the NF service consumer is an AMF, the name of a service produced by the AMF that expects to receive information within Npcf_AMPolicyControl_UpdateNotify service operation encoded as "serviceName" attribute:
-
Alternate or backup IPv4 Addess(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute;
-
Alternate or backup IPv6 Addess(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute; and

-
trace control and configuration parameters information encoded as "traceReq" attribute.
Upon the reception of the HTTP POST request, the PCF:

-
shall assign a policy association ID;

-
if the PCF is a V-PCF, may determine based on operator policy to send as the NF service consumer towards the H-PCF a request for the Creation of a policy association as described in the present clause;

-
shall determine the applicable policy (taking into consideration and optionally modifying possibly received Service Area Restrictions and/or RFSP index) and for the V-PCF any policy received from the H-PCF in the reply to the possible request for the Creation of a policy association;

-
for the succesfull case shall send a HTTP "201 Created" response with the URI for the created resource in the "Location" header field
NOTE 2:
The assigned policy association ID is part of the URI for the created resource and is thus associated with the SUPI (or PEI in case of emergency PDU Session without SUPI).

and the the PolicyAssociation data type as body including:

-
optionally for the H-PCF as service producer communicating with the V-PCF, UE policy (see subclause 4.2.2.2) encoded as "uePolicy" attribute;
-
optionally AMF Access and Mobility Policy (see subclause 4.2.2.3), i.e.:

a)
Service Area Restrictions encoded as "servAreaRes" attribute; and/or

b)
RAT Frequency Selection Priority (RFSP) Index encoded as "rfsp" attribute;

-
optionally one or several of the following Policy Control Request Trigger(s) encoded as "triggers" attribute (see subclause 4.2.3.2):

a)
Location change (tracking area); and

b)
Change of UE presence in PRA; and
-
if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the presence reporting areas for which reporting is required encoded as "pras" attribute;
-
if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7.

If the PCF received an GUAMI, the PCF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [14], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.

If the PCF received a "traceReq" attribute, it shall perform trace procedures as defined in 3GPP TS 32.422 [18].

*** End of Changes ***
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