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*** 1st Change ***

5.1.1
AM Policy Association Establishment
This procedure concerns the following scenarios:

1.
UE initial registration with the network.

2.
The AMF re-allocation with PCF change in handover procedure and registration procedure.
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Figure 5.1.1-1 AM Policy Association Establishment procedure

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 2 and step 3 are not excuted in the roaming case.
1.
The AMF receives the registration request from the AN. Based on local policy, the AMF selects to contact the (V-) PCF to create the policy association with the (V-) PCF and to retrieve Access and Mobility control policy. The AMF selects the PCF as described in subclause 8.2 and invokes the Npcf_AMPolicyControl_Create service operation by sending the HTTP POST request to the resource URI "{apiRoot}/npcf-am-policy-control/v1/policies". The request operation provides the SUPI, and if received from the UDM, the Service Area Restrictions, RFSP index, and GPSI, and may provide the access type, the PEI if received in the AMF, the User Location Information if available, the UE Time Zone if available, Serving Network, RAT type. The request includes a Notification URI to indicate to the PCF where to send a notification when the policy is updated. 


2.
If the PCF does not have the subscription data, it invokes the Nudr_DataRepository_Query service operation and includes in the request to the UDR the SUPI, the Data Set Identifier (Policy Data) and the Data Subset Identifier (UE context policy control).
The UDR responds to the PCF with the subscription data that may include Access and Mobility control policy.
3.
The PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DataRepository_Subscribe service operation. The request operation provides the SUPI , the Data Set Identifier (Policy Data), the Data Subset Identifier (UE context policy control), and Event Reporting Information (continuous reporting) . The (H-)PCF also supplies a Notification URI to the UDR to indicate where to send a notification, and a Notification Correlation ID to correlate notifications with this subscription.
4.
The (V-)PCF makes the requested policy decision including Access and Mobility control policy information, and may determine applicable Policy Control Request Trigger(s). T
5.
The (V-)PCF sends an HTTP "201 Created" response to the AMF with the determined policies as described in subclause 4.2.2 of 3GPP TS 29.507 [7]: 

-
Access and Mobility control Policy including Service Area Restrictions, and/or a RAT Frequency Selection Priority (RFSP) Index; and/or

-
Policy Control Request Trigger parameters;






NOTE:
The PCF can reject the AM Policy Association establishment, e.g. the PCF cannot obtain the subscription-related information from the UDR and the PCF cannot make the policy decisions, as described in 3GPP TS 29.512 [9]. In this case, the remaining steps in this procedure are not followed.
6.
The AMF deploys the Access and Mobility control policy information which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the NG-RAN.






*** Next Change ***

5.1.2.1
AM Policy Association Modification initiated by the AMF

5.1.2.1.1
AM Policy Association Modification initiated by the AMF without AMF relocation
This procedure is performed when a Policy Control Request Trigger condition is met.
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Figure 5.1.2.1.1-1 AMF-initiated AM Policy Association Modification without AMF relocation procedure

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.
The AMF detects a Policy Control Request Trigger condition is met.
2.
The AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the resource URI "{apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}/update" with information on the conditions that have changed.



3.
The (V-)PCF stores the information received in step 2 and makes the policy decision.

4.
The PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and the updated Policy Control Request Trigger parameters.
5.
The AMF deploys the Access and Mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and provisioning the RFSP index to the NG-RAN.
5.1.2.1.2
AM Policy Association Modification with old PCF during AMF relocation
This procedure is performed when AMF relocation is performed and the old PCF is selected by the target AMF. 

[image: image5.emf] 

New AMF   ( V - ) PCF  

3 . Npcf_ AMPolicyControl_ Update  

5 . Npcf_ AMPolicyControl_ Update   R esponse  

Old AMF  

1. UE Context retrieval from old AMF  

2.Decision to establish  Policy Association  

6 .  Deploy   a ccess and  mobility control policy    

4 .  Policy decision  


Figure 5.1.2.1.2-1 AMF-initiated AM Policy Association Modification with old PCF during AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.
When the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF about the AM Policy Association information including policy control request trigger(s) and the resource URI (i.e. {apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}) of AM Policy Assocation at the (V-)PCF. 

2.
Based on local policies, the new AMF decides to contact with (V-)PCF and update the resource identified by the resource URI received in step 1.

3.
The new AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the resource URI "{apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}/update" with the Notification URI of the new AMF. The request may also include the met policy control request trigger(s) and corresponding information. 
4.
The (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF and make the policy decision.
5.
The PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and the updated Policy Control Request Trigger parameters.
6.
The AMF deploys the Access and Mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and provisioning the RFSP index to the NG-RAN.
*** Next Change ***

5.1.2.2
AM Policy Association Modification initiated by the PCF

This procedure is performed when the Access and Mobility control policies are changed.
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Figure 5.1.2.2-1 PCF-initiated AM Policy Association Modification procedure

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.

1.
The (V-) PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, or the (V-)PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate Access and Mobility control policy for a UE.

2.
The (V-)PCF makes the policy decision including, Access and Mobility control policy, and may determine applicable Policy Control Request Trigger(s). 
3.
The (V-)PCF invokes the Npcf_AMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{Notification URI}/update" as the resource URI to the AMF that has previously subscribed, as described in subcaluse 4.2.4.2 of 3GPP TS 29.507 [7]. 




4.
The AMF sends an HTTP "204 No Content" response the PCF.
5.
The AMF deploys the Access and Mobility control policy information which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the NG-RAN.





*** Next Change ***

5.1.3.1
AM Policy Association Termination initiated by the AMF

This procedure is performed when the UE deregisters from the network or when the old AMF removes the AM Policy Association during AMF relocation.
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Figure 5.1.3.1-1 AMF-initiated AM Policy Association Termination procedure

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.

Step 4 is not excuted in the roaming case.
1.
The AMF invokes the Npcf_AMPolicyControl_Delete service operation to delete the policy context in the (V-) PCF by sending the HTTP DELETE request to the resource URI "{apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}". 
2.
The AMF removes the UE context for this UE, including the Access and Mobility Control Policy related to the UE and policy control request triggers. 
3.
The (V-)PCF removes the policy context for the UE and sends an HTTP "204 No Content" response to the AMF.
4.
The PCF unsubscribes the notification of subscriber policy data modification from the UDR by invoking Nudr_DataRepository_Unsubscribe service operation if it has subscribed such notification. The request includes Subscription Correlation Id.
The UDR acknowledges to the PCF with the result (success/failure) of the Nudr_DataRepository_Unsubscribe service operation.
5.1.3.2
AM Policy Association Termination initiated by the PCF

This procedure is performed when the UDR notifies the PCF that the policy profile is removed or the PCF decides to terminate the AM Policy Assocation based on the internal logic.
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Figure 5.1.3.2-1 PCF-initiated AM Policy Association Termination procedure

This procedure concerns both roaming and non-roaming scenarios.


This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.

Step 1, step 2 and step 3 are not excuted in the roaming case.

1.
The subscriber policy control data is removed from the UDR.

2.
The UDR sends the Nudr_DataRepository_Notify service operation to notify the PCF that the policy profile is removed if PCF has subscribed such notification. The serivce request includes the SUPI, the Notification Correlation ID, the Data Set Identifier, the Data Subset Identifier and the Updated Data including empty "Policy Data" or empty "UE context policy control".

3.
The PCF sends the response to the Nudr_DataRepository_Notify service operation.
4.
The (V-)PCF may, depending on operator policies, send the Npcf_AMPolicyControl_UpdateNotify service operation to the AMF of the removal of the Access and Mobility control policy control information. The request operation is sent by the HTTP POST request to the resource URI "{Notification URI}/terminate" as described in subcaluse 4.2.4.3 of 3GPP TS 29.507 [7].
Alternatively, the (V-)PCF may decide to maintain the Policy Association if a default profile is applied, and then step 4 through 6 are not executed.
5.
The AMF sends an HTTP "204 No Content" response to the PCF.
6.
Step 1 through step 3 as specified in Figure 5.1.3.1-1 are executed.
*** End of Changes ***
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