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Proposed changes:
*** 1st Change ***
4.2.6.2.x
Redirect function
The PCF may provide the redirect instruction for a dynamic PCC rule to the SMF. The Provisioning shall be performed using the PCC rule provisioning procedure as defined in subclause 4.2.6.2.1. The redirect instruction shall be encoded using a "redirectInfo" attribute within the TrafficControlData data structure which the dynamic PCC rule refers to.
For a dynamic PCC rule, the redirect address may be provided as part of the dynamic PCC rule or may be preconfigured in the SMF/UPF. A redirect destination provided within the "redirectServerAddress" attribute for a dynamic PCC Rule shall override the redirect destination preconfigured in the SMF/UPF for this PCC rule.
NOTE:
The SMF/UPF uses the preconfigured redirection address only if it can be applied to the application traffic being detected, e.g. the redirection destination address could be preconfigured on a per application identifier basis.
If "redirectInfo" attribute is provided for a dynamic PCC rule, the SMF shall instruct the UPF to perform the redirection as defined in 3GPP TS 29.244 [13].

To disable the redirect function for one or more already installed PCC Rule, the PCF shall:

·  update the PCC rule to remove the reference to the Traffic Control Data decision if this is no valid attribute within the Traffic Control Data decision; 
·  update the PCC rule to modify the reference to a new Traffic Control Data decision which does not have the "redirectInfo";
·  update the Traffic Control Data decision which the PCC rule refers to with the "redirectSupport" attribute set to false if no other PCC rule refers to this Traffic Control Data decision and there are still valid attributes within the Traffic Control Data decision; or
· remove the Traffic Control Data decision which the PCC rule refers to if no other PCC rule refers to this Traffic Control Data decision and there are no valid attributes within the Traffic Control Data decision.

*** 2nd Change ***

5.6.2.10
Type TrafficControlData

Table 5.6.2.10-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tcId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
	

	flowAction
	FFS
	
	
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink, redirect]
	

	redirectInfo
	RedirectInformation
	C
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address
	

	redirectSupport
	boolean
	O
	0..1
	When it is included and set to false, indicates the redirect function is not supported.
	

	muteNotif
	boolean
	O
	0..1
	Indicates whether application's start or stop notification is to be muted.
	

	trafficSteeringPolIdDl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	

	trafficSteeringPolIdUl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
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