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Proposed changes:
*** 1st Change ***
4.2.6
Npcf_PolicyAuthorization_Subscribe service operation
4.2.6.1
General

The Npcf_PolicyAuthorization_Subscribe service operation enables NF service consumers handling of subscription to events for the existing application session context. Subscription to events shall be created:

-
within the application session context establishment procedure by invoking the Npcf_PolicyAuthorization_Create service operation, as described in subclause 4.2.2; or

-
within the application session context modification procedure by invoking the Npcf_PolicyAuthorization_Update service operation, as described in subclause 4.2.3; or

-
by invoking the Npcf_PolicyAuthorization_Subscribe service operation for the existing application session context, as described in subclause 4.2.6.2.
Editor's note:
It is FFS if the subscription to events for the application session context can be done by invoking the Npcf_PolicyAuthorization_Create and the Npcf_PolicyAuthorization_Update service operations.

The following are the types of events for which a subscription can be made:

-
change of a signalling path status of AF session;

-
an access type change;

-
RAT type change;

-
PLMN change;

-
Access Network Information report;

-
UE Time Zone change;

-
usage report; and

-
resource allocation outcome.

The following procedure using the Npcf_PolicyAuthorization_Subscribe service operation is supported:

-
handling of subscription to events for the existing application session context;
-
Request of access network information.
*** 2nd Change ***

4.2.6.x2
Request of access network information
This procedure is used by an AF to request the PCF to report the access network information (i.e. user location and/or user timezone information) without providing service information when the "NetLoc" feature is supported.

The AF can request access network information without providing service information:

· At initial subscription to events, using the HTTP POST request message as described in subclause 4.2.6.x1; and
· at modification of the subscription to events, using the HTTP PUT request message as described in subclause 4.2.6.2.
The AF shall include in the HTTP request message the "evSubsc" attribute, that shall contain:

· the "events" attribute with an entry of "AfEventSubscription" data type that shall include:
a. the "event" attribute set to "ANI_REPORT"; and
b. the "notifMethod" attribute set to "ONE_TIME".
· the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information). 
When the PCF determines that the access network does not support the access network information reporting because the SMF does not support the NetLoc feature, the PCF shall respond to the AF including in the "EventsNotification" data type the "netLocAccSupp" attribute set to false (NetLoc access not supported).
The PCF shall reply to the AF with the HTTP POST response as described in subclause 4.2.6.x1 and with the HTTP PUT response as described in subclause 4.2.6.2.

When the PCF determines the access network supports the access network information reporting, the PCF shall immediately configure SMF to provide such access information, as specified in 3GPP TS 29.512 [8].
*** End of Changes ***
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