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Proposed changes:
*** 1st Change ***
4.2.3
Npcf_PolicyAuthorization_Update service operation

4.2.3.1
General

The Npcf_PolicyAuthorization_Update service operation provides updated application level information from the NF service consumer and optionally communicates with the Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF service consumer.
The Npcf_PolicyAuthorization_Update service operation updates an application session context in the PCF.

The following procedures using the Npcf_PolicyAuthorization_Update service operation are supported:

-
Modification of service information.

-
Gate control.

-
Background Data Transfer policy indication at policy authorization update.

-
Modification of sponsored connectivity information.

-
Modification of Subscription to Service Data Flow QoS notification control.

-
Modification of Subscription to Service Data Flow Deactivation. 
-
Update of traffic routing information.
*** 2nd Change ***
4.2.3.x
Update of traffic routing information

This procedure is used by an AF to modify in the PCF the traffic routing information to a local access to a DNN, and/or to modify the subscription to notifications about UP path management when "Influence on Traffic Routing" feature is supported. 
The AF shall use the HTTP PATCH method. 
To modify traffic routing information, the AF shall include in the HTTP PATCH request message described in subclause 4.2.3.2 an updated "afRoutReq" attribute(s) with the modified traffic routing information.
To modify the subscription to notifications about UP path management events, the AF shall include in the HTTP PATCH request message described in subclause 4.2.3.2 the updated values of the "evSubsc" attribute with the modified subscription to UP path management events.
When the AF requested specific routing to the application traffic or subscribed to notifications of UP path management, and the UE is roaming in a VPLMN, if the AF is located in the HPLMN, for home routed roaming case, the H-PCF shall set to "UNAUTH_TRAFFIC_ROUTING_REQ" the "servAuthInfo" attribute in the HTTP response message to the AF to indicate that the traffic routing request is not authorized. 
NOTE 3:
After the PCF indicates to the AF that the traffic routing request is not authorized, the AF can e.g. subcribe with the PCF to PLMN change events or request to PCF the termination of the AF session. The AF behaviour after receiving the traffic routing request is not authorized is out of scope of this specification.
The PCF shall reply to the AF as described in subclause 4.2.3.2.

The PCF shall store the application routing requirements included in the "afRoutReq" attribute. 

The PCF shall check whether the updated application routing requirements require PCC rules to be created or modified to include updated traffic steering policies, or the AF transaction identifier, or to update the application relocation possibility as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified at 3GPP TS 29.512 [8].
*** End of Changes ***
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