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*** 1st Change ***
2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-
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-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
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3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[5]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[6]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[7]
3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".

[8]
3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[9]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[10]
IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".

[11]
OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[12]
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[13]
3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".

[14]
3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".

[15]
3GPP TS 29.122: "T8 reference point for Northbound APIs".
[x1]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[x2]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
*** 2nd Change ***

5.3.1
Resource Structure
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Figure 5.3.1-1: Resource URI structure of the Npcf_PolicyAuthorization API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	

	

	
	
	
	

	
	
	
	



	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Application Sessions
	//{apiRoot}/
npcf-policyauthorization/v1
/app-sessions
	POST
	Npcf_PolicyAuthorization_Create. Creates a new Individual Application Session Context resource and may create the child Events Subscription sub-resource.

	Individual Application Session Context
	//{apiRoot}/
npcf-policyauthorization/v1
/app-sessions/{appSessionId}
	PATCH

	Npcf_PolicyAuthorization_Update. Updates an existing Individual Application Session Context resource. It can also update an Events Subscription sub-resource.

	
	
	GET
	Reads an existing Individual Application Session Context resource.

	
	//{apiRoot}/
npcf-policyauthorization/v1
/app-sessions/{appSessionId}/delete
	Delete

(POST)
	Npcf_PolicyAuthorization_Delete. Deletes an existing Individual Application Session Context resource and the child Events Subscription sub-resource.

	Events Subscription
	//{apiRoot}/
npcf-policyauthorization/v1
/app-sessions/{appSessionId}
/events-subscription
	PUT
	Npcf_PolicyAuthorization_Subscribe. Creates a new Events Subscription sub-resource or modifies an existing Events Subscription sub-resource.

	
	
	DELETE
	Npcf_PolicyAuthorization_Unsubscribe.

Deletes an Events Subscription sub-resource.




*** 3rd Change ***

5.3.3.2
Resource definition

Resource URI: {apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}
This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	ApiRoot
	See subclause 5.1

	appSessionId
	String formatted according to IETF RFC 3986 [x1] identifying an application session context 



*** 4th Change ***

5.3.4.2
Resource definition

Resource URI: {apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/events-subscription
This resource shall support the resource URI variables defined in table 5.3.4.2-1.

Table 5.3.4.2-1: Resource URI variables for this resource
	Name
	Definition

	ApiRoot
	See subclause 5.1

	appSessionId
	String formatted according to IETF RFC 3986 [x1] identifying an application session context



*** 5th Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_PolicyAuthorization service based interface protocol.

Table 5.6.1-1: Npcf_PolicyAuthorization specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AfEvent
	5.6.3.7
	Represents an event to notify to the AF.
	

	AfEventNotification
	5.6.2.11
	Represents the notification of an event.
	

	AfEventSubscription
	5.6.2.10
	Represents the subscription to events.
	

	AfNotifMethod
	5.6.3.8
	Represents the notification methods that can be subscribed for an event.
	

	AppSessionContext
	5.6.2.2
	Represents an Individual Application Session Context resource.
	

	AppSessionContextReqData
	5.6.2.3
	Represents the Individual Application Session Context resource data received in an HTTP POST request message.
	

	AppSessionContextRespData
	5.6.2.4
	Represents the Individual Application Session Context resource data produced by the server and returned in an HTTP response message.
	

	AppSessionContextUpdateData (FFS)
	5.6.2.5
	Describes the modifications to an Individual Application Session Context resource.
	

	EventsNotification
	5.6.2.9
	Describes the notification about the events occurred within an Individual Application Session Context resource.
	

	EventsSubscReqData
	5.6.2.6
	Identifies the events the application subscribes to within an Individual Application Session Context resource.
	

	FlowDescription
	5.6.3.2
	Defines a packet filter for an IP flow.
	

	MediaComponent
	5.6.2.7
	Contains service information for a media component of an AF session.
	

	MediaSubComponent
	5.6.2.8
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.
	

	QosNotifType
	5.6.3.9
	Indicates type of notification for QoS Notification Control.
	

	ServAuthInfo
	5.6.3.5
	Indicates the result of the Policy Authorization service request from the AF.
	

	TerminationCause
	5.6.3.10
	Indicates the cause for requesting the deletion of the Individual Application Session Context resource.
	

	TerminationInfo
	5.6.2.12
	Includes information related to the termination of the Individual Application Session Context resource. 
	


Table 5.6.1-2 specifies data types re-used by the Npcf_PolicyAuthorization service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_PolicyAuthorization service based interface.

Table 5.6.1-2: Npcf_PolicyAuthorization re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	BdtReferenceId
	3GPP TS 29.122 [15]
	Identifies transfer policies.
	

	BitRate
	3GPP TS 29.571 [12]
	Specifies bitrate in kbits per second.
	

	Dnn
	3GPP TS 29.571 [12]
	
	

	FlowStatus
	3GPP TS 29.512 [8]
	
	

	Ipv4Addr
	3GPP TS 29.571 [12]
	
	

	Ipv6Addr
	3GPP TS 29.571 [12]
	
	

	Supi
	3GPP TS 29.571 [12]
	
	

	SupportedFeatures
	3GPP TS 29.571 [12]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	





*** 6th Change ***

5.6.2.3
Type AppSessionContextReqData

Table 5.6.2.3-1: Definition of type AppSessionContextReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afAppId
	AfAppId
	O
	0..1
	AF application identifier
	

	afChargId
	AfChargingId
	O
	0..1
	AF charging identifier. This information may be used for charging correlation with QoS flow.
	

	AspId
	AspId
	C
	0..1
	Application service provider identity.
	Sponsored Connectivity

	bdtRefId
	BdtReferenceId
	O
	0..1
	Reference to a transfer policy negotiated for background data traffic.
	

	dnn
	Dnn
	O
	0..1
	Data Network Name
	

	evSubsc
	EventsSubscReqData
	O
	0..1
	Identifies the events the application subscribes to at creation or modification of an Individual Application Session Context resource.
	

	medComponents
	MediaComponent
	O
	0..N
	Media Component information
	

	notifUri
	Link
	M
	1
	Notification URI for Application Session Context termination requests.
	

	sponId
	SponId
	C
	0..1
	Sponsor identity.
	Sponsored Connectivity

	sponStatus
	SponsoringStatus
	O
	0..1
	Indication of whether sponsored connectivity is enabled or disabled/not enabled.

The absence of the attribute indicates that the sponsored connectivity is enabled.
	Sponsored Connectivity

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier
	

	supportedFeatures
	SupportedFeatures
	O
	0..1
	This IE represents a list of Supported features used as described in subclause 5.8.

It may be supplied by the NF service consumer in the POST request that request a creation of an Individual Application Session Context resource.
It shall be supplied by the PCF in the response if supplied in the POST request.
	

	ueIpv4
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE.
	

	ueIpv6
	Ipv6Addr
	C
	0..1
	The IPv6 Address of the served UE.
	

	
	
	
	
	
	



*** 7th Change ***

5.6.2.4
Type AppSessionContextRespData

Table 5.6.2.4-1: Definition of type AppSessionContextRespData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	servAuthInfo
	ServAuthInfo
	O
	0..1
	Indicates the result of the authorization for a service request bound to a transfer policy.
	

	
	
	
	
	
	



*** 8th Change ***

5.6.2.7
Type MediaComponent

Table 5.6.2.7-1: Definition of type MediaComponent

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	medCompN
	Integer
	M
	1
	Identifies the media component number, and it contains the ordinal number of the media component.
	

	medSubComps
	MediaSubComponent
	O
	0..N
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.
	

	afAppId
	AfAppId
	O
	0..1
	Contains information that identifies the particular service the AF session belongs to.
	

	medType
	MediaType
	O
	0..1
	Indicates the media type of the service.
	

	marBwUl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Uplink.
	

	marBwDl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Downlink.
	

	mirBwUl
	BitRate
	O
	0..1
	Minimum requested bandwidth for the Uplink.
	

	mirBwDl
	BitRate
	O
	0..1
	Minimum requested bandwidth for the Downlink.
	

	fStatus
	FlowStatus
	O
	0..1
	Indicates whether the status of the IP flows is enabled, or disabled.
	

	resPrio
	ReservPriority
	O
	0..1
	Indicates the reservation priority.
	

	codecs
	CodecData
	O
	0..2
	Indicates the codec data.
	




All IP flows within a "MediaSubComponent" data type are permanently disabled by supplying "FlowStatus" data type with a deletion indication.


*** 9th Change ***

5.6.2.8
Type MediaSubComponent

Table 5.6.2.8-1: Definition of type MediaSubComponent

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	fNum
	Integer
	M
	1
	Identifies the ordinal number of the IP flow.
	

	fDescs
	FlowDescription
	O
	0..2
	Contains the flow description for the Uplink and/or Downlink IP flows.
	

	fStatus
	FlowStatus
	O
	0..1
	Indicates whether the status of the IP flows is enabled or disabled.
	

	marBwUl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Uplink.
	

	marBwDl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Downlink.
	

	tosTrCl
	TosTrafficClass
	O
	0..1
	Type of Service or Traffic Class.
	




The bit rate information and flow status information provided within the "MediaSubComponent" data type takes precedence over information provided within "MediaComponent" data type.

All IP flows within a "MediaSubComponent" data type are permanently disabled by supplying "FlowStatus" data type with a deletion indication.


*** 10th Change ***

5.6.2.10
Type AfEventSubscription

Table 5.6.2.10-1: Definition of type AfEventSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AfEvent
	M
	1
	Subscribed Event.
	

	notifMethod
	AfNotifMethod
	O
	0..1
	If notifMethod is not supplied, the default value "EVENT_DETECTION" applies.
	



*** 11th Change ***

5.6.2.11
Type AfEventNotification

Table 5.6.2.11-1: Definition of type AfEventNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AfEvent
	M
	1
	Notified Event.
	

	flows
	array(Flows )
	O
	0..N
	Affected Service Data Flows.
	

	notifType
	QosNotifType
	O
	0..1
	Indication of type of notification for QoS Notification Control.
	

	
	
	
	
	
	



*** 12th Change ***

5.6.2.12
Type TerminationInfo

Table 5.6.2.12-1: Definition of type TerminationInfo

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	termCause
	TerminationCause
	M
	1
	Indicates the cause for requesting the deletion of the Individual Application Session Context resource.
	

	resUri
	Link
	M
	1
	Identifies the Individual Application Session Context.
	

	
	
	
	
	
	



*** 13th Change ***

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	AfAppId
	string
	Contains an AF application identifier.
	

	AspId
	string
	Contains an identity of an application service provider.
	Sponsored Connectivity

	CodecData
	string
	Contains codec related information. 

Refer to subclause 5.3.7 of 3GPP TS 29.214 [x2] for encoding. 
	

	FlowDescription
	string
	Defines a packet filter for an IP flow.
Refer to subclause 5.3.8 of 3GPP TS 29.214 [x2] for encoding. 
	

	SponId
	string
	Contains an identity of a sponsor.
	Sponsored Connectivity



*** 14th Change ***

5.6.3.8
Type AfNotifMethod

The enumeration "AfNotifMethod" represents the notification methods that can be subscribed by an AF.

Table 5.6.3.8-1: Enumeration AfNotifMethod

	Enumeration value
	Description
	Applicability

	EVENT_DETECTION
	Event is reported whenever the event is met and the subscription is alive.
	

	ONE_TIME
	Events are reported once the event is met and are not reported again unless the AF refreshes the subscription.
	



*** 15th Change ***

5.6.3.9
Type QosNotifType

The enumeration "QosNotifType" represents the types of reports bound to the notification of QoS Notification Control.

Table 5.6.3.9-1: Enumeration QosNotifType

	Enumeration value
	Description
	Applicability

	FULFILLED
	The QoS targets of one or more SDFs are fulfilled again.
	

	NOT_FULFILLED
	The QoS targets of one or more SDFs are not being fulfilled.
	



*** 16th Change ***

5.6.3.10
Type TerminationCause

The enumeration "TerminationCause" represents the types of causes the PCF can report when requesting to the AF the deletion of the "Individual Application Session Context" resource.

Table 5.6.3.10-1: Enumeration TerminationCause

	Enumeration value
	Description
	Applicability

	ALL_SDF_DEACTIVATION
	All the SDFs of an Individual Application Session Context are deactivated at the SMF.
	

	PDU_SESSION_TERMINATION
	The PDU session is terminated.
	



*** End of Changes ***
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