Page 1



3GPP TSG-CT WG3 Meeting #97
C3-183184
21 – 24 May 2018, Osaka, Japan
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.512
	Current version:
	0.5.0
	(



	Title:                     
(

	Usage Monitoring Control Support

	 
	

	Source:            
    (

	Huawei

	
	

	Work item code:  
(

	5GS_Ph1-CT
	

	
	

	Reason for           (
   

change:

	Usage Monitoring Control is not defined.

	
	

	Summary of 
change:                (

	Usage Monitoring Control defined is defined.

	
	

	Consequences    (
  
if not agreed:
	

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
4.2.x
Usage Monitoring Control Support
The PCF may indicate the need to apply monitoring control for the accumulated usage of network resources on an PDU  session basis. Usage is defined as volume or time of user plane traffic. Monitoring for traffic volume and traffic time can be performed in parallel. The data collection for usage monitoring control shall be performed per monitoring key, which may apply for a single service data flow, a set of service data flows or for all the traffic in an PDU session. If the usage monitoring of an PDU session level is enabled, the PCF may request the SMF to exclude a single service data flow or a set of service data flows from the usage monitoring of PDU session level.
During the PUD session establishment, the PCF may receive information about total allowed usage per DNN and UE from the UDR, i.e. the overall amount of allowed traffic volume and/or time of usage that are to be monitored per DNN and UE and/or total allowed usage for Monitoring key(s) per DNN and UE.
NOTE:
It depends on the implementation of UDR to provide the total allowed usage per DNN and UE to different PCFs if the different PCFs are serving the PDU sessions with same value of DNN and UE.

If the SMF supports the UMC feature, the PCRF may requests usage monitoring control for the PDU session. If at this time, the PCF has not provided "US_RE" policy control request trigger to the SMF, the PCF shall include the "authPolicyConReqTrigger" attribute set to the value "US_RE"  and provide it to the SMF as defined in subclause 4.2.x. The PCF shall not remove the "US_RE" policy control request trigger while usage monitoring is still active in the SMF.
At PDU session establishment and modification, the PCF may provide the applicable thresholds, volume threshold, time threshold or both volume threshold and time threshold, for each usage monitoring control instance to the SMF. To provide the initial threshold for each usage monitoring control instance, the PCF shall include the threshold(s) within the "usageMonitoringData" attribute within the coppresponding parent attribute.
Threshold levels, monitoring time if applicable and inactive time if application for each usage monitoring control instance may be provisionged within the "umDecs" attribute as follows: 

-
the total volume threshold within the "volumeThreshold" attribute if applicable;

-
the uplink volume threshold whithin the "volumeThresholdUplink" attribute if applicable; 

-
the downlink volume threshold whithin the "volumeThresholdDownlink" attribute if applicable;
-
the time threshold whithin the "timeThreshold" attribute if applicable;

.
the total volume threshold after the monitoring time within the "nextVolThreshold" attribute if applicable;

-
the uplink volume threshold after the monitoring time whithin the "nextVolThresholdUplink" attribute if applicable; 

-
the downlink volume threshold after the monitoring time whithin the "nextVolThresholdDownlink" attribute if applicable;
-
the time threshold after the monitoring time whithin the "nextTimeThreshold" attribute if applicable;

-
the monitoring time within the "monitoringTime" attribute if applicable;

-
the inactive time within the "inactiveTime" attribute if applicable.
If the usage monitoring control instance applies to the PDU session level, the PCF shall within the "sessRules" attribute of a session rule include the reference to a "umDecs" attribute within the "refUmData" attribute.

If the usage monitoring control instance applies to a service data flow or a group of service data flows, the PCF shall within "pccRules" attribute of one or more PCC Rule include the reference to a "umDecs" attribute within the "refUmData" attribute. The PCF may provide one usage monitoring control instance applicable at PDU session level and one or more usage monitoring instances applicable at PCC Rule level. 
Editor’s note: It is FFS how to exclude one or several SDF from PDU session level usage monitoring.

Editor’s note: It is FFS how to perform the usage monitoring control in the multi-homing case.

If the PCF wishes to modify the threshold level for one or more monitoring keys, the PCRF shall provide the thresholds for all the different levels applicable to the corresponding usage monitoring control instance.
If the PCF wishes to modify the monitoring key for the session level usage monitoring instance, the PCF shall update the session rule by including the existing session rule identifier within the "sessRuleId" attribute and the new reference to the new "umDecs" attribute within the "refUmData" attribute as defined in subclause 4.2.8. 
When the SMF receives the usage monitoring control request above from the PCF, the SMF shall initiate the PFCP Session Establishment Request as defined in subcluase 7.5.2 or PFCP Session Modification Request as defined in subcluase 7.5.4 of 3GPP TS 29.244 [13] to request the UPF to perform the usage monitoring control.

When the SMF receives the accumulated usage report from the UPF as defined in subclause 7.5.5.2, 7.5.7.2 or 7.5.8.3 of 3GPP TS 29.244 [13], the SMF shall send an HTTP POST message as defined in subclause 4.2.4.2 by including one or more accumulate usage reports within one more "accuUsageReport" attribute(s). 
When the PCF receives the accumulated usage in an HTTP POST message, the PCF shall indicate to the SMF if usage monitoring shall continue for usage monitoring control instance as follows:

-
If monitoring shall continue for specific level(s), the PCF shall provide the new thresholds for the level(s) in the response of HTTP POST message using the same attribute as before (i.e. "volumeThreshold attribute", "volumeThresholdUplink" attribute or "volumeThresholdDownlink" attribute;  "nextVolThreshold attribute", "nextVolThresholdUplink", "nextVolThresholdDownlink", or "nextTimeThreshold" if monitoring time is provided within the "umDecs" attribute);
-
otherwise, if the PCF wishes to stop monitoring for specific level(s) the PCF shall not include an updated threshold in the response of HTTP POST message for the stopped level(s) i.e. the corresponding "volumeThreshold" attribute, "volumeThresholdUplink" attribute or "volumeThresholdDownlink" attribute shall not be included within "umDecs" attribute.

If both volume and time thresholds were provided and the threshold for one of the measurements is reached, the SMF shall report this event to the PCF and the accumulated usage since last report shall be reported for both measurements.
When usage monitoring is enabled, the PCF may request the SMF to report accumulated usage for one or more enabled usage monitoring control instance regardless if a usage threshold has been reached.  If the PCF sends the request within an HTTP POST message, the PCF shall include the "usageReportRequest" attribute within the "smPolicyNotification" attribute and set the "usageReport" attribute to true. If the the PCF sends the request within the response of  an HTTP POST method, the the PCF shall include the "usageReportRequest" attribute within the "smPolicyUpdatedContextData" attribute and set the "usageReport" attribute to true. The PCF shall only require SMF to report accumulated usage for one or more usage montoring control instance within the response of HTTP POST method when the SMF has not provided accumulated usage in the HTTP POST for theusage monitoring control instance.
To specify the usage monitoring control instance for which usage is requested the PCF shall within the "usageReportRequest" include the decision identifier(s) of usage monitoring contorl instance within "refUmData" attribute(s). To request usage be reported for all enabled usage monitoring control instance the PCF shall omit the "refUmData" attribute.

The PCF shall process the usage reports and shall perform the actions as appropriate for each report.
*** Next Change ***

5.6.2.5
Type SmPolicyNotification
Table 5.6.2.5-1: Definition of type SmPolicyNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi (FFS)
	
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	
	1
	PDU session id
	

	smPolicyDecision
	SmPolicyDecision
	
	1
	Session management policy (see subclause 5.7).
	

	terminationRequest
	boolean
	
	0..1
	Request to terminate the PDU session. Default is "FALSE".
	

	usageReportRequest
	UsageReportRequest
	
	0..1
	indicate that accumulated usage is to be reported by the SMF regardless of whether a usage threshold is reached.
	UMC


*** Next Change ***

5.6.2.12
Type UsageMonitoringData

Table 5.6.2. 12-1: Definition of type UsageMonitoringData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	umId
	string
	M
	1
	Univocally identifies the usage monitoring policy data within a PDU session.
	

	volumeThreshold
	FFS
	O
	0..1
	Indicates the total volume threshold.
	

	volumeThresholdUplink
	FFS
	O
	0..1
	Indicates a volume threshold in uplink.
	

	volumeThresholdDownlink
	FFS
	O
	0..1
	Indicates a volume threshold in downlink.
	

	timeThreshold
	DurationSec
	O
	0..1
	Indicates a time threshold.
	

	monitoringTime
	DateTime
	O
	0..1
	Indicates the time at which the UP function is expected to reapply the next thresholds (e.g. nextVolThreshold)
	

	nextVolThreshold
	FFS
	C
	0..1
	Indicates a volume threshold after the Monitoring Time.
	

	nextVolThresholdUplink
	FFS
	O
	0..1
	Indicates a volume threshold in uplink after the Monitoring Time.
	

	nextVolThresholdDownlink
	FFS
	O
	0..1
	Indicates al volume threshold in downlink after the Monitoring Time.
	

	nextTimeThreshold
	DurationSec
	C
	0..1
	Indicates a time threshold after the Monitoring.
	

	inactivityTime
	DurationSec
	O
	0..1
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	



Editor’s note: It is FFS how to handle transient control data such as requesting usage. Note that disabling usage monitoring can be done by removing the usage monitoring data from the session level map.

*** Next Change ***

5.6.2.x
Type UsageReportRequest
Table 5.6.2.x-1: Definition of type UsageReportRequest

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	usageReport
	boolean
	M
	1
	indicate that accumulated usage is to be reported by the SMF regardless of whether a usage threshold is reached.
	

	refUmdata
	array(string)
	O
	0..N
	A list of ids referencing UsageMonitoringData objects requested to report the usage.
	


5.6.2.x
Type SmPolicyUpdatedContextData
dTable 5.6.2.x-1: Definition of type SmPolicyUpdatedContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	updatedContext
	SmPolicyContextData
	O
	0..1
	Includes the updated parameters to request the SM policies by the SMF.
	

	updatedPolicy
	SmPolicyDecision
	M
	1
	Includes the update SM policies authorized by the PCF.
	

	usageReportRequest
	UsageReportRequest
	O
	0..1
	indicate that accumulated usage is to be reported by the SMF regardless of whether a usage threshold is reached.
	UMC


*** Next Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	x
	UMC
	Indicates that the usage monitoring control is supported.


*** End of Changes ***
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