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*** 1st Change ***
4.2.7
Provisioning of session rules

The PCF shall indicate session rules to be applied at the SMF. This may be using one of the following procedures:

-
PULL procedure (Provisioning solicited by the SMF): In response to a request for session rules being made by the SMF, as described in the subclause 4.2.2.2 or subclause 4.2.4, the PCRF shall provision session rules in the response of HTTP POST message; or

-
PUSH procedure (Unsolicited provisioning): The PCF may decide to provision session rules without obtaining a request from the SMF, e.g. in response to an internal trigger within the PCF. To provision session rules without a request from the SMF, the PCF shall include these session rules in an HTTP POST request message as defined in subclause 4.2.3.2. The PCF should NOT send a new HTTP POST message to the SMF until the previous HTTP POST message has been acknowledged for the same PDU session.
For each request from the SMF or upon the unsolicited provision the PCF shall provision zero or more session rules. In order to do so, the PCF shall include one or more "sessRules" attributes within an appropriate parent attribute according to the procedures which are used to provision the session rules (e.g. the PCF includes the "sessRules" attributes within the "smPolicyDecision" attribute when the PCF provision the session during the PDU session establishment). The PCF may perform an operation on a single session rule by including the corresponding attributes within the "sessRules" and its parent attribute if applicable:

-
To install or modify a session rule, the PCF shall set the applicable attribute(s) as below in this subclause.

-
To remove a session rule which has previously been provisioned by the PCF, the PCF shall provision the identifier of this session rule as value of a "pccRuleId" attribute and include a "deleteFlag" attribute set to true.

In order to install a new session rule, the PCF shall further set other attributes as follows:

-
shall include the session rule identifier assigned by the PCF within the "sessRuleId" attribute;

-
may include the authorized session AMBR within the "authSessAmbr" attribute;
-
may include the authorized authorized default QoS within the "authDefaultQoS" attribute;;

-
may include one feference to the UsageMonitoringData policy decision data type within the "refUmData" attribute(s). In this case, one "umDecs" attribute containing the corresponding Usage Monitoring data policy decisions shall be included in the appropriate parent attribute if it has been provided; and
-
 may include one reference to the ConditionData data type within the "refCondData" attribute(s). In this case, one "conds" attribute containing the corresponding Condition Data shall be included in the appropriate parent attribute if it has been provided;

In order to modify an existing session rule, the PCF shall perform as follows:
-
provision the identifier of this modified session rule within the "sessRuleId" attribute;
-
If the PCF needs to modify the attribute(s) except the reference(s) to the usage monitoring decision data and/or condition data, the PCF shall include the modified attributes(s) with the new value(s) within the "sessRules" attribute. 
-
If the PCF needs to modify the reference(s) to the policy decision data (e.g. usage monitoring decision data)  and/or Condition Data, the PCF shall include all references to the policy decision data and/or condition data of this modified session rule. Any reference(s) in the existing session rule not included in the new "sessRules" attribute shall be considered invalid. If the corresponding policy decision data and/or condition data referred by the modified session rule have not been provisioned yet, the PCF shall within the appropriate parent attribute include policy decision data and/or condition data within the corresponding attribute(s).
-
If the PCF only needs to modify the policy decision data and/or condition data for one or more session rule,  the PCF may within the appropriate parent attribute include the policy decision data and/or condition data within the corresponding attributes (e.g. include the usage monitoring decision within the"umDecs" attribute). Within this corresponding attributes, the PCF shall include the decision id attribute (e.g. includes the identifier within the "umId" attribute for the "umDecs" attribute) to contain the identifier of this existing policy decision data and/or condition data and modified attributes to contain the new value.
For the attributes (e.g. "authSessAmbr") excepet the reference(s) (e.g. "refUmData" attribute) to a policy decision data and/or condition data, the PCF only includes the attribute(s) which needs to modified within the "sessRules" attribute.  If the session rule always has such kind of attributes which are also included in the new "sessrules" attribute, the existing attributes shall be overwritten. Any such kind of attributes in the existing session not included in the new "sessRules" attribute shall remain valid.
The PCF always provides the complete list of the references to the policy decision data and/or condition data of this PCC rule within an "sessRules" attribute when the PCF updates the session rule. The SMF shall overwrite all the existing references to the policy decision data and/or condition data of an session rule by the new the "sessRules" attribute when they have the same session rule identifier within the "sessRuleId" attribute.
The PCF only provisions modified attributes within a policy decision data by providing the corresponding attribute (e.g."umDecs" attribute) within an appropriate parent attribute.  If the existing policy decision data already has the attributes which are also included in the new policy decision data, the existing attributes shall be overwritten. Any attribute in the existing policy decision data not included in the new policy decision data and/or condition data shall remain valid.
The PCF always within an appropriate parent attribute provides all applicable attributes within a "conds" attribute when the PCF update condiation data.  The SMF shall overwrite all the existing attributes of a condition data by the new the "conds" attribute when they have the same condition data identifier within the "condId" attribute.
If a policy decision data and/or condition data is not refered by any PCC rule/Session rule, the PCF may remove the decision data and/or condition data by providing the corresponding attribute (e.g."umDecs" attribute) within an appropriate parent attribute. In this corresponding attribute, the PCF provision the identifier of policy decision data and/or condition data within the decision id attribute (e.g  include the idenfier of the usage monitoring decision within the "umId" attribute) and include a"DeleteFlag" set to true.
The PCF may combine multiple of the above session rule operations in a single message.
*** Next Change ***

5.6.2.7
Type SessionRule

Table 5.6.2.7-1: Definition of type SessionRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authSessAmbr
	BitRate
	O
	0..1
	Authorized Session-AMBR
	

	authDefaultQos
	DefaultQosInformation
	O
	0..1
	Authorized default QoS information.
	

	sessRuleId
	string
	M
	1
	Univocally identifies the session rule within a PDU session.
	

	deleteFlag
	boolean
	O
	0..1
	When it is included and set to true, indicates that the session rule is deleted.
	

	refUmData
	string
	O
	0..1
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	


*** End of Changes ***
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