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*** 1st Change ***
4.2.6
Provisioning of PCC rules

4.2.6.1
Overview

The PCF shall indicate PCC rules to be applied at the SMF. This may be using one of the following procedures:

-
PULL procedure (Provisioning solicited by the SMF): In response to a request for PCC rules being made by the SMF, as described in the subclause 4.2.2.2 or subclause 4.2.4, the PCRF shall provision PCC rules in the response of HTTP POST message; or

-
PUSH procedure (Unsolicited provisioning): The PCF may decide to provision PCC rules without obtaining a request from the SMF, e.g. in response to information provided to the PCF via the N6 reference point, or in response to an internal trigger within the PCF. To provision PCC rules without a request from the SMF, the PCF shall include these PCC rules in an HTTP POST request message as defined in subclause 4.2.3.2. The PCF should NOT send a new HTTP POST message to the SMF until the previous HTTP POST message has been acknowledged for the same PDU session.
For each request from the SMF or upon the unsolicited provision the PCF shall provision zero or more PCC rules. In order to do so, the PCF shall include one or more "pccRules" attributes within an appropriate parent attribute according to the procedures which are used to provision the PCC rules (e.g. the PCF includes the "pccRules" attributes within the "smPolicyDecision" attribute when the PCF provision the PCC during the PDU session establishment). The The PCF may perform an operation on a single PCC rule or a group PCC rules by including the corresponding attributes within the "pccRules" and its parent attribute if applicable:

-
To activate a PCC rule or a group of PCC rules that is predefined at the SMF, the PCF shall provision a reference to this PCC rule or this group PCC rules within the "pccRuleId" attribute. 
-
To deactivate a PCC rule or a group of PCC rules that is predefined at the SMF, the PCF shall provision a reference to this PCC rule or this group PCC rules within the "pccRuleId" attribute and include a "deleteFlag" attribute set to true.
-
To install or modify a PCF-provisioned PCC rule, the PCF shall set the applicable attribute(s) as below in this subclause.

-
To remove a PCC rule which has previously been provisioned by the PCF, the PCF shall provision the identifier of this PCC rule as value of a "pccRuleId" attribute and include a "deleteFlag" attribute set to true.

NOTE 1:
When deactivating a predefined PCC rule that is activated in more than one QoS flow, the predefined PCC rule is deactivated simultaneously in all the QoS flow where it was previously activated.

In order to install a new PCF-provisioned PCC rule, the PCF shall further set other attributes as follows:

-
shall include the PCC rule identifier assigned by the PCF within the "pccRuleId" attribute;

-
shall include the precedence within the "precedence" attribute;
-
shall include the flow information wihin the "flowInfos" attribute(s) or application identifier within the "appId" attribute;

-
 may include one ore more reference(s) to the QoSData policy decision data type within the "refQosData" attribute(s). In this case, one or more "qosDecs" attributes containing the corresponding QoS data policy decisions shall be included in the appropriate parent attribute if it has been provided;

-
may include one ore more reference(s) to the TrafficControlData policy decision data type within the "refTcData" attribute(s). In this case, one or more "traffContDecs" attribute(s) containing the corresponding Traffic Control data policy decisions shall be included in the appropriate parent attribute if it has been provided;
-
 may include one ore more reference(s) to the ChargingData policy decision data type within the "refChgData" attribute(s). In this case, one or more "chgDecs" attribute(s) containing the corresponding Charging data policy decisions shall be included in the appropriate parent attribute if it has been provided;

-
may include one ore more reference(s) to the UsageMonitoringData policy decision data type within the "refUmData" attribute(s). In this case, one or more "umDecs" attribute(s) containing the corresponding Usage Monitoring data policy decisions shall be included in the appropriate parent attribute if it has been provided; and
-
 may include one reference to the ConditionData data type within the "refCondData" attribute(s). In this case, one or more "conds" attributes containing the corresponding Condition Data shall be included in the appropriate parent attribute if it has been provided;

In order to modify an existing PCF-provisioned PCC rule, the PCF shall perform as follows:
-
provision the identifier of this modified PCC rule within the "pccRuleId" attribute;
-
If the PCF needs to modify the attribute(s) except the reference(s) to the policy data data and/or condition data, the PCF shall include the modified attributes(s) with the new value(s) within the "pccRules" attribute. 
-
If the PCF needs to modify the reference(s) to the policy decision data (e.g. QosData) and/or Condition Data, the PCF shall include all references to the policy decision data and/or condition data of this modified PCC rule. Any reference(s) in the existing PCC not included in the new "pccRules" attribute shall be considered invalid. If the corresponding policy decision data and/or condition data referred by the modified PCC rule have not been provisioned yet, the PCF shall within the appropriate parent attribute include policy decision data and/or condition data within the corresponding attribute(s).
-
If the PCF only needs to modify the policy decision data and/or condition data for one or more PCC rule,  the PCF may within the appropriate parent attribute include the policy decision data and/or condition data within the corresponding attributes (e.g. include the QoS data decision within the"qosDecs" attribute). Within this corresponding attributes, the PCF shall include the decision id attribute (e.g. includes the identifier within the "qosId" attribute for the "qosDecs" attribute) to contain the identifier of this existing policy decision data and/or condition data and modified attributes to contain the new value.
For the attributes (e.g. "precedence" attribute) excepet the reference(s) (e.g. "refQosData" attribute) to a policy decision data and/or condition data, the PCF only includes the attribute(s) which needs to modified within the "pccRules" attribute.  If the PCC rule always has such kind of attributes which are also included in the new "pccRules" attribute, the existing attributes shall be overwritten. Any such kind of attributes in the existing PCC not included in the new "pccRules" attribute shall remain valid.
The PCF always provides the complete list of the references to the policy decision data and/or condition data of this PCC rule within an "pccRules" attribute when the PCF updates the PCC rule. The SMF shall overwrite all the existing references to the policy decision data and/or condition data of an PCC rule by the new the "pccRules" attribute when they have the same PCC rule identifier within the "pccRuleId" attribute.
The PCF only within an appropriate parent attribute provisions modified attributes within a policy decision data by providing the corresponding attribute (e.g."qosDecs" attribute).  If the existing policy decision data already has the attributes which are also included in the new policy decision data, the existing attributes shall be overwritten. Any attribute in the existing policy decision data not included in the new policy decision data and/or condition data shall remain valid. 
The PCF always within an appropriate parent attribute provides all applicable attributes within a "conds" attribute when the PCF update condiation data.  The SMF shall overwrite all the existing attributes of a condition data by the new the "conds" attribute when they have the same condition data identifier within the "condId" attribute.
If a policy decision data and/or condition data is not refered by any PCC rule/Session rule, the PCF may remove the decision data and/or condition data by providing the corresponding attribute (e.g."qosDecs" attribute) within an appropriate parent attribute. In this corresponding attribute, the PCF provision the identifier of policy decision data and/or condition data within the decision id attribute (e.g  include the idenfier of the QoS data decision within the "qosId" attribute) and include a"DeleteFlag" set to true.
The PCF may combine multiple of the above PCC rule operations in a single message.
When the UE initiates a resource modification procedure, the PCF shall provision PCC rule(s) that are only related to the UE's resource modification in the corresponding response of the HTTP POST message.
Editor's note:
Provisioning of PCC rule for UE initiates a resource modification procedure is FFS.
Upon installation or activation of a PCC rule, the SMF shall then perform the QoS flow binding according to subclause 6.4 in 3GPP TS 29.513 [7] and use the select QoS flow for the new PCC rule.
Upon the same modification of the 5QI and/or ARP of all the PCC rules bound to the same QoS flow, the PCEF should modify the 5QI and/or ARP for that QoS flow..

Provisioning of predefined PCC rules upon invocation/revocation of an MPS service shall be done according to clause 6.3 in 3GPP TS 29.513 [7].

Further details of the binding mechanism can be found in 3GPP TS 29.513 [7].

The PCF may request the SMF to confirm that the resources associated to a PCC rule are successfully allocated. To do so the PCF shall provision the corresponding policy control request trigger to the SMF as defined in subclause 4.2.x. In addition the PCRF shall install the rules that need resource allocation confirmation by including the "resAllocNotification" attribute set to true within the corresponding "pccRules" attribute. If a "pccRules" attribute does not include the "resAllocNotification" set to true, the resource allocation shall not be notified by the SMF even if this attribute was present in previous installations of the same rule.

NOTE 2: The SMF reporting the successful installation of PCC rules using response of an HTTP POST message means that the PCC rules are installed but the QoS flow binding or QoS resource reservation may not yet be completed, see 3GPP TS 29.513 [7].
If Enh-RAN-NAS-Cause feature is supported, the PCF may request the SMF to report the outcome of the release of resources related to a PCC rule. To do so the PCRF shall provision the corresponding policy control reqeust trigger to the SMF as defined in subclause 4.2.x if the policy control reqeust trigger is not previously provisioned. In addition the PCRF shall provide the "resRelNotification" attribute set to true within the corresponding "pccRules" attribute whose "removeFlag" is set to true. If "pccRules" attribute does not include the "resRelNotification" attribute, the outcome of the resource release shall not be notified by the SMF. The PCF shall maintain the PCC rules for which release confirmation is required until the SMF notifies about the resource release outcome.

Editor's note:
PCC Rule Error Handling are FFS.
If the PCF is unable to create a PCC rule for the response to the HTTP POST message by the SMF, the PCF may reject the request as described in subclause 5.7.
If the PCF receives a request for PCC rules for an PDU session from the SMF, while no suitable authorized PCC rules are configured in the PCF or can be derived from service information provisioned by an AF, the PCF shall check the set of services the user is allowed to access.

If the user is not allowed to access AF session based services, the PCF shall check whether the user is allowed to request resources for services not known to the PCF and whether the requested QoS and/or packet filters can be authorized. If this is the case, the PCF shall provide a PCC rule to authorize the UE requested QoS and packet filters that were received as part of the request for PCC rules. The service data flow description shall be derived from the packet filter information. If the user is not allowed to request resources for services not known to the PCF, the PCF shall reject the request.

If the PCF retrieves the corresponding transfer policy from the UDR based on the Reference Id provided by the AF, the PCF shall take the transfer policy as input for policy decisions (e.g. setting the charging key equal to the charging key of the transfer policy, rule activation/deactivation time according to the time window).
*** Next Change ***

4.2.7
Provisioning and Policy Enforcement of Authorized QoS
4.2.7.1
General
The PCF may provide authorized QoS to the SMF in the following service operations:

-
Npcf_SMPolicyControl_Create; and
-
Npcf_SMPolicyControl_UpdateNotify.
The authorized QoS shall be provisioned within a response of HTTP POST initiate by the SMF or an HTTP POST message initiate by the PCF as "qosData" attribute. The provisioning of the authorized QoS (which is composed of 5QI, ARP, QNC, Reflective QoS Control, QoS characteristics and bitrates) is performed from the PCF to the SMF. The authorized QoS can refer to a PCC rule or to a PDU session.

-
When the authorized QoS applies to a PCC rule, it shall be provisioned within the corresponding PCC rule by including the "qosData" attribute within the "pccRule" attribute.
-
When the authorized QoS for a PCC rule with a GBR QCI is candidate for resource sharing an instruction on the allowed sharing may be provisioned within the "pccRule" attribute by including "sharingKeyUl" attribute and/or "sharingKeyDl" attribute.

Editor's note:
Above descriptions need to be reviewed when the resource sharing feature is defined.

-
When the authorized QoS applies to a PDU session, it shall be provisioned by including the "authSessAmbr" within the "sessionRule" attribute.
-
When the authorized QoS applies to the default QoS flow, it shall be provisioned by including the "authDefaultQoS" attribute within the "sessionRule" attribute.
-
When the authorized explicitly signalled QoS Characteristics, it shall be provisioned by including the "authExQoSCha" within the "sessionRule" attribute.

Editor's note:
Above descriptions need to be reviewed when the explicitly signalled QoS Characteristics feature is defined.

-
When the authorized Reflective QoS, it shall be provisioned by including the "authRefQosTimer" within the "sessionRule" attribute and including the "refQosControl" attribute within the "pccRule" attribute.

Editor's note:
Above descriptions need to be reviewed when the reflective QoS feature is defined.

The authorized QoS provides appropriate values for the resources to be enforced. The authorized QoS for a PCC rule is a request for allocating the corresponding resources. The Provisioning of authorized QoS per PCC rule is a part of PCC rule provisioning procedure.

If the SMF cannot allocate any of the resources as authorized by the PCF, the SMF informs the PCF and acts as described PCC Rule Error handling.
Editor's note:
PCC Rule Error handling is FFS.
The SMF shall interact with the (R)AN, UPF and UE for enforcing the policy based authorization.

QoS authorization information may be dynamically provisioned by the PCF or it can be a pre-defined PCC rule in the SMF. Moreover, all the parameters of the authorized QoS can be changed, but no order is defined for 5QI.
NOTE 1:
A change of 5QIs cannot be described as an upgrade or downgrade and also no 5QI can be referred to as the higher or lower. Whether the 5QI is permitted to be changed or not is subject to both operator policies and normal restrictions on changing from a non-GBR 5QI value to GBR 5QI value on an IP flow.

NOTE 2:
All attributes of the ARP QoS parameter can be changed but only the ARP priority level represents an ordered range of values. The ARP priority level attribute represents the actual priority for the service/user with the value 1 as the highest and can thus be upgraded and downgraded.
If the PCF is unable to make a decision for the response to the HTTP POST message by the SMF, the PCF may reject the request as described in subclause 5.7.
*** Next Change ***

5.6.2.6
Type PccRule

Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	0..N
	An array of IP flow packet filter information.
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF.
	

	pccRuleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
	

	precedence
	Integer
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session.
	

	resAllocNotification
	boolean
	O
	0..1
	When it is included and set to true, indicates the resource allocation confirmation is required.
	

	resRelNotification
	boolean
	O
	0..1
	When it is included and set to true, indicates the outcome of the release of resources related to a PCC rule is required.
	

	deleteFlag
	boolean
	O
	0..1
	When it is included and set to true, indicates the PCC rule is removed.
	

	refQosData
	array(string)
	O
	0..N
	A reference to the QoSData policy type decision type. It is the qosId described in subclause 5.6.2.8.

(NOTE)
	

	refTcData
	array(string)
	O
	0..N
	A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10.

(NOTE)
	

	refChgData
	array(string)
	O
	0..N
	A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11.

(NOTE)
	

	refUmData
	array(string)
	O
	0..N
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.

(NOTE)
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	

	NOTE:
Arrays are only introduced for future compatibility. In this release of the specification the maximum number of elements in the array


*** Next Change ***

5.6.2.8
Type QoSData

Table 5.6.2.8-1: Definition of type QoSData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	qosId
	string
	M
	1
	Univocally identifies the QoS control policy data within a PDU session.
	

	5qi
	integer
	M
	1
	Identifier for the authorized QoS parameters for the service data flow.
	

	maxbrUl
	BitRate
	O
	0..1
	Indicates the max bandwidth in uplink.
	

	maxbrDl
	BitRate
	O
	0..1
	Indicates the max bandwidth in downlink.
	

	gbrUl
	BitRate
	O
	0..1
	Indicates the guaranteed bandwidth in uplink.
	

	gbrDL
	BitRate
	O
	0..1
	Indicates the max guaranteed in downlink.
	

	arp
	AllocationRetentionPriority (FFS)
	M
	1
	Indicates the allocation and retention priority.
	

	reflectiveQos
	boolean
	O
	0..1
	Indicates whether the QoS information is reflective for the corresponding service data flow.
	

	deleteFlag
	boolean
	O
	0..1
	When it is included and set to true, indicates the QoS control policy data is removed.
	


*** Next Change ***

5.6.2.9
Type ConditionData

Table 5.6.2.9-1: Definition of type ConditionData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	condId
	string
	M
	1
	Uniquely identifies the condition data within a PDU session.
	

	activationTime
	DateTime
	O
	0..1
	The time when the decision data shall be activated.
	

	deactivationTime
	DateTime
	O
	0..1
	The time when the decision data shall be deactivated.
	

	deleteFlag
	boolean
	O
	0..1
	When it is included and set to true, indicates the QoS control policy data is removed.
	


Editor's note:
It is FFS whether other conditional information such as ratType, ipCanType can be part of this type.
Editor's note:
It is FFS whether precedence information can be part of this type.

*** Next Change ***

5.6.2.10
Type TrafficControlData

Table 5.6.2.10-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tcId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
	

	flowAction
	FFS
	
	
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink, redirect]
	

	redirectInfo
	RedirectInformation
	C
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address
	

	muteNotif
	boolean
	O
	0..1
	Indicates whether application's start or stop notification is to be muted.
	

	trafficSteeringPolIdDl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	

	trafficSteeringPolIdUl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	

	deleteFlag
	boolean
	O
	0..1
	When it is included and set to true, indicates the QoS control policy data is removed.
	


Editor’s note: It is FFS if sub types of TrafficControlData should be created to handle redirect, traffic steering, etc.

*** Next Change ***

5.6.2.11
Type ChargingData

Table 5.6.2.11-1: Definition of type ChargingData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	chgId
	string
	M
	1
	Univocally identifies the charging control policy data within a PDU session.
	

	meteringMethod
	MeteringMethod
	O
	0..1
	Defines what parameters shall be metered for offline charging.
	

	offline
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PDU session or PCC rule.
	

	online
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PDU session or PCC rule.
	

	ratingGroup
	string
	O
	0..1
	The charging key for the PCC rule used for rating purposes.
	

	serviceId
	string
	O
	0..1
	Indicates the identifier of the service or service component the service data flow in a PCC rule relates to.
	

	sponsorId
	string
	O
	0..1
	Indicates the sponsor identity.
	

	appSvcProvId
	string
	O
	0..1
	Indicates the application service provider identity.
	

	afChargingIdentifier
	string
	O
	0..1
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	

	charingInformation
	CharingInformation
	O
	0..1
	Contains the CHF addresses of the PDU session.
	

	deleteFlag
	boolean
	O
	0..1
	When it is included and set to true, indicates the QoS control policy data is removed.
	


*** Next Change ***

5.6.2.12
Type UsageMonitoringData

Table 5.6.2. 12-1: Definition of type UsageMonitoringData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	umId
	string
	M
	1
	Univocally identifies the usage monitoring policy data within a PDU session.
	

	volumeThreshold
	FFS
	O
	0..1
	Indicates the total volume threshold.
	

	timeThreshold
	DurationSec
	O
	0..1
	Indicates a time threshold.
	

	monitoringTime
	DateTime
	O
	0..1
	Indicates the time at which the UP function is expected to reapply the next thresholds (e.g. nextVolThreshold)
	

	nextVolThreshold
	FFS
	C
	0..1
	Indicates a volume threshold after the Monitoring Time.
	

	nextTimeThreshold
	DurationSec
	C
	0..1
	Indicates a time threshold after the Monitoring.
	

	inactivityTime
	DurationSec
	O
	0..1
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	

	deleteFlag
	boolean
	O
	0..1
	When it is included and set to true, indicates the QoS control policy data is removed.
	


Editor’s note: The above data structure is FFS. Some of the attributes are missing (e.g. uplink/downlink volume thresholds, etc).

Editor’s note: It is FFS how to handle transient control data such as requesting usage. Note that disabling usage monitoring can be done by removing the usage monitoring data from the session level map.

*** Next Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	x
	Enh-RAN-NAS-Cause
	This feature indicates the support of the detailed release cause code information from the access network in the PCF-initiated PCC Rule removal scenarios. It requires that RAN-NAS-Cause feature is also supported.


*** End of Changes ***
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