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	· For one-time reporting, the SCS/AS shall not include the Maximum Number of Reports, Monitoring Duration and Group Reporting Guard Time in the HTTP request message;
· The SCEF directly interact with the MME(s)/SGSN(s) for event Number of UE in a geographic area is not applicable for configuration request for an individual UE;

· The SCEF interact with the PCRFvia Nt interface is not applicable for configuration request for an individual UE;

· The Geographic area should be replaced by Locaton Area.
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	· Calrify that the Maximum Number of Reports, Monitoring Duration and Group Reporting Guard Time shall not be included in the HTTP request message for one-time reporting;
· For configuration request for an individual UE, remove the cases that the SCEF interacts with the MME(s)/SGSN(s) or the PCRF via Nt interface;

· Replace Geographic area by Locaton Area;

· Update the corresponding status code;
· Editorial changes.
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*** 1st Change ***
4.4.2.2.1
Configuration Request
In order to subscribe a new monitoring event configuration, the SCS/AS shall send an HTTP POST message to the SCEF to the resource "Monitoring Event Subscriptions". The body of the HTTP POST message shall include SCS/AS Identifier, Monitoring Type, T8 Destination Address and may include TLTRI, External Identifier(s) or MSISDN(s) or External Group ID, Maximum Number of Reports, Monitoring Duration indicated by the property "monitorExpireTime" and Group Reporting Guard Time, wherein, the External Identifier or MSISDN indicates the subscription for an individual UE and the External Group ID indicates a group of UEs. 
In order to update an existing monitoring event subscription, the SCS/AS may send an HTTP PUT message to request the SCEF to the resource "Individual Monitoring Event Subscription" replacing all properties in the existing configuration. The SCS/AS may also use an HTTP PATCH message to request to change some properties in the existing configuration. 
For one-time monitoring request, the SCS/AS shall not include the Maximum Number of Reports, Monitoring Duration and Group Reporting Guard Time in the HTTP request message sent to the SCEF. 
Upon receipt of the HTTP POST, PUT or PATCH request message, if the SCS/AS is authorized to perform the request, the SCEF shall check whether the parameters (e.g. Maximum Number of Reports, Monitoring Duration, Maximum Latency, Maximum Response Time, Suggested number of downlink packets) in the HTTP request body are within the range defined by operator policies, if one or more of these parameters are not within the range, the SCEF shall:

· either reject the request message by sending an HTTP response to the SCS/AS with a status code set to 403 Forbidden and indicate which parameters are out of the range in the "invalidParams" attribute of the "ProblemDetails" structure; or

· modify the parameters which are not within the range by selecting different values which are in the range.


If the authorization is successful, the SCEF shall store the parameters and 

-
may assign an SCEF Reference ID related to the created monitoring event subscription resource; and based on operator policies, shall

-
check the values of the Maximum Latency, Maximum Response Time or the Suggested number of downlink packets within the allowed range according to the SLA and whether the Idle Status Indication is included for UE reachability event; 
-
map the accuracy into permissible granularity for location reporting event; 
-
map the location area into a list of cells, eNodeB(s) and/or RAI(s)/TAI(s) and derive the corresponding MME(s)/SGSN(s), for number of UEs present in a geographic area event.
In order to delete a previous active configured monitoring event subscription at the SCEF, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource "Individual Monitoring Event Subscription" which is received in the response to the request that has created the monitoring events subscription resource. The SCEF shall detemine the SCEF Reference ID related to the active monitoring subscription resource.

*** 2nd Change ***

4.4.2.2.1.1
Configuration Request for an individual UE
Upon receipt of the above request from the SCS/AS, if the configuration request from the SCS/AS is for an individual UE, the SCEF shall interact with the HSS via S6t as specified in 3GPP TS 29.336 [11] for the events described in subcaluse 4.4.2.2.2, or the PCRF via Rx interface as described in 3GPP TS 29.214 [10]. 

Upon receipt of the successful response from the HSS or the PCRF,
· if it is a one-time monitoring request and the monitoring event report is received, the SCEF shall delete the associated configuration, send the HTTP POST response message to the SCS/AS with a "200 OK" status code and including the received monitoring event report.
· otherwise, the SCEF shall,
· for HTTP POST request, create a resource "Individual Monitoring Event Subscription" addressed by the URI that contains the SCS/AS identifier and an SCEF-created configuration identifier, and send an HTTP POST response to the SCS/AS with a "201 Created" status code, the final suggested configuration parameter(s) (if modified), the indication(s) for the discarded parameter(s) (if discarded), the monitoring event report if received and a location header field containing the URI for the created resource.

· for HTTP PUT or PATCH request, update the active resource "Individual Monitoring Event Subscription" addressed by the URI and send an HTTP response to the SCS/AS with a "200 OK" status code, the final suggested configuration parameter(s) (if modified), the indication(s) for the discarded parameter(s) (if discarded) and the monitoring event report if received.
· for HTTP DELETE request, delete the active resource "Individual Monitoring Event Subscription" addressed by the URI and send an HTTP response to the SCS/AS with a "204 No Content" status code, or a "200 OK" status code and including the monitoring event report if received.
If the SCEF receives a response with an error code from the HSS, the MME/SGSN and the PCRF, the SCEF shall not create, update or delete the resource and shall respond to the SCS/AS with a status code set to "500 Internal Server Error".

*** 3rd Change ***

4.4.2.2.2
Monitoring Events Configuration via HSS
The following monitoring events: Loss of connectivity, UE reachability, Location Reporting, Change of IMSI-IMEI(SV) Association, Roaming Status, Communication Failure and Availability after DNN Failure are applicable for the monitoring event configuration via HSS. 

Only one-time reporting is supported if the "reachabilityType" attribute sets to "SMS" for the event UE reachability, if the "locationType" attribute sets to "LAST_KNOWN_LOCATION" for the event Location Reporting in the monitoring event request. Only the HTTP POST request is applicable for the monitoring subscription(s), the SCEF shall reject other HTTP request(s) if received from the SCS/AS by sending the HTTP response with "401 Unauthorized" status code.
*** 4th Change ***

4.4.2.2.3
Monitoring Events Configuration directly via MME/SGSN

The monitoring event Number of UEs in a geographic area is applicable for the monitoring event configuration via MME/SGSN. Only one-time reporting is supported for this event, only the HTTP POST request is applicable for this monitoring event, the SCEF shall reject other HTTP request(s) if received from the SCS/AS by sending the HTTP response with "401 Unauthorized" status code.
*** 5th Change ***

4.4.2.3
Reporting of Monitoring Event Procedure
Upon receipt of the Monitoring Event Report from the HSS or the MME/SGSN as defined in subclause 5.6.3 or subclause 5.6.8 of 3GPP TS 23.682 [2], from the PCRF as defined in subclause 5.6.5 or from the IWK-SCEF as defined in subclause 5.6.8 of 3GPP TS 23.682 [2], the SCEF shall determine the monitoring event subscription associated with the corresponding Monitoring Event Report. 

If the monitoring event subscription refers to a Monitoring Event Configuration for a single UE or the monitoring event subscription refers to a group-based Monitoring Event configuration, and if no Group Reporting Guard Time was set, then the SCEF shall send an HTTP POST message including the SCEF-created subscription identifier, the TLTRI (if available), Cause and Monitoring Event Report to the identified destination. If the monitoring event subscription refers to a group-based Monitoring Event Configuration, and if Group Reporting Guard Time was provided during the Monitoring Event configuration procedure, then the SCEF accumulates Monitoring Event reports for the group of UEs until the Group Reporting Guard Time expiry. Upon expiration of Group Reporting Guard Time, the SCEF shall send an HTTP POST message including the SCEF-created subscription identifier, the TLTRI (if available), Cause and a list of accumulated Monitoring Event Reports for each UE identified by either External Identifier or MSISDN to the identified destination. The destination URL of the HTTP POST is provided by the SCS/AS during the Monitoring Event Configuration procedure.

If the monitoring event subscription refers to a one-time monitoring request or a continuous monitoring request but the maximum number of reports is reached, the SCEF shall delete the corresponding resource of the subscription"Individual Monitoring Event Subscription". For continuous monitoring request but the maximum number of reports is reached, the SCEF shall also interact with the HSS to delete the event configuration.

When the monitoring duration indicated by the property “monitorExpireTime” is reached, the SCEF shall delete the related event subscription and event configuration locally, the SCS/AS shall no longer address the corresponding resource "Individual Monitoring Event Subscription".

*** End of Changes ***
�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 29.163. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the version of the draft specification here. This number is the version of the draft specification to which the PCR was written and (normally) to which it will be applied if it is agreed.  Make sure that the latest version of the draft specification  is used when creating the PCR. If unsure what the latest version is, go to  http://www.3gpp.org/ftp/specs/latest-drafts/� HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ���


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the PCR. It should be no longer than one line. 


One or more organizations (3GPP Individual Members) which drafted the PCR and are presenting it to the Working Group.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change.  A list of work item acronyms can be found in the 3GPP work plan and/or the meeting agenda�


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this PCR were to be rejected. 


�PAGE \# f"'Page: '#'�'"  �� If  other specs are affected by this change, then indicate the TS/TR number and the tdoc numbers of the  relevant  (P)CRs


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to agree to the PCR. This could include special conditions which are not listed anywhere else above.





