Page 1



3GPP TSG-CT WG3 Meeting #97Bis
C3-184588
Sophia Antipolis, France, 09 July – 13 July 2018
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.514
	CR
	0006
	rev
	2
	Current version:
	15.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Solution to IPv4 overlapping

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C3

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2018-06-26

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
     Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	IPv4 overlapping remains unsolved in 5G_Ph1_CT specifications.
When the deployed Npcf_PolicyAuthorization services need to distinguish between subscribers with overlapping IPv4 address but still only compare IPv4 addresses, the comparison has to include additional information or be aware of the source of the used IPv4 address to successfully perform session binding. 

For the use case senario where multiple network slice instances are deployed in the same DNN, and the same IPv4 address may be allocated to the UE PDU session in different network slice instances, a PCF serving multiple slices can become aware of the source of the used IPv4 address by using in the comparison the slice information received from the AF in the "sliceInfo" attribute. 

For the use case scenario where the same network slice instance is deployed in multiple DNN or single DNN, and the same IPv4 address may be allocated to the UE PDU session in different SMF/UPFs for the same DNN, the PCF needs a new piece of information to become aware of the source of the used IPv4 address. This new property is named “ipDomain”

	
	

	Summary of change:
	· It is clarified that the S-NSSAI included in the "sliceInfo" attribute may be used in the session binding. 
· A new attribute, "ipDomain" is included to support session binding for the scenarios where the same IPv4 address may be allocated to a UE PDU session in different SMF/UPFs for the same DNN. 


	
	

	Consequences if not approved:
	Incomplete specification

	
	

	Clauses affected:
	4.2.2.2, 4.2.6.3, 5.6.2.3, A.2

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


Additional discussion(if needed):
…
Proposed changes:

*** 1st Change ***

4.2.2.2
Initial provisioning of service information

This procedure is used to set up an AF application session context for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.2.2-1 illustrates the initial provisioning of service information.
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Figure 4.2.2.2-1: Initial provisioning of service information

When a new AF application session context is being established and media information for this application session context is available at the AF and the related media requires PCC control, the AF shall invoke the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI representing the "Application Sessions" collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.

The AF shall include in the "AppSessionContext" data type in the payload body of the HTTP POST request a partial representation of the "Individual Application Session Context" resource by providing the "AppSessionContextReqData" data type. The "Individual Application Session Context" resource and the "Events Subscription" sub-resource are created as described below.

The AF shall provide in the body of the HTTP POST request:

-
for IP type PDU sessions, the IP address (IPv4 or IPv6) of the UE in the "ueIPv4" or "ueIPv6" attribute; and

-
for Ethernet type PDU sessions, the MAC address of the UE in the "ueMac" attribute.

The AF shall provide the corresponding service information in the "medComponents" attribute if available. The AF shall indicate to the PCF as part of the "medComponents" attribute whether the service data flow(s) (IP or Ethernet) should be enabled or disabled with the "fStatus" attribute.
The AF may include the AF application identifier in the "afAppId" attribute into the body of the HTTP POST request in order to indicate the particular service that the AF session belongs to.

The AF application identifier may be provided at both "AppSessionContextReqData" data type level, and "MediaComponent" data type level. When provided at both levels, the AF application identifier provided at "MediaComponent" data type level shall have precedence.
The AF application identifier at the "AppSessionContextReqData" data type level may be used to trigger the PCF to indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in 3GPP TS 29.512 [8].

The AF may include the AF charging identifier in the "afChargId" attribute for charging correlation purposes.

The AF may also include the "evSubsc" attribute of "EventSubscReqData" data type to request the notification of certain user plane events. The AF shall include the events to subscribe to in the "events" attribute, and the notification URI where to address the Npcf_PolicyAuthorization_Notify service operation in the "notifUri" attribute. The events subscription is provisioned in the "Events Subscription" sub-resource.

The AF shall also include the "notifUri" attribute in the "AppSessionContextReqData" data type to indicate the URI where the PCF can request to the AF the deletion of the "Individual Application Session Context" resource.

If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error in the HTTP POST request, the PCF shall send the HTTP error response as specified in subclause 5.7.

Otherwise, when the PCF receives the HTTP POST request from the AF, the PCF shall apply session binding as described in 3GPP TS 29.513 [7]. To allow the PCF to identify the PDU session for which the HTTP POST request applies, the AF shall provide in the body of the HTTP POST request:

-
for IP type PDU session, either the "ueIpv4" attribute or "ueIpv6" attribute containing the IPv4 or the IPv6 address applicable to an IP flow or IP flows towards the UE; and

-
for Ethernet type PDU session, the "ueMac" attribute containing the UE MAC address applicable to an Ethernet flow or Ethernet flows towards the UE.

The AF may provide DNN in the "dnn" attribute, SUPI in the "supi" attribute, the S-NSSAI in the "sliceInfo" attribute if available for session binding. The AF may also provide the domain identity in the "ipDomain" attribute.
NOTE 1:
The "ipDomain" attribute is helpful in the following scenario: Within a network slice instance, there are several separate IP address domains, with SMF/UPF(s) that allocate Ipv4 IP addresses out of the same private address range to UE PDU Sessions. The same IP address can thus be allocated to UE PDU sessions served by SMF/UPF(s) in different address domains. If one PCF controls several SMF/UPF(s) in different IP address domains, the UE IP address is thus not sufficient for the session binding. An AF can serve UEs in different IP address domains, either by having direct IP interfaces to those domains, or by having interconnections via NATs in the user plane between the UPF and the AF. If a NAT is used, the AF obtains the IP address allocated to the UE PDU session via application level signalling and supplies it for the session binding to the PCF in the "ueIpv4" attribute. The AF supplies an "ipDomain" attribute denoting the IP address domain behind the NAT in addition. The AF can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets. The value provided in the "ipDomain" attribute is operator configurable.
NOTE 2:
The "sliceInfo" attribute is helpful in the scenario where multiple network slice instances are deployed in the same DNN, and the same IPv4 address may be allocated to UE PDU sessions in different network slice instances. If one PCF controls several network slices, the UE IP address is not sufficient for the session binding. The AF supplies "sliceInfo" attribute denoting the network slice instance that allocated the IPv4 address of the UE PDU session. How the AF derives S-NSSAI is out of the scope of this specification.

If the PCF fails in executing session binding, the PCF shall reject the Npcf_PolicyAuthorization_Create service operation with an HTTP "500 Internal Server Error" response including the "cause" attribute set to "PDU_SESSION_NOT_AVAILABLE".

If the request contains the "medComponents" attribute the PCF shall store the received service information. The PCF shall process the received service information according to the operator policy and may decide whether the request is accepted or not. The PCF may take the priority information within the "resPrio" attribute into account when making this decision.

If the service information provided in the body of the HTTP POST request is rejected (e.g. the subscribed guaranteed bandwidth for a particular user is exceeded), the PCF shall indicate in an HTTP "403 Forbidden" response message the cause for the rejection including the "cause" attribute set to "REQUESTED_SERVICE_NOT_AUTHORIZED". If the service information provided in the HTTP POST request is rejected due to a temporary condition in the network (e.g. the user plane in the cell the user is located is congested), the PCF may include in the "403 Forbidden" response the "cause" attribute set to "REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED".
To allow the PCF and SMF/UPF to perform PCC rule authorization and QoS flow binding for the described service data flows, the AF shall supply:

-
for IP type PDU session, both source and destination IP addresses and port numbers in the "fDescs" attribute within the "medSubComps" attribute, if such information is available; and

-
for Ethernet type PDU session, the Ethernet Packet filters in the "ethfDescs" attribute within the "medSubComps" attribute, if such information is available.

The AF may specify the ToS traffic class within the "tosTrCl" attribute for the described service data flows together with the "fDescs" attribute.
The AF may include the "resPrio" attribute at the "AppSessionContextReqData" data type level to assign a priority to the AF Session as well as include the "resPrio" attribute at the "MediaComponent" data type level to assign a priority to the service data flow. The presence of the "resPrio" attribute in both levels does not constitute a conflict as they each represent different types of priority. The reservation priority at the "AppSessionContextReqData" data type level provides the relative priority for an AF session while the reservation priority at the "MediaComponent" data type level provides the relative priority for a service data flow within a session. If the "resPrio" attribute is not specified, the requested priority is PRIO_1.

The PCF shall check whether the received service information requires PCC rules to be created and provisioned as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified at 3GPP TS 29.512 [8].

Based on the received subscription information from the AF, the PCF may create a subscription to event notifications for a related PDU session from the SMF, as described in 3GPP TS 29.512 [8] and 3GPP TS 29.508 [13].
If the PCF created an "Individual Application Session Context" resource, the PCF shall send to the AF a "201 Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created" response:

-
a Location header field; and

-
an "AppSessionContext" data type in the payload body.

The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}".

When "Events Subscription" sub-resource is created in this procedure, the AF shall build the sub-resource URI by adding the path segment "/events-subscription" at the end of the URI path received in the Location header field.
The "AppSessionContext" data type payload body shall contain the representation of the created "Individual Application Session Context" resource and may include the "Events Subscription" sub-resource.

The PCF shall include in the "EvsNotif" attribute:

-
if the AF subscribed to the "CHARGING_CORRELATION" event in the HTTP POST request, the "event" attribute set to "CHARGING_CORRELATION" and the "anChargIds" attribute containing the access network charging identifier(s) and may include the "anChargAddr" attribute containing the access network charging address;
-
if the AF subscribed to the event "PLMN_CHG" in the HTTP POST request, the "event" attribute set to "PLMN_CHG" and the "plmnId" attribute including the PLMN identifier if the PCF has previously requested to be updated with this information in the SMF; and
-
if the AF subscribed to the event "ACCESS_TYPE_CHG" in the HTTP POST request, the "event" attribute set to "ACCESS_TYPE_CHG" and the attributes "accessType" including the access type, "ratType" including the RAT type when applicable for the notified access type, and the "anGwAddr" including access network gateway address when available, if the PCF has previously requested to be updated with this information in the SMF.

The AF subscription to other specific events using the Npcf_PolicyAuthorization_Create request is described in the related subclauses. Notification of events when the applicable information is not available in the PCF when receiving the Npcf_PolicyAuthorization_Create request is described in subclause 4.2.5.
The acknowledgement towards the AF should take place before or in parallel with any required PCC rule provisioning towards the SMF.

NOTE 3:
The behaviour when the AF does not receive the HTTP response message, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than a success indication, are outside the scope of this specification and based on operator policy.

*** 2nd Change ***

4.2.6.3
Initial subscription to events without provisioning of service information

The AF may subscribe with the PCF to events notification without providing service information. Figure 4.2.6.3-1 illustrates the initial subscription to events without provisioning of service information.
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Figure 4.2.6.3-1: Initial Subscription to events without provisioning of service information

When an AF establishes an application session context with the PCF to subscribe to events and does not require PCC control for the related media, the AF shall invoke the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP POST request to the resource URI representing the "Application Sessions" collection resource of the PCF, as shown in figure 4.2.6.3-1, step 1.

The AF shall include in the "AppSessionContext" data type in the payload body of the HTTP POST request:

-
either the "ueMac" attribute containing the UE MAC address, or the "ueIpv4" attribute or "ueIpv6" attribute containing the UE IPv4 or the IPv6 address; and

-
the "evSubsc" attribute of "EventSubscReqData" data type to request the notification of certain user plane events. The AF shall include the events to subscribe to in the "eventSubsc" attribute, and the notification URI where to address the Npcf_PolicyAuthorization_Notify service operation in the "notifUri" attribute.

The AF may provide in the "AppSessionContext" data type the DNN in the "dnn" attribute, SUPI in the "supi" attribute or other information if available.

If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error in the HTTP POST request, the PCF shall send the HTTP error response as specified in subclause 5.7.

Otherwise, the information required for session binding (UE MAC address, or UE Ipv4 or IPv6 address, DNN, SUPI and other available information, such as S-NSSAI and/or IPv4 address domain identifier) is provisioned in the "Individual Application Session Context" resource. The events subscription is provisioned in the "Events Subscription" sub-resource.

Based on the received subscription information from the AF, the PCF may create a subscription to event notifications for a related PDU session from the SMF, as described in 3GPP TS 29.512 [8].
If the PCF created the "Events Subscription" sub-resource within the "Individual Application Session Context" resource, the PCF shall send to the AF a "201 Created" response to the HTTP POST request, as shown in figure 4.2.6.3-1, step 2. The PCF shall include in the "201 Created" response:

-
a Location header field; and

-
an "AppSessionContext" data type in the payload body.

The Location header field shall contain the URI of the created events subscription sub-resource i.e. "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/events-subscription".

The "AppSessionContext" data type payload body shall contain the representation of the created "Individual Application Session Context" resource and "Events Subscription" sub-resource.

The PCF shall include in the "EvsNotif" attribute:

-
if the AF subscribed to the event "CHARGING_CORRELATION" in the HTTP POST request, the "event" attribute set to "CHARGING_CORRELATION" and the "anChargId" attribute containing the access network charging identifier(s) and may include the "anChargAddr" attribute containing the access network charging address;

-
if the AF subscribed to the event "PLMN_CHG" in the HTTP POST request, the "event" attribute set to "PLMN_CHG" and the "plmnId" attribute including the PLMN identifier if the PCF has previously requested to be updated with this information in the SMF; and

-
if the AF subscribed to the event "ACCESS_TYPE_CHG" in the HTTP POST request, the "event" attribute set to "ACCESS_TYPE_CHG" and the attributes "accessType" including the access type, "ratType" including the RAT type when applicable for the notified access type, and the "anGwAddress" including access network gateway address when available, if the PCF has previously requested to be updated with this information in the SMF.

*** 3rd Change ***

5.6.2.3
Type AppSessionContextReqData

Table 5.6.2.3-1: Definition of type AppSessionContextReqData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afAppId
	AfAppId
	O
	0..1
	AF application identifier.
	

	afChargId
	AfChargingId
	O
	0..1
	AF charging identifier. This information may be used for charging correlation with QoS flow.
	

	afRoutReq
	AfRoutingRequirement
	O
	0..1
	Indicates the AF traffic routing requirements.
	Influence on Traffic Routing

	aspId
	AspId
	C
	0..1
	Application service provider identity.
	Sponsored Connectivity

	bdtRefId
	BdtReferenceId
	O
	0..1
	Reference to a transfer policy negotiated for background data traffic.
	

	dnn
	Dnn
	O
	0..1
	Data Network Name.
	

	evSubsc
	EventsSubscReqData
	O
	0..1
	Identifies the events the application subscribes to at creation or modification of an Individual Application Session Context resource.
	

	ipDomain
	string
	O
	0..1
	Indicates the IPv4 address domain information that assists session binding.
	

	medComponents
	map(MediaComponent)
	O
	0..N
	Media Component information. The key of the map is the attribute "medCompN".
	

	notifUri
	Link
	M
	1
	Notification URI for Application Session Context termination requests.
	

	sliceInfo
	Snssai
	O
	0..1
	Identifies the S-NSSAI.
	

	sponId
	SponId
	C
	0..1
	Sponsor identity.
	Sponsored Connectivity

	sponStatus
	SponsoringStatus
	O
	0..1
	Indication of whether sponsored connectivity is enabled or disabled/not enabled.

The absence of the attribute indicates that the sponsored connectivity is enabled.
	Sponsored Connectivity

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier.
	

	supportedFeatures
	SupportedFeatures
	O
	0..1
	This IE represents a list of Supported features used as described in subclause 5.8.

It may be supplied by the NF service consumer in the POST request that request a creation of an Individual Application Session Context resource.

It shall be supplied by the PCF in the response if supplied in the POST request.
	

	ueIpv4
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE.
	

	ueIpv6
	Ipv6Addr
	C
	0..1
	The IPv6 Address of the served UE.
	

	ueMac
	MacAddr48
	C
	0..1
	The MAC Address of the served UE.
	


*** 4th Change ***

A.2
Npcf_PolicyAuthorization API

Editor's note:
Agreements on failure cases and consolidation of agreed datatypes need to be reflected in the OpenAPI definition.

openapi: 3.0.0

info:

  title: "Npcf_PolicyAuthorization Service API"

  version: "1.preR15.0.0"

  description: "This is the Policy Authorization Service"

externalDocs:

  description: "3GPP TS 29.514 V0.5.0, 5G System; Policy Authorization Service"

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.514/'

servers:

  - url: https://{apiRoot}/npcf-policyauthorization/v1

    variables:

      apiRoot:

        default: virtserver.3ggp5gc-sbi.com

        description: "apiRoot as defined in subclause 4.4 of 3GPP TS 29.501 excluding the https:// part"

paths:

  /app-sessions:

    post:

      summary: Creates a new Individual Application Session Context resource

      operationId: PostAppSessions

      tags:

        - Individual Application Session Context (Collection)

      requestBody:

        description: Contains the information for the creation the resource

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/AppSessionContextReqData'

      responses:

        '201':

          description: Successful creation of the resource

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/AppSessionContext'

        '303':

          $ref: 'TS29571_CommonData.yaml#/components/schemas/responses/303'

        '400':

          description: Bad request

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '403':

          description: Forbidden

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '404':

          description: Not Found

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '411':

          description: Length Required

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '415':

          description: Unsupported Media Type

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '500':

          description: Internal Server Error

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '503':

          description: Service Unavailable

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

      callbacks:

        terminationRequest:

          '{$request.body#/notifUri}/terminate':

            post:

              requestBody:

                description: Request of the termination of the Individual Application Session Context

                content:

                  application/json:

                    schema:

                      $ref: '#/components/schemas/TerminationInfo'

              responses:

                '204':

                  description: The receipt of the notification is acknowledged.

                '400':

                  description: Bad request

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '404':

                  description: Not Found

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '411':

                  description: Length Required

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '415':

                  description: Unsupported Media Type

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '500':

                  description: Internal Server Error

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '503':

                  description: Service Unavailable

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        eventNotification:

          '{$request.body#/evSubsc/notifUri}/notify':

            post:

              requestBody:

                description: Notification of an event occurrence in the PCF.

                content:

                  application/json:

                    schema:

                      $ref: '#/components/schemas/EventsNotification'

              responses:

                '204':

                  description: The receipt of the notification is acknowledged

                '400':

                  description: Bad request

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '404':

                  description: Not Found

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '411':

                  description: Length Required

                  content:

                    application/problem+json:

                      schema: 

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '415':

                  description: Unsupported Media Type

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '500':

                  description: Internal Server Error

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '503':

                  description: Service Unavailable

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

  /app-sessions/{appSessionId}:

    get:

      summary: "Reads an existing Individual Application Session Context"

      operationId: GetAppSession

      tags:

        - Individual Application Session Context resource

      parameters:

        - name: appSessionId

          description: string identifying the resource

          in: path

          required: true

          schema:

            type: string

      responses:

        '200':

          description: A representation of the resource is returned.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/AppSessionContext'

        '400':

          description: Bad request

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '404':

          description: Not Found

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '500':

          description: Internal Server Error

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '503':

          description: Service Unavailable

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

    patch:

      summary: "Modifies an existing Individual Application Session Context"

      operationId: ModAppSession

      tags:

        - Individual Application Session Context resource

      parameters:

        - name: appSessionId

          description: string identifying the resource

          in: path

          required: true

          schema:

            type: string

      requestBody:

        description: modification of the resource.

        required: true

        content:

          application/merge-patch+json:

            schema:

              $ref: '#/components/schemas/AppSessionContextUpdateData'

      responses:

        '200':

          description: successful modification of the resource and a representation of that resource is returned

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/AppSessionContext'

        '204':

          description: The successful modification

        '400':

          description: Bad request

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '403':

          description: Forbidden

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '404':

          description: Not Found

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '409':

          description: Conflict

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '411':

          description: Length Required

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '415':

          description: Unsupported Media Type

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '500':

          description: Internal Server Error

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '503':

          description: Service Unavailable

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

      callbacks:

        eventNotification:

          '{$request.body#/evSubsc/notifUri}/notify':

            post:

              requestBody:

                description: Notification of an event occurrence in the PCF.

                content:

                  application/json:

                    schema:

                      $ref: '#/components/schemas/EventsNotification'

              responses:

                '204':

                  description: The receipt of the notification is acknowledged

                '400':

                  description: Bad request

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '404':

                  description: Not Found

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '411':

                  description: Length Required

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '415':

                  description: Unsupported Media Type

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '500':

                  description: Internal Server Error

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '503':

                  description: Service Unavailable

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

#                

#                

  /app-sessions/{appSessionId}/delete:

    post:

      summary: "Deletes an existing Individual Application Session Context"

      operationId: DeleteAppSession

      tags:

        - Individual Application Session Context resource

      parameters:

        - name: appSessionId

          description: string identifying the Individual Application Session Context resource

          in: path

          required: true

          schema:

            type: string

      requestBody:

        description: deletion of the Individual Application Session Context resource, req notification

        required: false

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/EventsSubscReqData'

      responses:

        '200':

          description: The deletion of the resource is confirmed and a resource is returned

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/AppSessionContext'

        '204':

          description: The deletion is confirmed without returning additional data.

        '400':

          description: Bad request

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '404':

          description: Not Found

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '411':

          description: Length Required

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '415':

          description: Unsupported Media Type

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '500':

          description: Internal Server Error

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '503':

          description: Service Unavailable

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

#               

  /app-sessions/{appSessionId}/events-subscription:

    put:

      summary: "creates or modifies an Events Subscription subresource"

      operationId: updateEventsSubsc

      tags:

        - Individual Events Subscription resource

      parameters:

        - name: appSessionId

          description: string identifying the Events Subscription resource

          in: path

          required: true

          schema:

            type: string

      requestBody:

        description: Creation or modification of an Events Subscription resource.

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/EventsSubscReqData'

      responses:

        '201':

          description: The creation of the Events Subscription resource is confirmed and its representation is returned.

          content:

            application/json:

              schema:

                anyOf:

                  - $ref: '#/components/schemas/EventsSubscReqData'

                  - $ref: '#/components/schemas/EventsNotification'

        '200':

          description: The modification of the of the Events Subscription resource is confirmed its representation is returned.

          content:

            application/json:

                schema:

                  anyOf:

                  - $ref: '#/components/schemas/EventsSubscReqData'

                  - $ref: '#/components/schemas/EventsNotification'

        '204':

          description: The modification of the of the Events Subscription subresource is confirmed without returning additional data.

        '400':

          description: Bad request

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '403':

          description: Forbidden

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '404':

          description: Not Found

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '409':

          description: Conflict

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '411':

          description: Length Required

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '415':

          description: Unsupported Media Type

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '500':

          description: Internal Server Error

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '503':

          description: Service Unavailable

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

      callbacks:

        eventNotification:

          '{$request.body#/notifUri}/notify':

            post:

              requestBody:

                description: Contains the information for the notification of an event occurrence in the PCF.

                content:

                  application/json:

                    schema:

                      $ref: '#/components/schemas/EventsNotification'

              responses:

                '204':

                  description: The receipt of the notification is acknowledged.

                '400':

                  description: Bad request

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '404':

                  description: Not Found

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '411':

                  description: Length Required

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '415':

                  description: Unsupported Media Type

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '500':

                  description: Internal Server Error

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

                '503':

                  description: Service Unavailable

                  content:

                    application/problem+json:

                      schema:

                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

    delete:

      summary: deletes the Events Subscription subresource

      operationId: DeleteEventsSubsc

      tags:

        - Individual Events Subscription resource

      parameters:

        - name: appSessionId

          description: string identifying the Individual Application Session Context resource

          in: path

          required: true

          schema:

            type: string

      responses:

        '204':

          description: The deletion of the of the Events Subscription sub-resource is confirmed without returning additional data.

        '400':

          description: Bad request

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '403':

          description: Forbidden

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '404':

          description: Not Found

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '500':

          description: Internal Server Error

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

        '503':

          description: Service Unavailable

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

components:

  schemas:

    AppSessionContext:

      description: Represents an Individual Application Session Context resource.

      type: object

      properties:

        ascReqData:

          $ref: '#/components/schemas/AppSessionContextReqData'

        ascRespData:

          $ref: '#/components/schemas/AppSessionContextRespData'

        evsNotif:

          $ref: '#/components/schemas/EventsNotification'

    AppSessionContextReqData:

      description: Identifies the service requirements of an Individual Application Session Context.

      type: object

      required:

        - notifUri

      properties:

        afAppId:

          $ref: '#/components/schemas/AfAppId'

        afChargId:

          $ref: '#/components/schemas/AfChargingId'

        afRoutReq:

          $ref: '#/components/schemas/AfRoutingRequirement'

        aspId:

          $ref: '#/components/schemas/AspId'

        bdtRefId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/BdtReferenceId'

        dnn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        evSubsc:

          $ref: '#/components/schemas/EventsSubscReqData'

        medComponents:

          type: object

          additionalProperties:

            $ref: '#/components/schemas/MediaComponent'
        ipDomain:

          type: string
        notifUri:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        sliceInfo:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        sponId:

          $ref: '#/components/schemas/SponId'

        sponStatus:

          $ref: '#/components/schemas/SponsoringStatus'

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        ueIpv4:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        ueIpv6:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'

        ueMac:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Mac48'

    AppSessionContextRespData:

      description: Describes the authorization data of an Individual Application Session Context created by the PCF.

      type: object

      properties:

        servAuthInfo:

          $ref: '#/components/schemas/ServAuthInfo'

    AppSessionContextUpdateData:

      description: Identifies the modifications to an Individual Application Session Context and may include the modifications to the sub-resource Events Subscription.

      type: object

      properties:

        afAppId:

          $ref: '#/components/schemas/AfAppId'

        afRoutReq:

          $ref: '#/components/schemas/AfRoutingRequirement'

        aspId:

          $ref: '#/components/scemas/AspId'

        bdtRefId:

        $ref: 'TS29122_CommonData.yaml#/components/schemas/BdtReferenceId'

        evSubsc:

          $ref: '#/components/schemas/EventsSubscReqData'

        medComponents:

          type: object

          additionalProperties:

            $ref: '#/components/schemas/MediaComponent'

        sponId:

          $ref: '#/components/schemas/SponId'

        sponStatus:

          $ref: '#/components/schemas/SponsoringStatus'

    EventsSubscReqData:

      description: Identifies the events the application subscribes to.

      type: object

      required:

        - events

        - notifUri

      properties:

        events:

          type: array

          items:

            $ref: '#/components/schemas/AfEventSubscription'

        notifUri:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        reqAni:

          $ref: '#/components/schemas/RequiredAccessInfo'

        usgThres:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

    MediaComponent:

      description: Identifies a media component.

      type: object

      required:

        - medCompN

      properties:

        afAppId:

          $ref: '#/components/schemas/AfAppId'

        afRoutReq:

          $ref: '#/components/schemas/AfRoutingRequirement'

        codecs:

          type: array

          items:

            $ref: '#/components/schemas/CodecData'

        fStatus:

          $ref: '#/components/schemas/FlowStatus'

        marBwDl:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

        marBwUl:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

        medCompN:

          type: integer

        medSubComps:

          type: object

          additionalProperties:

            $ref: '#/components/schemas/MediaComponent'

        medType:

          $ref: '#/components/schemas/MediaType'

        mirBwDl:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

        mirBwUl:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

        resPrio:

          $ref: '#/components/schemas/ReservPriority'

    MediaSubComponent:

      description: Identifies a media subcomponent

      type: object

      required:

        - fNum

      properties:

        ethfDescs:

          type: array

          items:

            $ref: '#/components/schemas/EthFlowDescription'

        fNum:

          type: integer

        fDescs:

          type: array

          items:

            $ref: '#/components/schemas/FlowDescription'

        fStatus:

          $ref: '#/components/schemas/FlowStatus'

        marBwDl:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

        marBwUl:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

        tosTrCL:

          $ref: '#/components/schemas/ToSTrafficClass'

    EventsNotification:

      description: describes a notification of a matched event

      type: object

      required:

        - evSubsUri

        - evNotif

      properties:

        accessType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'

        anChargAddr:

          $ref: '#/components/schemas/AccessNetChargingAddress'

        anChargIds:

          type: array

          items:

            $ref: '#/components/schemas/AccessNetChargingIdentifier'

        anGwAddr:

          $ref: '#/components/schemas/AnGwAddress'

        evSubsUri:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        evNotif:

          type: array

          items:

            $ref: '#/components/schemas/AfEventNotification'

        netLocAccSupp:

          $ref: '#/components/schemas/NetLocAccSupp'

        plmnCcNc:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'

        plmnId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'

        ratType: 

          $ref: 'TS29571_CommonData.yaml#/components/schemas/ratType'

        ueLoc:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'

        ueLocTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        useTimeZone:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'

        usgRep:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/AccumulatedUsage'

    AfEventSubscription:

      description: describes the event information delivered in the subscription

      type: object

      required:

        - event

      properties:

        dnaiChgType:

          $ref: 'TS29508_CommonData.yam#/components/scemas/DnaiChangeType'

        event:

          $ref: '#/components/schemas/AfEvent'

        notifMethod:

          $ref: '#/components/schemas/AfNotifMethod'

    AfEventNotification:

      description: describes the event information delivered in the notification

      type: object

      required:

        - event

      properties:

        event:

          $ref: '#/components/schemas/AfEvent'

        flows:

          type: array

          items:

            $ref: '#/components/schemas/Flows'

        notifType:

          $ref: '#/components/schemas/QosNotifType'

    TerminationInfo:

      description: indicates the cause for requesting the deletion of the Individual Application Session Context resource

      type: object

      required:

        - termCause

        - resUri

      properties:

        termCause:

          $ref: '#/components/schemas/TerminationCause'

        resUri:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

    AfRoutingRequirement:

      description: describes the event information delivered in the subscription

      type: object

      properties:

        appReloc:

          type: boolean

        routeToLocs:

          type: array

          items:

            $ref: '#/components/schemas/RouteToLocation'

        spVal:

          $ref: '#/components/schemas/SpatialValidity'

        startTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        stopTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

    RouteToLocation:

      description: describes the route to an Application location

      type: object

      required:

        - dnai

      properties:

        dnai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'

        routeInfo:

          $ref: '#/components/schemas/RouteInformation'

        routeProfId:

          type: string

    RouteInformation:

      description: describes explicitly the route to an Application location

      type: object

      required:

        - ipv6Addr

        - portNumber

      properties:

        ipv6Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'

        portNumber:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'

    SpatialValidity:

      description: describes explicitly the route to an Application location

      type: object

      properties:

        praIds:

          type: array

          items:

            type: string

        praElements:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/PraElement'

    AccessNetChargingAddress:

      description: describes the network entity within the access network performing charging

      type: object

      properties:

        anChargIpv4Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        anChargIpv6Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'

    AccessNetChargingIdentifier:

      description: describes the access network charging identifier

      type: object

      properties:

        anChargIdValue:

          type: string

        flows:

          type: array

          items:

            $ref: '#/components/schemas/Flows'

    AnGwAddress:

      description: describes the address of the access network gateway control node

      type: object

      properties:

        anGwIpv4Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        anGwIpv6Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'

    Flows:

      description: Identifies the flows

      type: object

      properties:

        fNums:

          type: array

          items:

            type: integer

        medCompN:

          type: integer

    EthFlowDescription:

      description: Identifies an Ethernet flow

      type: object

      properties:

        destMacAddr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Mac48'

#          

        ethType:

          type: string

        fDesc:

          $ref: '#/components/schemas/FlowDescription'

        fDir:

          $ref: 'TS29512_CommonData.yaml#/components/schemas/FlowDirection'

        sourceMacAddr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Mac48'

        vlanTags:

          type: string

#

# SIMPLE DATA TYPES

#

    AfChargingId:

      description: Contains an AF application identifier.

      type: string

    AfAppId:

      description: Contains an AF application identifier.

      type: string

    AspId:

      description: Contains an identity of an application service provider.

      type: string

    CodecData:

      description: Contains codec related information.

      type: string

    FlowDescription:

      description: Defines a packet filter of an IP flow.

      type: string

    NetLocAccSupp:

      description: Indication of whether the access network suports access network information reporting.

      type: boolean

    SponId:

      description: Contains an identity of a sponsor.

      type: string

#

# ENUMERATIONS DATA TYPES

#

    MediaType:

      anyOf:

        - type: string

          enum:

            - AUDIO

            - VIDEO

            - DATA

            - APPLICATION

            - CONTROL

            - TEXT

            - MESSAGE

            - OTHER

        - type: string

#

    ReservPriority:

      anyOf:

        - type: string

          enum:

            - PRIO_1

            - PRIO_2

            - PRIO_3

            - PRIO_4

            - PRIO_5

            - PRIO_6

            - PRIO_7

            - PRIO_8

            - PRIO_9

            - PRIO_10

            - PRIO_11

            - PRIO_12

            - PRIO_13

            - PRIO_14

            - PRIO_15

            - PRIO_16

        - type: string

#        

    ServAuthInfo:

      anyOf:

      - type: string

        enum:

          - TP_NOT_KNOWN

          - TP_EXPIRED

          - TP_NOT_YET_OCURRED

          - UNAUTH_TRAFFIC_ROUTING_REQ
      - type: string

#      

    SponsoringStatus:

      anyOf:

      - type: string

        enum:

          - SPONSOR_DISABLED

          - SPONSOR_ENABLED

      - type: string

#        

    AfEvent:

      anyOf:

      - type: string

        enum:

          - ACTIVITY

          - ANI_REPORT

          - CHARGING_CORRELATION

          - DNAI_CHG

          - FAILED_RESOURCES_ALLOCATION

          - PLMN_CHG

          - QOS_NOTIFICATION_CONTROL

          - ROUT_REQ_STATUS_CHG
          - USAGE_REPORT

      - type: string

#        

    AfNotifMethod:

      anyOf:

      - type: string

        enum:

          - EVENT_DETECTION

          - ONE_TIME

      - type: string

#        

    QosNotifType:

      anyOf:

      - type: string

        enum:

          - FULFILLED

          - NOT_FULFILLED

      - type: string

#        

    TerminationCause:

      anyOf:

      - type: string

        enum:

          - ALL_SDF_DEACTIVATION

          - PDU_SESSION_TERMINATION

      - type: string

#        

    RequiredAccessInfo:

      anyOf:

      - type: string

        enum:

          - USER_LOCATION

          - MS_TIME_ZONE

      - type: string

# Additional types FFS

    FlowStatus:

      type: string

    ToSTrafficClass:

      type: string

*** End of Changes ***
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