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*** 1st Change ***

4.2.2.2
SMPolicyControl_Create
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Figure 4.2.2.2-1: SMPolicyControl_Create

When the SMF receives the Nsmf_PDUSession_CreateSMContext Request as defined in subclause 5.2.2.2 of 3GPP TS 29.502 [2], if the SMF is being requested via Nsmf_PDUSession_CreateSMContext Request not to interact with the PCF, the SMF shall not interact with the PCF; otherwise, the SMF shall send the POST method as step 1of the figure 4.2.2.2-1 to request to create an "Individual SM Policy".

NOTE 1:
The decision to not interact with PCF applies for the life time of the PDU session.

NOTE 2:
The indicator to not interact with PCF is configured in the UDR. It is delivered to the SMF within the Charging Characteristics. The indicator is operator specific, therefore it can only be used in non-roaming and home routed roaming cases.

The SMF shall include smPolicyContextData in the payload body of the HTTP POST to request a creation of representation of the "Individual SM Policy" resource. The "Individual SM Policy" resource is created as described below.
The SMF shall include (if available) in "smPolicyContextData":

-
SUPI of the user within the "supi" attribute;
-
PDU Session Id within the "pduSessionId" attribute;
-
DNN within the "dnn" attribute;
-
URL identifying the recipient of SM policies update notification within the "smPoliciesUpdateNotificationUrl" attribute;
-
PEI within the "pei" attribute;
-
type of access within the "accessType" attribute;
-
type of the radio access technology within the "ratType" attribute;
-
the UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "ipv6AddressPrefix" attribute;
-
the UE time zone information within "ueTimeZone" attribute;
-
subscribed Session-AMBR within "subscribedSessionAmbr" attribute;
-
subscribed Default QoS Information within "subscribedDefaultQoSInformation" attribute;
-
user location information within the "userLocationInformation" attribute; and

-
identifier of the serving network within the "servingNetwork" attribute.
Editor's note:
Other information included in the POST message is FFS.
When the PCF receives the HTTP POST request from the SMF, the PCF shall make an authorization based on the information received from the SMF and, if available, AMF, CHF, AF, UDR, NWDAF and operator policy pre-configured at the PCF. If the authorization is successful, the PCF shall create a new resource, which represents "Individual SM Policy", addressed by a URI as defined in subclause 5.3.3.2 and contains a PCF created resource identifier. The PCF shall respond to the SMF with a 201 Created message, including:

-
Location header field containing the URI for the created resource; and

-
a response body providing session management related policies; and
-
(optionally also containing policy control request triggers) encoded within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.

The SMF shall use the URI received in the Location header in subsequent requests to the PCF to refer to the "Individual SM Policy".

If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7.
If the user information received within the "supi" attribute is unknown, the PCF shall  reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "USER_UNKNOWN". 
If the PCF is, due to incomplete, erroneous or missing information (e.g. QoS,  RAT type, subscriber information) not able to provision a policy decision as response to the request for PCC rules by the SMF, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_INITIAL_PARAMETERS". 
If the SMF receives HTTP response with these codes, the SMF shall reject the PDU session establishment that initiated the HTTP POST Request. 
*** End of Changes ***
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