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*** 1st Change ***

4.3.1
SCEF

The SCEF is a functional element, which provides a means to securely expose the services and capabilities provided by 3GPP network interfaces. The SCEF provides access to network capabilities through homogenous application programming interfaces.

Individual instances of SCEF may vary depending on what service capabilities are exposed and what API features are supported.
The SCEF shall protect the other PLMN entities (e.g. HSS, MME) from requests exceeding the permission arranged in the SLA with the third-party service provider.

When needed, the SCEF supports mapping between information exchanged with SCS/AS (e.g. geographical identifiers) and information exchanged with internal PLMN functions (e.g. cell-Id, eNB-Id, TAI, MBMS SAI etc.). This mapping is assumed to be provided by the SCEF based on local configuration data.
*** 2nd Change ***

5.2.1.3.2
Simple data types

The reused datatypes defined in OpenAPI Specification [27] listed in table 5.2.1.3.2-1 and the simple data types defined in table 5.2.1.3.2-2 apply to several T8 APIs.

Table 5.2.1.3.2-1: Reused OpenAPI data types

	Type name
	Description

	boolean
	As defined in OpenAPI Specification [27], i.e. either value "true" or value "false" as defined in IETF RFC 7159 [5].

	integer
	As defined in OpenAPI Specification [27].

	number
	As defined in OpenAPI Specification [27].

	string
	As defined in OpenAPI Specification [27].

	NOTE:
Data type names defined in OpenAPI Specification [27] do not follow the convention to start with capital letters otherwise used in this specification.


Table 5.2.1.3.2-2: Simple data types applicable to several APIs

	Type name
	Description

	Bandwidth
	integer indicating a bandwidth in bits per second.

	BdtReferenceId
	string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

	Binary
	string with format "binary" as defined in OpenAPI Specification [27].

	Bytes
	String with format "byte" as defined in OpenAPI Specification [27], i.e, base64-encoded characters,

	DayOfWeek
	integer between and including 1 and 7 denoting a weekday. "1" shall indicate "Monday", and the subsequent weekdays shall be indicated with the next higher numbers. "7" shall indicate "Sunday".

	DateTime
	string with format "date-time" as defined in OpenAPI Specification [27].

	DurationSec
	Unsigned integer identifying a period of time in units of seconds. In an OpenAPI Specification [27] schema, the format shall be designated as "DurationSec"..

	DurationMin
	Unsigned integer identifying a period of time in units of minutes. In an OpenAPI Specification [27] schema, the format shall be designated as "DurationMin".

	ExternalId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	Ipv4Addr
	string identifying a IPv4 address formatted in the "dotted decimal" notation as defined in IETF RFC 1166 [28]. In an OpenAPI Specification [27] schema, the format shall be designated as "Ipv4Addr".

	Ipv6Addr
	string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used. In an OpenAPI Specification [27] schema, the format shall be designated as "Ipv6Addr".

	Link
	string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

	Mcc
	String encoding a Mobile Country Code part of the PLMN, comprising 3 digits, as defined in 3GPP TS 38.413 [11]. In an OpenAPI Specification [27] schema, the format shall be designated as "Mcc".

	Mnc
	String encoding a Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined in 3GPP TS 38.413 [11]. In an OpenAPI Specification [27] schema, the format shall be designated as "Mnc".

	Msisdn
	string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an MSISDN.

	Port
	Unsigned integer with valid values between 0 and 65535.

	ResourceId
	string chosen by the SCEF to serve as identifier in a resource URI.

	ScsAsId
	string that identifies an SCS/AS.

	TimeOfDay
	String with format "partial-time" or "full-time" as defined in subclause 5.6 of IETF RFC 3339 [15]. In an OpenAPI Specification [27] schema, the format shall be designated as "TimeOfDay".

Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).

	Uri
	string providing an URI formatted according to IETF RFC 3986 [7]. In an OpenAPI Specification [27] schema, the format shall be designated as "Uri".

	Volume
	Unsigned integer identifying a volume in units of bytes.


*** 3rd Change ***

5.2.9.3
Structured data types
The OpenAPI file shall contain a definition in the components/schemas section defining a schema with the name of the structured data type as key.

The schema shall contain:

-
"type: object";

-
If any attributes in the structured data type are marked as mandatory via a minimum cardinality greater than "0", a "required" keyword listing those attributes;

-
A "properties" keyword containing for each attribute in the structured data type an entry with the attribute name as key and;

1.
if the data type is "<type>"

a.
if the data type of the attribute is "string", "number", "integer", or "boolean", a type definition using that data type as value ("type: <data type>"); or

b.
otherwise a reference to the data type schema for the data type <data type> of the attribute, i.e. "$ref: '#/components/schemas/<data type>'" if that data type schema is contained in the same OpenAPI file and "$ref: '<filename>#/components/schemas/<data type>'" if that data type schema is contained in file <filename> in the same directory on the same server.

2.
if the data type is "array(<type>)":

a.
a type definition "type: array";

b.
an "items:" definition containing

i).
if the data type of the attribute is "string", "number", "integer", or "boolean", a type definition using that data type as value ("type: <data type>"); or

ii).
otherwise a reference to the data type schema for the data type <data type> of the attribute, i.e. "$ref: '#/components/schemas/<data type>'" if that data type schema is contained in the same OpenAPI file and "$ref: '<filename>#/components/schemas/<data type>'" if that data type schema is contained in file <filename> in the same directory on the same server.

c.
if the cardinality contained an integer value <m> as lower boundary, "minItems: <m>"; and

d.
if the cardinality contained an integer value <n> as upper boundary, "maxItems: <n>"; 

3.
if the data type is "map(<type>)";

a.
a type definition "type: object"; and

b.
an "additionalProperties:" definition containing

i).
if the data type of the attribute is "string", "number", "integer", or "boolean", a type definition using that data type as value ("type: <data type>"); or

ii).
otherwise a reference to the data type schema for the data type <data type> of the attribute, i.e. "$ref: '#/components/schemas/<data type>'" if that data type schema is contained in the same OpenAPI file and "$ref: '<filename>#/components/schemas/<data type>'" if that data type schema is contained in file <filename> in the same directory on the same server.

c.
if the cardinality contained an integer value <m> as lower boundary, "min Properties: <m>"; and

d.
if the cardinality contained an integer value <n> as upper boundary, "max Properties: <n>";

4.
"description: <description>", where <description> is the description of the attribute in the table defining the structured data type.

NOTE:
An omission of the "minProperties", and "maxProperties" keywords indicates that no lower or upper boundaries respectively, for the number of properties in an object are defined. An omission of the "minItems", and "maxItems" keywords indicates that no lower or upper boundaries, respectively, for the number of items in an array are defined.
Example: 

Table 5.2.9.3-1: Definition of type ExampleStructuredType

	Attribute name
	Data type
	Cardinality
	Description

	exSimple
	ExSimple
	1
	exSimple attribute description

	exArrayElements
	array(string)
	0..10
	exArrayElements attribute description

	exMapElements
	map(ExStructure)
	1..N
	exMapElements attribute description


The data structure in table 5.2.9.3-1 is described in an OpenAPI file as follows:
components:

  schemas:

    ExampleStructuredType:

      type: object

      required:

        - exSimple

        - exMapElements

      properties:

        exSimple:

          $ref: '#/components/schemas/ExSimple'

          description: exSimple attribute description
        exArrayElements:

          type: array

          items:

            type: string

          minItems: 0

          maxItems: 10

          description: exArrayElements attribute description
        exMapElements:

          type: object

          additionalProperties:

            $ref: '#/components/schemas/ExStructure'

          minProperties: 1

          description: exMapElements attribute description

*** 4th Change ***

5.2.9.9
Describing the body of HTTP PATCH requests

In the OpenAPI file, the content field key of the Request Body Object shall contain "application/merge-patch+json". The content field value is a Media Type Object identifying the applicable patch body Schema Object. The patch body Schema Object may contain structured data types derived from the data types used in the schema to describe a complete representation of the resource in such a manner that attributes that are allowed to be modified are listed in the "properties" validation keyword. 

NOTE 1:
A derived structured data type is beneficial if the data types used to describe a complete representation of the resource contains mandatory attributes, if attributes are allowed to be removed by the PATCH operation, or if a checking by the OpenAPI tooling that only allowed modifications are done via the "additionalProperties: false" keyword is desired. It also provides a clear description in the OpenAPI file to developers which modifications need to be supported.

As an alternative, the data types used in the schema to describe a complete representation of the resource may be used if any attributes that are allowed to be removed are marked as "nullable: true" in that schema.

Any attributes that are allowed to be removed shall be marked as "nullable: true" in the patch body Schema Object.

The "additionalProperties: false" keyword may be set.

NOTE 2:
The "additionalProperties: false" keyword enables the OpenAPI tooling to check that only allowed modifications are done. Extensions of the object in future releases are still possible under the assumption that the supported features mechanism is used to negotiate the usage of any new attribute prior to the PATCH invocation. If new optional attributes are expected to be introduced without corresponding supported feature or if PATCH can be used as first operation in an API, the usage of the "additionalProperties: false" keyword is not appropriate.

*** 5th Change ***

5.2.9.10
Error Responses
As described in subclause 5.2.6, T8 APIs use valid HTTP response codes as error codes in HTTP responses and may include a "ProblemDetails" data structure specified in subclause 5.2.1.2.12 or an application-specific data structure.

Subclause 5.2.6 specifies HTTP status code per HTTP method. OpenAPI files should include at least the status codes in that table.

For the purpose of referencing, HTTP error responses with "ProblemDetails" data structure are specified as part of the CommonData OpenAPI file in Annex A.2.

Example:

In the example below, the 400, and 500 and default error response descriptions are referenced.

paths:

  /users:

    get:

      responses:

        '200':

          content:

            application/json

              schema:

                $ref: '#/components/schemas/ExampleGetBody'

        '400':

          $ref: 'TS29122_CommonData.yaml#/components/responses/400'

        '500':

          $ref: 'TS29122_CommonData.yaml#/components/responses/500'

        default:

          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

The following definitions provided in Annex A.2 are used in that example:

components:

  responses:

    '400':

      description: Bad request

      content:

        application/problem+json:

          schema:

            $ref: '#/components/schemas/ProblemDetails'

    '500':

      description: Internal Server Error

      content:

        application/problem+json:

          schema:

            $ref: '#/components/schemas/ProblemDetails'

    default:

      description: Generic Error

*** 6th Change ***

5.2.9.11
Enumerations
For enumerations, the OpenAPI file shall contain a definition in the components/schemas section defining a schema with the name of the enumeration as key.

The schema

-
shall contain the "anyOf" keyword listing as alternatives:

1.
the "type: string" keyword and the "enum" keyword with a list of all defined values for the enumeration; and

2.
the "type: string" keyword and the "description" keyword with a description stating that the string is only provided for extensibility and is not used to encode contents defined in the present version of the specification. and

-
may contain a description listing the defined values of the enumeration together with explanations of those values.

NOTE:
The "enum" keyword restricts the permissible values of the string to the enumerated ones. This can lead to extensibility problems when new values need to be introduced.
Example:

Table 5.2.9.11-1: Enumeration ExampleEnumeration

	Enumeration value
	Description
	Applicability

	One
	Value One description
	

	Two
	Value Two description
	


The data structure in table 5.2.9.11-1 is described in an OpenAPI file as follows:
components:

  schemas:

    ExampleEnumeration:

      anyOf:

      - type: string

        enum:

          - One

          - Two

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - One: Value One description

        - Two: Value Two description

*** 7th Change ***

5.6.3.1
General

All resource URIs of this API should have the following root:

{apiRoot}/3gpp-nidd/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp-nidd" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.

The following resources and HTTP methods are supported for this API:

Table 5.6.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method
	HTTP initiator
	Meaning

	NIDD configurations
	3gpp-nidd/v1/{scsAsId}/configurations
	GET
	SCS/AS
	Read all NIDD configuration resources for a given SCS/AS 

	
	
	POST
	SCS/AS
	Create a new NIDD configuration resource.

	Individual NIDD configuration
	3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}
	PATCH
	SCS/AS
	Modify an existing NIDD configuration resource

	
	
	GET
	SCS/AS
	Read an NIDD configuration resource

	
	
	DELETE
	SCS/AS
	Delete an existing NIDD configuration resource

	NIDD downlink data deliveries
	3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/downlink-data-deliveries
	GET
	SCS/AS
	Read all pending NIDD downlink data delivery resources related to a particular NIDD configuration resource.

	
	
	POST
	SCS/AS
	Create an NIDD downlink data delivery resource related to a particular NIDD configuration resource.

	Individual NIDD downlink data delivery
	3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/downlink-data-deliveries/{downlinkDataDeliveryId}
	POST
	SCS/AS
	Create a new NIDD downlink data delivery resource

	
	
	PUT
	SCS/AS
	Replace an NIDD downlink data delivery resource. 

	
	
	DELETE
	SCS/AS
	Delete an NIDD downlink data delivery resource.

	
	
	GET
	SCS/AS
	Read pending NIDD downlink data delivery resource

	NIDD Configuration Update Notification
	{notification_uri}
	POST
	SCEF
	Send notifications about the status of an NIDD configuration to the SCS/AS.

	NIDD Downlink Data Delivery Status Notification
	{notification_uri}
	POST
	SCEF
	Report a specific NIDD downlink data delivery result to the SCS/AS.

	NIDD Uplink Data Notification
	{notification_uri}
	POST
	SCEF
	Send an uplink non-IP data notification from the SCEF to the SCS/AS.

	Group Message Delivery via  NIDD
	3gpp-nidd/v1/{scsAsId}/gmd-nidd
	POST
	SCS/AS
	Send a group message delivery request to the SCEF for the SCS/AS.


*** 8th Change ***

5.13.2.1.2
Type: NpConfiguration

This type represents a configuration of network parameters. The same structure is used in the configuration request and response.

Table 5.13.2.1.2-1: Definition of type NpConfiguration

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 2)

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of NpConfiguration type
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	externalId
	ExternalId
	0..1
	Identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	maximumLatency
	DurationSec
	0..1
	This parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	

	maximumResponseTime
	DurationSec
	0..1
	This parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	

	suggestedNumberOfDlPackets
	integer
	0..1
	This parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	

	groupReportingGuardTime
	DurationSec
	0..1
	Identifies the time for which the SCEF can aggregate the reports detected by the UEs in a group and report them together to the SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination where T8 notification requests shall be delivered. The attribute shall be provided if the attribute "externalGroupId" is provided.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
The attribute may only be provided if the attribute "externalGroupId" is provided.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
The attribute may only be provided if the attribute "externalGroupId" is provided.
	Notification_websocket

	NOTE 1:
Only one of the properties "externalId", "msisdn" or "externalGroupId" shall be included.

NOTE 2:
Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 9th Change ***

5.15.3.2
MSISDN-less MO SMS Notification

5.15.3.2.1
Introduction

This resource allows the SCEF to deliver a received MSIDN-less MO SMS to the SCS/AS. 

5.15.3.2.2
Resource definition

Resource URI: {notificationDestination}

This resource shall support the resource URI variables defined in table 5.15.3.2.2-1.

Table 5.15.3.2.2-1: Resource URI variables for resource "MSISDN-less MO SMS Notification"
	Name
	Definition

	notificationDestination
	A URI indicating the notification destination where T8 notification requests shall be delivered to.
This URI shall be preconfigured in the SCEF.


5.15.3.2.3
Resource methods

5.15.3.2.3.1
Notification via POST

The HTTP POST method delivers a received MSISDN-less MO SMS. The SCEF shall initiate the HTTP POST request message and the SCS/AS shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.15.3.2.3.1-1 and table 5.15.3.2.3.1-2.

Table 5.15.3.2.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.15.3.2.3.1-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MsisdnLessMoSmsNotification
	1
	The MSISDN-less MO SMS.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MsisdnLessMoSmsNotificationReply
	
	200 OK
	The MSISDN-less MO SMS is received successfully.

	NOTE:
In addition to the above response codes, the SCS/AS can also send the HTTP response codes in table 5.2.6-1.


*** End of Changes ***

