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*** 1st Change ***

8.4.4.2.5
Type: OnboardingInformation

Table 8.4.4.2.5-1: Definition of type OnboardingInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	apiInvokerOnboardingCredentials
	string
	O
	0..1
	Credential received from the service provider such as a Base64 encoded OAuth Access Token or a password etc.
	

	apiInvokerPublicKey
	string
	M
	1
	Public Key of API Invoker
	

	apiInvokerCertificate
	string
	O
	0..1
	API invoker’s generic client certificate
	


*** End of Changes ***

