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Proposed changes:

*** 1st Change ***

9.1
AEF_Authentication_API

*** 2nd Change ***

9.1.2.1
Overview
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Figure 9.1.2.1-1: Resource URI structure of the API_Invoker_Authentication_API

Table 9.1.2.1-1 provides an overview of the resources and applicable HTTP methods.

Table 9.1.2.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	API invoker authentication profiles

	{apiRoot}
/api-invoker-authentication/v1
/authProfiles
	GET
	Checks if the API exposing function has credentials for API invoker authentication

	

	


	
	


*** 3rd Change ***

9.1.2.2.1
Description

The API invoker authentication profiles represents all the authentication profiles of different API invokers available at the API exposing function.
*** 4th Change ***

9.1.2.2.3.1
GET
This method shall support the URI query parameters specified in table 9.1.2.2.3.1-1.

Table 9.1.2.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	apiInvokerId
	string
	M
	1
	API invoker ID assigned by the CAPIF core function to the API invoker while on-boarding the API invoker.


This method shall support the request data structures specified in table 9.1.2.2.3.1-2 and the response data structures and response codes specified in table 9.1.2.2.3.1-3.

Table 9.1.2.2.3.1-2: Data structures supported by the GET Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 9.1.2.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	APIInvokerDetails
	M 
	1
	200 OK
	API exposing function ensures that the authentication profile is available and it is ready for authentication of the API invoker.


*** 5th Change ***

9.1.4.2.2
Type: APIInvokerDetails
Table 9.1.4.2.2-1: Definition of type APIInvokerDetails
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	apiInvokerId
	string
	M
	1
	API invoker ID assigned by the CAPIF core function to the API invoker while on-boarding the API invoker.
	

	readyForAuth
	boolean
	M
	1
	True indicates that the API exposing function has the required authentication credentials. False indicates it does not.
	

	remarks
	string
	O
	0..1
	Text describing the problem if the API exposing function was unable to retrieve the required credentials.
	



*** End of Changes ***
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