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*** 1st Change ***

4.2.4.x
UE initiates a resource modification support
In the case that the UE initiates a resource modification procedure, the SMF shall within the SmPolicyUpdateContextData  data structure include the "RES_MO_RE" within the "repPolicyCtrlReqTriggers" attribute and shall include the UE request of specific QoS handling for selected SDF within the "ueInitResReq" attribute. Within the UeInitResReq data structure, the SMF shall included the  "packetFilterOperation" attribute, "packetFilterInfo" attribute and "reqQos" attribute if applicable as follows:

-
When the UE requests to add filters, the SMF shall include the "packetFilterOperation" attribute set to "ADDITION", the "packetFilterInfo" attribute and "reqQos" attribute containing the requested QoS for the new packet filters. Each PacketFilterInfo instance shall contain one packet filters requested for addition; 
-
When the UE requests to modify existing packet filter the SMF shall include the "packetFilterOperation" attribute set to "MODIFICATION" and the "packetFilterInfo" attribute. Each PacketFilterInfo instance shall contain one packet filters requested for modification and correspdong packet filter identifier assigned by the PCF during the procedure for addition within the "packetFilterId" attribute. If the UE request includes modified QoS information the SMF shall also include the "reqQos" attribute to indicate the updated QoS for the affected PCC rule(s).
-
When the UE requests to modify the QoS associated with existing packet filter(s), without modifying the filter(s), the SMF shall include "packetFilterOperation" attribute to "MODIFICATION", the "packetFilterInfo" attribute and the updated QoS for the affected PCC rules(s) within the "reqQos" attribute. Each PacketFilterInfo shall include the affected packet filter identifier assigned by the PCF during the procedure for addition within the "packetFilterId" attribute.
-
When the UE requests to delete existing packet filter the SMF shall include the "packetFilterOperation" attribute set to "DELETION", the "packetFilterInfo" attribute and the updated QoS for the affected PCC rules(s) within the "reqQos" attribute. Each PacekFilterInfo shall include the removed packet fitler identifier assigned by the PCF during the procedure for addition within the "packetFilterId" attribute.
The SMF shall calculate the requested GBR, for a GBR QCI, as the sum of the previously authorized GBR for the set of affected PCC rules, containing one or more affected packet filter, adjusted with the difference between the requested GBR for the QoS flow and previously negotiated GBR for the QoS flow. For the UE request to add filters, the GBR as requested by the UE for those filters shall be used.

If the request covers all the PCC rules with a QoS flow binding to the same QoS flow, then the SMF may request a change to the 5QI for existing packet filters.
For the purpose of adding or modifying a packet filter, within each PacketFilterInfo instance, the SMF shall include the packet filter precedence information within the "precedence" attribute and the "packetFilterContent" attribute, "tosTrafficClass" attribute, "spi" attribute,  "flowLabel" attribute and "flowDirection" attribute set to the value(s) describing the packet filter provided by the UE.
NOTE:
The UE signalling with the network is governed by the applicable NAS signalling TS. The NAS 3GPP TS for a specific access may restrict the UE possibilities to make requests compared to what is stated above.
If the PCF detects that the packet filters in the request for new PCC rules received from the SMF is covered by the packet filters of outstanding PCC rules that the PCF is provisioning to the SMF, the PCRF may reject the request and indicate the casue for the rejection including the "cause" attribute set to "ERROR_CONFLICTING_REQUEST" in an HTTP "403 Forbidden" response message. If the SMF receives a response message with this code, the SMF shall reject the PDU session modification that initiated the HTTP request.
If the PCF does not accept one or more of the traffic mapping filters provided by the SMF in an HTTP Request (e.g. because the PCF does not allow the UE to request enhanced QoS for services not known to the PCF), the PCF shall reject the request and indicate the cause for the rejection including the "cause" attribute set to "ERROR_TRAFFIC_MAPPING_INFO_REJECTED" in an HTTP "403 Forbidden" response message. If the SMF receives an HTTP response with this code, the SMF shall reject the PDU session modification that initiated the HTTP request.
The PCF shall not combine a rejection with provisioning of PCC rule operations in the same HTTP response.
*** Next Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AccuUsageReport
	5.6.2.18
	
	

	ChargingData
	5.6.2.11
	Contains charging related parameters. Inherits all parameters from DecisionData.
	

	ChargingInformation
	5.6.2.17
	
	

	ConditionData
	5.6.2.9
	Contains conditions for applicability of a rule.
	

	FlowDirection
	5.6.3.3
	
	

	FlowInformation
	5.6.2.14
	Contains the flow information.
	

	FlowStatus
	FFS
	Indicates the flow status.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	PacketFilterInfo
	5.6.2.y
	Contains the information from a single packet filter sent from the SMF to the PCF.
	

	PacketFilterOperation
	5.6.3.x
	Indicates a UE initiated resource operation that causes a request for PCC rules.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	PolicyControlRequestTrigger
	5.6.3.6
	
	

	QosCharacteristics
	5.6.2.16
	Contains QoS characteristics for a non standard 5QI.
	

	QoSData
	5.6.2.8
	Contains the QoS parameters.
	

	RedirectAddressType
	FFS
	Indicates the redirect address type.
	

	RedirectInformation
	5.6.2.13
	Contains the redirect information.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	ReqQos
	5.6.2.z
	Contans the QoS information requested by the UE
	

	RequestedRuleData
	5.6.2.24
	Contains rule data requested by the PCF to receive information associated with PCC rules. 
	

	RequestedRuleDataType
	5.6.3.7
	Contains the type of rule data requested by the PCF. 
	

	RequestedUsageData
	5.6.2.25
	Contains usage data requested by the PCF requesting usage reports for the corresponding usage monitoring data instances. 
	

	SessionRule
	5.6.2.7
	Contains session level policy information.
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyContextData
	5.6.2.3
	Contains the parameters to create individual SM policy resource.
	

	SmPolicyDecision
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyNotification
	5.6.2.5
	Contains the update of the SM policies
	

	SmPolicyDeleteData
	5.6.2.15
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted.
	

	SmPolicyUpdateContextData
	5.6.2.19
	
	

	TerminationNotification
	5.6.2.21
	Termination Notification
	

	TrafficControlData
	5.6.2.10
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc). Inherits all parameters from DecisionData.
	

	UeInitResReq
	5.6.2.x
	Indicates a UE requests specific QoS handling for selected SDF.
	

	UsageMonitoringData
	5.6.2.12
	Contains usage monitoring related control information. Inherits all parameters from DecisionData.
	


Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	5qi
	3GPP TS 29.571 [11]
	Unsigned integer representing a 5G QoS Identifier (see subclause 5.7.2.1 of 3GPP TS 23.501 [8]), within the range 0 to 255. In an OpenAPI Specification [3] schema, the format shall be designated as "5qi".
	

	5qiPriorityLevel
	3GPP TS 29.571 [11]
	Unsigned integer indicating the 5QI Priority Level (see subclauses 5.7.3.3 and 5.7.4 of 3GPP TS 23.501 [8]), within the range 1 to 127.

Values are ordered in decreasing order of priority, i.e. with 1 as the highest priority and 127 as the lowest priority.

In an OpenAPI Specification [3] schema, the format shall be designated as "5qiPriorityLevel".
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	AfSignallingProtocol
	FFS
	
	

	Ambr
	3GPP TS 29.571 [11]
	Session AMBR
	

	AverWindow
	3GPP TS 29.571 [11]
	Averaging Window
	

	BitRate
	3GPP TS 29.571 [11]
	String representing a bit rate that shall be formatted as follows:

pattern: "^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$"

Examples: 

"125 Mbps", "0.125 Gbps", "125000 Kbps"

In an OpenAPI Specification [3] schema, the format shall be designated as "BitRate".
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	DefaultQosInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	DurationSec
	3GPP TS 29.571 [11]
	Identifies a period of time in units of seconds.
	

	Ipv4Addr
	3GPP TS 29.571 [11] 
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	MaxDataBurstVol
	3GPP TS 29.571 [11]
	Maximum Data Burst Volume
	

	NetworkId
	3GPP TS 29.571 [11]
	The identification of the Network.
	

	PacketDelBudget
	3GPP TS 29.571 [11]
	Packet Delay Budget
	

	PacketErrRate
	3GPP TS 29.571 [11]
	Packet Error Rate
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	ResourceType(FFS)
	3GPP TS 29.571 [11]
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	

	Supi
	3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	Uri
	3GPP TS 29.571 [11]
	
	

	UserLocation
	3GPP TS 29.571 [11]
	
	


*** Next Change ***

5.6.2.19
Type SmPolicyUpdateContextData
Table 5.6.2.19-1: Definition of type SmPolicyUpdateContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	repPolicyCtrlReqTriggers
	array(PolicyControlRequestTrigger)
	M
	1..N
	The policy control reqeust trigges which are met.
	

	accNetChId
	AccNetChId
	O
	0..1
	Indicates the access network charging identifier for the PCC rule(s) or whole PDU session.
	

	accessType
	AccessType
	O
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	O
	0..1
	The RAT Type where the served UE is camping.
	

	servingNetwork
	NetworkId
	O
	0..1
	The serving network where the served UE is camping.
	

	userLocationInformation
	UserLocation
	O
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	O
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	O
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	relIpv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	Indicates the released IPv6 Address Prefix of the served UE in multi-homing case.
	

	subscribedSessionAmbr
	Ambr
	O
	0..1
	Subscribed Session-AMBR.
	

	subscribedDefaultQosInformation
	DefaultQosInformation
	O
	0..1
	Subscribed Default QoS Information.
	

	accuUsageReports
	array(AccuUsageReport)
	O
	0..N
	Accumulate usage report.
	

	3gppPsDataOffStatus
	boolean
	O
	0..1
	If it is included and set to true, the 3GPP PS Data Off is activated by the UE.
	

	appDetectionInfos
	array(AppDetectionInfo)
	O
	0..N
	Reports the start/stop of the application traffic and detected SDF descriptions if applicable.
	ADC

	ueInitResReq
	UeInitResReq
	O
	0..1
	Indicates a UE requests specific QoS handling for selected SDF.
	


*** Next Change ***

5.6.2.x
Type UeInitResReq
Table 5.6.2.x-1: UeInitResReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	packetFilterOperation
	PacketFilterOperation
	M
	1
	Indicates a UE requests specific QoS handling for selected SDF
	

	packetFilterInfo
	array(PacketFilterInfo)
	M
	1..N
	Contains the information from a single packet filter sent from the SMF to the PCF.
	

	reqQos
	ReqQoS
	O
	0..N
	Contans the QoS information requested by the UE
	


*** Next Change ***

5.6.2.y
Type PacketFilterInfo
Table 5.6.2.y-1: PacketFilterInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	packetFilterId
	string
	O
	0..1
	An identifier of packet filter.
	

	precedence
	integer
	O
	0..1
	The requested order for the PCC rule generated fromt the packet fitler information.
	

	packetFilterContent
	PacketFilterContent
	O
	0..1
	Contains the content of the packet filter as requested by the UE and required by the PCF to create the PCC rules.
	

	tosTrafficClass
	string
	O
	0..1
	Contains the Ipv4 Type-of-Service and mask field or the Ipv6 Traffic-Class field and mask field.
	

	spi
	string
	O
	0..1
	The security parameter index of the IPSec packet.
	

	flowLabel
	string
	O
	0..1
	The Ipv6 flow label header field.
	

	flowDirection
	FlowDirection
	O
	0..1
	Indicates the direction/directions that a filter is applicable, downlink only, uplink only or both down- and uplink (bidirectional).
	


*** Next Change ***

5.6.2.z
ReqQos
Table 5.6.2.z-1: ReqQos
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	5qi
	5qi
	M
	1
	Identifier for the authorized QoS parameters for the service data flow.
	

	gbrUl
	BitRate
	O
	0..1
	Indicates the guaranteed bandwidth in uplink requested by the UE.
	

	gbrDL
	BitRate
	O
	0..1
	Indicates the max guaranteed in downlink requested by the UE.
	


*** Next Change ***

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported. For additional simple data types see 3GPP TS 29.571 [11].
Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	ArpPriorityLevel
	integer
	Unsigned integer indicating the ARP Priority Level (see subclause 5.7.2.2 of 3GPP TS 23.501 [8]), within the range 1 to 15.

Values are ordered in decreasing order of priority, i.e. with 1 as the highest priority and 15 as the lowest priority.

In an OpenAPI Specification [3] schema, the format shall be designated as "ArpPriorityLevel".
	

	PacketFilterContent
	string
	Defines a packet filter for an IP flow.

Refer to subclause 5.3.54 of 3GPP TS 29.212 [x] for encoding.
	

	PreEmpCap
	boolean
	Pre-emption-Capability where 0 indicates that assigned resources of another IP flow can be assigned to the P flow, while 1 indicates that assigned resources of other IP flows cannot be assigned to the IP flow.
	

	PreEmpVul
	boolean
	Pre-emption-Vulnerability where 0 indicates pre-emption on the IP flow cannot be done, while 1 indicates that pre-emption on the IP flow can be done.
	


*** Next Change ***

5.6.3.x
Enumeration: PacketFilterOperation
Table 5.6.3.x-1: Enumeration PacketFilterOperation
	Enumeration value
	Description
	Applicability

	DELETION
	Indicates that the resources reserved for the provided packet filter identifiers are to be deleted and are no longer used by the UE.
	

	ADDITION
	Indicates that the UE requests resources allocated for the provided packet filters.
	

	MODIFICATION
	Indicates that the reserved QoS, the filter, the precedence, or any of the fields for the provided packet filter identifiers are being modified.
	


*** End of Changes ***

