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*** 1st Change ***

5.3.2.3.1
POST

This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyContextData
	M
	1
	Parameters to create an individual SM policies resources.


Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	SMPolicyDecision
	M
	1
	201 Created
	An individual SM Policy resources for the SUPI and PDU session id are created successfully.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	(NOTE 2)

	NOTE 1: 
The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:
Failure cases are described in subclause 5.7.


*** Next Change ***

5.3.3.3.1
GET
This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	SmPolicyControl
	M
	1
	200 OK
	An individual SM Policy resources for the SUPI and PDU session id are returned successfully.

	
	
	
	
	

	NOTE: 
The mandatory HTTP error status codes for the GET method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



*** Next Change ***

5.3.3.4.2.2
Operation Definition

This custom operation deletes an individual SM Policy resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.2.2-1 and the response data structure and response codes specified in table 5.3.3.4.2.2-2.

Table 5.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyDeleteData
	O
	0..1
	Parameters to be sent by the SMF when the individual SM policy is deleted.


Table 5.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	This case represents a successful deletion of the individual SM policy resource.

	NOTE: 
The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.


*** Next Change ***

5.3.3.4.3.2
Operation Definition

This custom operation updates an individual SM Policy resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.3.2-1 and the response data structure and response codes specified in table 5.3.3.4.3.2-2.

Table 5.3.3.4.3.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyUpdateContextData 
	M
	1
	Parameters to be sent by the SMF when the individual SM policy is updated. It indicates the occurred changes.


Table 5.3.3.4.3.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	SmPolicyDecision
	M
	1
	200 OK
	An individual SM Policy resources is updated successfully. Response body includes the policy decision changes.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1: 
The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.

NOTE 2:
Failure cases are described in subclause 5.7.


*** Next Change ***

5.5.2
Policy Update Notification 
URI: {Notification URI}/update
The operation shall support the URI variables defined in table 5.5.4.2-1.

Table 5.3.4.2-1: URI variables 
	Name
	Definition

	NotificationUrl
	reference provided by the SMF during the initial retrieval of the SM Policies.


This method shall support the URI query parameters specified in table 5.5.2-2.

Table 5.3.4.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.5.2-3 and the response data structures and response codes specified in table 5.3.4.3.1-3.

Table 5.5.2-3: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyNotification
	M
	1
	Update the SM policies provided by the PCF


Table 5.5.2-4: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The SM policies are updated successfully.

	
	
	
	
	

	ProblemDetails
	O
	0..1
	500 Internal Server Error
	(NOTE 2)

	NOTE 1: 
The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.

NOTE 2:
Failure cases are described in subclause 5.7.



*** Next Change ***

5.7
Error handling

5.7.1
General

HTTP error handling shall be supported as specified in subclause 5.2.4 of 3GPP TS 29.500 [4].

For the Npcf_SMPolicyControl API, HTTP error responses shall be supported as specified in subclause 4.8 of 3GPP TS 29.501 [2]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4]. In addition, the requirements in the following subclauses shall apply.

5.7.2
Protocol Errors

In this Release of the specification, there are no additional protocol errors applicable for the Npcf_SMPolicyControl API.

5.7.3
Application Errors

The application errors defined for the Npcf_SMPolicyControl API are listed in table 5.7.3-1 and 5.7.3-2. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1 when PCF acts as a server. The SMF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-2 when SMF acts as a server.
Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	404 Not Found
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF.

	ERROR_INITIAL_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of session or subscriber information needed by the PCF for rule selection is incomplete or erroneous or not available for the decision to be made. (E.g. QoS, , RAT type, subscriber information)

	ERROR_TRIGGER_EVENT
	400 Bad Request
	The HTTP request is rejected because the set of session information sent the message originated due to a trigger been met is incoherent with the previous set of session information for the same session. (E.g. trigger met was RAT changed, and the RAT notified is the same as before)

	TRAFFIC_MAPPING_INFO_REJECTED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept one or more of the traffic mapping filters provided by the SMF in a PCC Request.

	ERROR_CONFLICTING_REQUEST
	403 Forbidden
	The HTTP request is rejected because the PCF cannot accept the UE-initiated resource request as a network-initiated resource allocation is already in progress that has packet filters that cover the packet filters in the received UE-initiated resource request. The SMF shall reject the attempt for UE-initiated resource request.


Table 5.7.3-2: Application errors when SMF acts as a server
	Application Error
	HTTP status code
	Description

	PCC_RULE_EVENT
	500 Internal Server Error
	The HTTP request is rejected because the PCC rules cannot be installed/activated. Affected PCC Rules will be provided in the "ruleReports" attribute including the reason and status as described in subclause 4.2,3.x. Absence of the "ruleReports" attribute means that all provided PCC rules for that specific session are affected. It is used to inform the PCF that the request failed, and should not be attempted again.

	PCC_QOS_FLOW_EVENT
	500 Internal Server Error
	The HTTP request is rejected because for some reason a PCC rule cannot be enforced or modified successfully in a network initiated procedure. Affected PCC Rules will be provided in the "ruleReports" attribute including the reason and status as described in subclause 4.2.3.x. Absence of the "ruleReports" attribute means that all provided PCC rules for that specific session are affected. It is used to inform the PCF that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future.


*** End of Changes ***

