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"10 - User-provided, verified and failed"; or


"11 - Network provided".
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*** 1st Change ***

5.4.3
Sending of SETUP
After successful MM connection establishment, the MSC Server shall send a SETUP message as described in 3GPP TS 24.008 [3] with the following INVITE request interworking applied:

-
the MSC Server may include a bearer capability 1 information element set to indicate teleservice 11 as described in 3GPP TS 22.003 [9];

-
the MSC Server shall not include a bearer capability 2 information element; and
-
the MSC Server shall build the calling party number BCD information element according to the tables 5.4.3.1 or 5.4.3.2 below.
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Figure 5.4.3.1: Mapping of INVITE message (with From and/or P-Asserted-Identity) to SETUP message (informative)
The default mapping is based on table 5.4.3.1.

As a network option, the mapping described in table 5.4.3.2 can be applied to create the calling party number BCD information element in the SETUP message based on the From header field in the following cases:

-
when the received P-Asserted-Identity header field and the From header field contain URIs with an E.164 number format and the Privacy header field does not contain values "id", "header" or "user"; or
-
when the P-Asserted-Identity header field is absent or not in the E.164 number format and the received From header field contain the URI with an E.164 number format and the Privacy header field does not contain values "id", "header" or "user".
Table 5.4.3.1: Setting of the calling party BCD number information element in SETUP message from P-Asserted-Identity
	SIP Component
	Value
	Calling party

BCD number information element
	Value

	P-Asserted-Identity header field (NOTE 1, NOTE 2)
and

Privacy header field


	 E.164 number
and

Priv-value≠ "id" or  "header"
	Digits
	digits contained in tel URI or SIP URI

	
	Type of number
	"national number" or "international number"

	
	Numbering Plan Identification
	"ISDN/telephony numbering plan"

	
	Presentation Indicator
	"presentation allowed"

	
	Screening indicator
	"Network provided"

	P-Asserted-Identity header field present or not and Privacy header field is present
	priv-value= "id" or  "header"
	Digits
	do not include any number digits fields 

	
	Type of number
	"unknown"

	
	Numbering Plan Identification
	"unknown"

	
	Presentation Indicator
	"presentation restricted"

	
	Screening indicator
	"Network provided"

	P-Asserted-Identity header field
and

Privacy header field


	Absent or other than E.164 number
and

Priv-value≠ "id" or  "header"
	Digits
	do not include any number digits fields except for NOTE 3 and NOTE 4 case

	
	Type of number
	"unknown"

	
	Numbering Plan Identification
	"unknown"

	
	Presentation Indicator
	"presentation allowed"

	
	Screening indicator
	"Network provided"

	Privacy header field
	priv-value
	Presentation Indicator
	"Presentation Indicator"

	priv-value
	"header"
	Presentation Indicator
	Presentation restricted

	
	"user"
	Presentation Indicator
	Presentation allowed

	
	"none" 
	Presentation Indicator
	Presentation allowed

	
	"id" 
	Presentation Indicator
	Presentation restricted

	NOTE 1:
It is possible that a P-Asserted-Identity header field includes both a tel URI and a SIP or SIPS URI. In this case, either the tel URI or the SIP URI with user="phone" and a specific host portion, as selected by operator policy, may be used.
NOTE 2:
The number mapping does not include any digits contained in the phone-context parameter.

NOTE 3:
If a display-name is present in the P-Asserted-Identity header and if the MSC Server supports the network option of mapping display name to calling name identity, the MSC Server may use the P-Asserted-Identity header to build a facility information element with a name indicator parameter set to the display name.

NOTE 4:
Interworking of display name received in conjunction with a tel URI or SIP URI to calling name presentation using CNAP is subject to local regulatory requirements on calling line identity and whether the originating network of the call is trusted to provide an authentic identity.


Table 5.4.3.2: Setting of the calling party BCD number information element in SETUP message from From header field
	SIP Component
	Value
	Calling party BCD number information element
	Value

	From header field (NOTE 1, NOTE 2)
and

Privacy header field 
	 E.164 number
and

Priv-value≠ "user"
	Digits
	digits contained in tel URI or SIP URI

	
	Type of number
	"national number" or "international number"

	
	Numbering Plan Identification
	"ISDN/telephony numbering plan"

	
	Presentation Indicator
	"presentation allowed"

	
	Screening indicator
	"User-provided, not screened"

	From header field
and

Privacy header field 
	other than E.164 number
and

Priv-value≠ "user"
	Digits
	do not include any number digits fields except for NOTE 3 and NOTE 4 case 

	
	Type of number
	"unknown"

	
	Numbering Plan Identification
	"unknown"

	
	Presentation Indicator
	"presentation allowed"

	
	Screening indicator
	"User-provided, not screened"

	Privacy header field
	priv-value
	Presentation Indicator
	"Presentation Indicator"

	priv-value


	"header"
	Presentation Indicator
	Presentation allowed

	
	"user"
	Presentation Indicator
	Presentation restricted

	
	"none" 
	Presentation Indicator
	Presentation allowed

	
	"id" 
	Presentation Indicator
	Presentation allowed

	NOTE 1:
It is possible that a From header field includes both a tel URI and a SIP or SIPS URI. In this case, either the tel URI or the SIP URI with user="phone" and a specific host portion, as selected by operator policy, may be used.
NOTE 2:
The number mapping does not include any digits contained in the phone-context parameter.

NOTE 3:
If a display-name is present in the From header and if the MSC Server supports the network option of mapping display name to calling name identity, the MSC Server may use the From header to build a facility information element with a name indicator parameter set to the display name.

NOTE 4:
Interworking of display name received in conjunction with a tel URI or SIP URI to calling name presentation using CNAP is subject to local regulatory requirements on calling line identity and whether the originating network of the call is trusted to provide an authentic identity.


*** End of Changes ***

