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1. Overall Description:

CT3 has studied the issues in the Multi-homing scenario.
In subclause 5.6.4.3 of TS 23.501, it is described: " The UPF supporting a Branching Point functionality may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (Session-AMBR per PDU Session)."

In subclause 5.7.1.8 of TS 23.501, it is described: " For multi-homed PDU Sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the Branching Point functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4)."
But CT3 can’t find any requirement what kind of policies shall be provided to the new added PSA and the existing PSA beside the session-AMBR in the multi-homing scenario. CT3 would like to ask SA2 following requestion:

1) Are there any other policies shall be provisioned to the new PSA? If it is, what kind of polices shall be provisioned to the new PSA? 

2) How does the SMF determine which entities (i.e. the existing PSA, the new PSA and the Branching Point) shall be provisioned the policies derived from the exising PCC rules or PDU session related policy before the Branching point is inserted and the new PCC rule or PDU session related policy after the Branching point is inserted?
3) If the usage monitoring is enabled to the PDU session, CT3 found that it is possible that there are multi-entities (i.e. the existing PSA, new PSA and Branching Point) perform the usage monitoring for the same usage monitoring control instance, .e.g. the existing PSA performs the usage monitoring based on the PCC rule1 with application identifier1, and the new PSA or the Branching point performs the usage monitoring based on the PCC rule2 with application identifier2. PCC rule1 and PCC rule2 share the same monitoring control instance. If the traffic has been detected by the existing PSA with the PCC rule1 only when the fisrt packet is initiated, it can not be detectd by the Branching Point again when the traffic is ongoing. How does the SMF provisions polices for the usage monitoring control to the applicable entities?
2. Actions:

To SA2 group.

ACTION: 

CT3 kindly asks SA2 to provide the guidances about above questions and update the stage 2 requirement if needed.
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