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Abstract of the contribution:

This paper discusses implementation of PCF selection during the AMF relocation.
1. Introduction

There is following FFS how to implement the requirement of PCF selection during the AMF relocation.
Editor´s note: Requirements and protocol support in CT4 for a possible transfer of AM policy associations during AMF relocation are FFS. If transfer of AM policy associations during AMF relocation is supported, this should be mentioned in the procedures.
2. Discussion

1) What’s requirement in stage 2?

During the AMF relocation, when the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF the policy control request triggers provisioned by the PCF and the PCF ID. In the roaming case, the both vPCF ID and H-PCF ID are included.
Based on local policies, the AMF decides to establish Policy Association with the (V-)PCF. The new AMF receives a PCF ID from the old AMF and successfully contacts the (V-)PCF identified by the PCF ID, the new AMF retrieves the Access and Mobility policy from the PCF when the policy control request trigger for these policies is met.
The new AMF sends Npcf_AMPolicyControl_Create to the (V-)PCF to establish an AM policy control association with the (V-)PCF. In roaming, the V-PCF receiving the H-PCF ID from the AMF due to inter-AMF change shall include the associated H-PCF ID in the Npcf_AMPolicyControl Create operation.
If the (H-)PCF has the information for the UE, the (H-)PCF updates the stored information with the information provided by the new AMF for the UE and may update the policy; otherwise the (H-)PCF gets policy subscription related information and/or the latest list of PSIs from the UDR using Nudr_DM_Query (SUPI, Policy Data, UE context policy control data, Policy Set Entry) service operation and makes a policy decision.
It is clear that if the old PCF selected by the new AMF, the AMF will contact with the old PCF and the old PCF will update the stored information based on the information provided by the new AMF. The new AMF retrieves the Access and Mobility policy from the PCF when the policy control request trigger for these policies is met.
In stage 3, we have defined different HTTP methods and related resource URIs to implement different service operations. It also shall be the CT3 responssiblity to decide whether different HTTP method and related resource URIs can be applied to the same service operation in the different scenarios. 

2) What’s possible implementation in stage 3?

During the AMF relocation, when the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF the policy control request triggers provisioned by the PCF and the resource URI of the individual AM policy resource created by the old AMF (i.e. {apiRoot}/npcf-am-policy-control/v1/policies/{policyId}).
Based on local policies, if the new AMF select the old PCF, the new AMF sends the HTTP POST mesange to the old PCF to update the information. Request URL can be {apiRoot}/npcf-am-policy-control/v1/policies/{policyId}. Based on the request URL, the old PCF can identify the individual AM policy resource.

For the roaming case, as the old V-PCF keeps the resource URI of the individual AM policy resource at the H-PCF, the V-PCF can continue to use this resource URI to update the resource at the H-PCR.
The above implementation requires the old AMF to transfer the resource URI to the new AMF. During the last meeting, it was figured out that PCF Id is transferred by the old AMF defined in CT4. As resource URI is a terminology of stage 3, when CT3 agree to adop above implementation, CT3 can send a LS to CT4 and ask the CT4 to transfer the resource URI by the old AMF.
3. Proposal

We propose CT3 to agree above impelmentatin and send a LS to CT4.

Annex
4.16.1.3
AM Policy Association Establishment with the old PCF
The procedure concerns the case that AMF relocation without PCF change in handover procedure and registration procedure.
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Figure 4.16.1.3-1: Policy Association Establishment with the old PCF
This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the V-PCF is not involved. In the roaming case, the AMF interacts with the V-PCF and the H-PCF interacts with the V-PCF:

1.
[Conditional] When the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF the policy control request triggers provisioned by the PCF and the PCF ID. In the roaming case, the both vPCF ID and H-PCF ID are included.

2.
Based on local policies, the AMF decides to establish Policy Association with the (V-)PCF. The new AMF receives a PCF ID from the old AMF and successfully contacts the (V-)PCF identified by the PCF ID, the new AMF retrieves the Access and Mobility policy from the PCF when the policy control request trigger for these policies is met.

3.
The new AMF sends Npcf_AMPolicyControl_Create to the (V-)PCF to establish an AM policy control association with the (V-)PCF. The request includes the following information: UE Identity (SUPI), Internal Group (see TS 23.501 [2], clause 5.9.7), (V-)PCF ID which is received from old AMF and, if available, Subscribed Service Area Restrictions, subscribed RFSP index which are retrieved from the UDM during the update location procedure, and may include access type and RAT, PEI, ULI, UE time zone, service network.


In roaming, the V-PCF receiving the H-PCF ID from the AMF due to inter-AMF change shall include the associated H-PCF ID in the Npcf_AMPolicyControl Create operation.

4.
If the (H-)PCF has the information for the UE, the (H-)PCF updates the stored information with the information provided by the new AMF for the UE and may update the policy; otherwise the (H-)PCF gets policy subscription related information and/or the latest list of PSIs from the UDR using Nudr_DM_Query (SUPI, Policy Data, UE context policy control data, Policy Set Entry) service operation and makes a policy decision. The PCF maintains the latest list of UE access selection and PDU Session related information delivered to the UE and updates the latest list of PSIs in the UDR by invoking Nudr_DM_Update (SUPI, Policy Data, Policy Set Entry, updated PSI data) service operation. In addition, the PCF may update the Access and mobility related policy information (e.g. Service Area Restrictions). In roaming scenario, the H-PCF may update UE access selection and PDU Session selection related policy information and Policy Control Request Trigger parameters, and responds to the V-PCF, then the V-PCF responds to the Npcf_AMPolicyControl_Create service operation.

NOTE 1:
The V-PCF stores the access and mobility control policy information provided to the AMF.


The new AMF is implicitly subscribed in the PCF to be notified of changes in the policies and the old AMF is implicitly unsubscribed in the PCF to be notified of changes in the policies.

The (H-)PCF determines whether the updated UE access selection and PDU Session selection policy information have to be included in the answer to the AMF and the detailed transmission about the updated UE access selection and PDU Session selection policy information refers to steps 5(A) and 5(B) in clause 4.16.1.2.


The (H-)PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DM_Subscribe (Policy Data, SUPI, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting), UE context policy control) service if the PCF has not subscribed yet and by invoking Nudr_DM_Subscribe (SUPI, Subscriber Data, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting), Access and Mobility Subscription Data) service.
5.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions and Policy Control Request Trigger of AM Policy Association, provisioning the RFSP index and Service Area Restrictions to the NG-RAN.


The AMF deploys the UE access selection and PDU selection policy information to the UE using UE Policy delivery procedure as described in clause 4.2.4.3.
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