3GPP TS 29.512 V0.5.0 (2018-04)
Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Core Network and Terminals;

5G System; Session Management Policy Control Service;
Stage 3
(Release 15)
[image: image1.jpg]



[image: image2.png]=

A GLOBAL INITIATIVE




The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP..
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and Reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

Keywords

<keyword[, keyword, …]>

MCC selects keywords from stock list.

3GPP

Postal address

3GPP support office address

650 Route des Lucioles - Sophia Antipolis

Valbonne - FRANCE

Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16

Internet

http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2017, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).

All rights reserved.
UMTS™ is a Trade Mark of ETSI registered for the benefit of its members

3GPP™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
LTE™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
GSM® and the GSM logo are registered and owned by the GSM Association

Contents

6Foreword

Introduction
6
1
Scope
7
2
References
7
3
Definitions, symbols and abbreviations
8
3.1
Definitions
8
3.2
Abbreviations
8
4
Npcf_SMPolicyControl Service
8
4.1
Service Description
8
4.1.1
Overview
8
4.1.2
Service Architecture
9
4.1.3
Network Functions
9
4.1.3.1
Policy Control Function (PCF)
9
4.1.3.2
NF Service Consumers
10
4.1.4
Rules
10
4.1.4.1
General
10
4.1.4.2
PCC rules
10
4.1.4.2.1
PCC rules definition
10
4.1.4.2.2
PCC rules operation
13
4.1.4.3
SessionRule
13
4.1.4.4
Policy Decision types
13
4.1.4.4.1
General
13
4.1.4.4.2
Traffic control data definition
13
4.1.4.4.3
QoS data definition
14
4.1.4.4.4
Charging data definition
14
4.1.4.4.5
UsageMonitoring data definition
14
4.2
Service Operations
14
4.2.1
Introduction
14
4.2.2
Npcf_SMPolicyControl_Create Service Operation
14
4.2.2.1
General
14
4.2.2.2
SMPolicyControl_Create
15
4.2.2.3
Provisioning of charging related information for PDU session
16
4.2.2.3.1
Provisioning of Charging Addresses
16
4.2.2.3.2
Provisioning of Default Charging Method
16
4.2.3
Npcf_SMPolicyControl_UpdateNotify Service Operation
16
4.2.3.1
General
16
4.2.3.2
SM Policy Association Notification request
17
4.2.3.3
SM Policy Association termination request
17
4.2.4
Npcf_SMPolicyControl_Update Service Operation
17
4.2.5
Npcf_SMPolicyControl_Delete Service Operation
18
4.2.5.1
General
18
4.2.5.2
SM_Policy Association Delete
18
4.2.6
Provisioning and Policy Enforcement of Authorized QoS
19
4.2.6.1
General
19
5
Npcf_SMPolicyControl Service API
20
5.1
Introduction
20
5.2
Usage of HTTP
20
5.2.1
General
20
5.2.2
HTTP standard headers
20
5.2.2.1
General
20
5.2.2.2
Content type
20
5.2.3
HTTP custom headers
20
5.2.3.1
General
20
5.3
Resources
21
5.3.1
Resource Structure
21
5.3.2
Resource: SM Policies
21
5.3.2.1
Description
21
5.3.2.2
Resource definition
21
5.3.2.3
Resource Standard Methods
22
5.3.2.3.1
POST
22
5.3.2.3.2
< method 2>
22
5.3.2.4
Resource Custom Operations
22
5.3.2.4.1
Overview
22
5.3.2.4.2
Operation: < operation 1>
22
5.3.2.4.2.1
Description
22
5.3.2.4.2.2
Operation Definition
22
5.3.2.4.3
Operation: < operation 2>
23
5.3.3
Resource: Individual SM Policy
23
5.3.3.1
Description
23
5.3.3.2
Resource definition
23
5.3.3.3
Resource Standard Methods
23
5.3.3.3.1
GET
23
5.3.3.3.2
DELETE
24
5.3.3.4
Resource Custom Operations
25
5.3.3.4.1
Overview
25
5.3.3.4.2
Operation: delete
25
5.3.3.4.2.1
Description
25
5.3.3.4.2.2
Operation Definition
25
5.3.3.4.3
Operation: modify
25
5.3.3.4.3.1
Description
25
5.3.3.4.3.2
Operation Definition
25
5.4
Custom Operations without associated resources
26
5.4.1
Overview
26
5.4.2
Operation: <operation 1>
26
5.4.2.1
Description
26
5.4.2.2
Operation Definition
26
5.4.3
Operation: < operation 2>
27
5.5
Notifications
27
5.5.1
General
27
5.5.2
 SM Policies UpdateNotify
27
5.5.3
<notification 2>
28
5.6
Data Model
28
5.6.1
General
28
5.6.2
Structured data types
30
5.6.2.1
Introduction
30
5.6.2.2
Type SmPolicyControl
31
5.6.2.3
Type SmPolicyContextData
31
5.6.2.4
Type SmPolicyDecision
32
5.6.2.5
Type SmPolicyNotification
32
5.6.2.6
Type PccRule
33
5.6.2.7
Type SessionRule
33
5.6.2.8
Type QoSData
34
5.6.2.9
Type ConditionData
34
5.6.2.10
Type TrafficControlData
34
5.6.2.11
Type ChargingData
35
5.6.2.12
Type UsageMonitoringData
35
5.6.2.13
Type RedirectInformation
36
5.6.2.14
Type FlowInformation
36
5.6.2.15
Type SmPolicyDeleteData
36
5.6.2.16
Type QosCharacteristics
37
5.6.2.17
Type ChargingInformation
37
5.6.2.18
Type AccuUsageReport
37
5.6.2.19
Type SmPolicyUpdateContextData
38
5.6.3
Simple data types and enumerations
38
5.6.3.1
Introduction
38
5.6.3.2
Simple data types
38
5.6.3.3
Enumeration: FlowDirection
39
5.6.3.4
Enumeration: ReportingLevel
39
5.6.3.5
Enumeration: MeteringMethod
39
5.6.3.6
Enumeration: PolicyControlRequestTrigger
40
5.7
Error handling
40
5.8
Feature negotiation
40
6
Security
40
Annex A (normative): OpenAPI specification
41
A.1
General
41
A.2
Npcf_SMPolicyControl API
41
Annex B (informative): Change history
42


Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document provides the stage 3 specification of the Session Management Policy Control Service of 5G system. The stage 2 definition and related procedures of the Session Management Policy Control Service are contained in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6]. The 5G System Architecture is defined in 3GPP TS 23.501 [2].

Stage 3 call flows are provided in 3GPP TS 29.513 [7].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition of the 5G System are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].
The Session Management Policy Control Service is provided by the Policy Control Function with session related policies to the NF consumers (i.e. Session Management Function).
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[7]
3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[8]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]
IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]
OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md
[11]
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[12]
3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[13]
3GPP TS 29.244: "Interface between the Control Plane and the User Plane of EPC Nodes".

[11]
3GPP TS 23.003: "Numbering, addressing and identification".
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2], subclause 3.1 apply:
5G QoS Identifier
PCC rule

PDU Session

Service Data Flow

Service Data Flow Filter

Service Data Flow Template

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

API
Application Programming Interface

DNN
Data Network Name

HTTP
Hypertext Transfer Protocol

NEF
Network Exposure Function

NF
Network Function

PCC
Policy and Charging Control

PCF
Policy Control Function

QoS
Quality of Service

SDF
Service Data Flow

SMF
Session Management Function

UDR
Unified Data Repository

UE
User Equipment
4
Npcf_SMPolicyControl Service
4.1
Service Description

4.1.1
Overview
The Session Management Policy Control Service performs provisioning, update and removal of session related policies and PCC rules by the Policy Control Function (PCF) to the NF service consumer (i.e. SMF). The Session Management Policy Control Service can be used for charging control, policy control and/or application detection and control. Session Management Policy Control Service applies to the cases where the SMF interacts with the PCF in the non-roaming scenario, the V-SMF interacts with the V-PCF in the local breakout roaming scenario and the H-SMF interacts with the H-PCF in the home-routed scenario.
4.1.2
Service Architecture

The Session Management Policy Control Service is provided by the PCF to the consumer and shown in the SBI representation model in figure 4.1.2-1 and in the reference point representation model in figure 4.1.2.-2. The overall Policy and Charging Control related 5G architecture is depicted in 3GPP TS 29.513 [7].
The only known NF Service Consumer is the SMF.
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Figure 4.1.2-1: Reference Architecture for the Npcf_SMPolicyControl Service; SBI representation
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Figure 4.1.2-2: Reference Architecture for the Npcf_SMPolicyControl Service; reference point representation
NOTE:
The SMF represents the V-SMF and the PCF represents the V-PCF in the local breakout scenario. The SMF represents the H-SMF and the PCF represents the H-PCF in the home routed scenario.
4.1.3
Network Functions

This subclause shall include a description of the functional elements involved in the invocation of the service, i.e. NF Service Producer and NF Service Consumer(s) in relation to the use of the related service.

4.1.3.1
Policy Control Function (PCF)
The PCF is responsible for policy control decisions and flow based charging control functionalities. The PCF provides the following:

-
policies for application and service data flow detection, gating, QoS, flow based charging, traffic steering control, usage monitoring control, access network information report and RAN support information to the SMF.

The policy decisions made by the PCF may be based on one or more of the following:

-
Information obtained from the AF, e.g. the session, media and subscriber related information;

-
Information obtained from the UDR; 

-
Information obtained from the AMF, e.g. UE related and access related information;

-
Information obtained from the SMF;

-
Information obtained from the NWDAF;

-
Information obtained from the NEF;

-
Information obtained from another PCF in the roaming scenario;

-
information from OCS; and

-
PCF pre-configured policy context.
4.1.3.2
NF Service Consumers

The SMF is responsible for the enforcement of session management related policy decisions the PCF, related to service flow detection, QoS, charging, gating, traffic usage reporting and traffic steering
The SMF shall support:

· requesting and receiving the PCC rule(s) from the PCF;

· binding of service data flows to QoS flow as defined in 3GPP TS 29.513 [7];

· deriving rule(s) from the PCC rule(s) and then providing those rules to the user plane function  or remove the rule(s) from the user plane as defined in 3GPP TS 29.244 [13];

· deleting policy rules on the user plane;

· sending usage reports to the PCF;

· handling event notification requests;

· sending event notification towards the PCF; and

· sending charging related information to the PCF.

NOTE:
SMF functionality related to event exposure is defined in 3GPP TS 29.508 [12].
4.1.4
Rules
4.1.4.1
General

A rule is a set of policy information elements associated with a PDU session, or with service data flows or application identifiers (i.e., with a PCC rule).

Two types of rules are defined:
-
Session rule; and
-
PCC rule.
Both Session rules and PCC rules are composed of embedded information elements as well as information elements that are part of the referenced objects (e.g. condition data, or usage monitoring policy data type) by the rule.

SessionRule is defined in subclause 4.1.4.3. PccRule is defined in subclause 4.1.4.2.
4.1.4.2
PCC rules

4.1.4.2.1
PCC rules definition
A PCC rule is a set of information elements enabling the detection of a service data flow and providing parameters for policy control and/or charging control.There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:

-
Dynamic PCC rules. PCC rules that are dynamically provisioned by the PCF to the SMF. These PCC rules may be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and removed at any time.

-
Predefined PCC rules. PCC rules that are preconfigured in the SMF. Predefined PCC rules can be activated or deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to dynamically activate a set of PCC rules.

A PCC rule consists of:
Table 4.1.4.2.1-1: PCC rule information elements

	Information name
	Description
	Category

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.

It is used between PCF and SMF for referencing PCC rules.
	Mandatory

	5QI
	Identifier for the authorized QoS parameters for the service data flow.
	Mandatory

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability.
	Mandatory

	Service Data Flow Template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.
	Mandatory

	
	Charging
	

	Charging key
	The charging system (OCS or OFCS) uses the charging key to determine the tariff to apply to the service data flow.
	Optional

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	Optional

	Sponsor Identifier
	An identifier, provided from the AF which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Application Service Provider Identifier
	An identifier, provided from the AF which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Charging method
	Indicates the required charging method for the PCC rule.

Values: online, offline or neither.
	Optional

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.

This is applicable to reporting, if the charging method is online or offline.

Note: Event based charging is only applicable to predefined PCC rules and PCC rules used for application detection filter (i.e. with an application identifier).
	Optional

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	Optional

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.

Values: mandated or not required.
	Optional

	
	Policy control
	

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed).
	Optional

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP RAN when the GFBR can no longer (or again) be fulfilled for a QoS Flow during the lifetime of the QoS Flow.
	Optional

	Reflective QoS Control 
	Indicates to apply reflective QoS for the SDF.
	Optional

	MBR (UL/DL)
	The uplink maximum bitrate authorized for the service data flow.
	Optional

	GBR (UL/DL)
	The downlink maximum bitrate authorized for the service data flow.
	Optional

	UL sharing indication
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule.
	Optional

	DL sharing indication
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule.
	Optional

	Redirect
	Redirect state of the service data flow (enabled/disabled).
	Optional

	Redirect Destination
	Controlled Address to which the service data flow is redirected when redirect is enabled.
	Optional

	
	Usage Monitoring Control
	

	Monitoring key
	The PCF uses the monitoring key to group services that share a common allowed usage.
	Optional

	Indication of exclusion from session level monitoring
	Indicates that the service data flow shall be excluded from PDU Session usage monitoring.
	Optional

	
	Traffic Steering Enforcement Control
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF.
	Optional

	Data Network Access Identifier
	Identifier of the target Data Network Access.
	Optional

	Data Network Access Change report
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification. The notification information includes the target DNAI and an indication of early and/or late notification.
	Optional


Editor’s note: The above table is FFS and will be further revised (elements added and/or removed). This table needs to be aligned with the grouping of decision data and PCC rule content as defined in subclause 5.6.2.6.

The above information is organized into a set of decision data objects as defined in subclause 4.1.4.4. The exact encoding of PCC rules is defined in subclause 5.6.2.6.

4.1.4.2.2
PCC rules operation
For dynamic PCC rules, the following applies:

· Installation: to provision the PCC rules.
· Modification: to modify the PCC rules.
· Removal: to remove the PCC rules.

For predefined PCC rules, the following operations are available:

· Activation: to activate the PCC rules.
-
Deactivation: to deactivate the PCC rules.
4.1.4.3
SessionRule

A session rule consists of policy information elements associated with PDU session. The encoding of the SessionRule data type is defined in subclause 5.6.2.7.

Editor’s note: This subclause needs further definition.

4.1.4.4
Policy Decision types
4.1.4.4.1
General

A policy decision is a grouping of cohesive information elements describing a specific type of decision, e.g. QoS, Charging data, etc. A policy decision can be linked to one or more Pcc rules or one or more Session rules.

The following types of policy decision are defined:

-
Traffic control data;
-
QoS data;
-
Charging data; and
-
Usage Monitoring data.

4.1.4.4.2
Traffic control data definition

Traffic control data defines how traffic data flows associated with a rule are treated (e.g. blocked, redirected). The traffic control data encoding table is defined in subclause 5.6.2.10.

Editor’s note: This subclause requires further definition.
4.1.4.4.3
QoS data definition
QoS data defines QoS parameters (e.g. bitrates) associated with a rule. The QoS data encoding table is defined in subclause 5.6.2.8.

Editor’s note: This subclause requires further definition.
4.1.4.4.4
Charging data definition

Charging data defines charging related parameters (e.g. rating group) associated with a rule. The charging data encoding table is defined in subclause 5.6.2.11.

Editor’s note: This subclause requires further definition.
4.1.4.4.5
UsageMonitoring data definition

UsageMonitoring data defines usage monitoring information associated with a rule. The UsageMonitoring data encoding table is defined in subclause 5.6.2.12.

Editor’s note: This subclause requires further definition.
4.2
Service Operations

This subclause shall include a description of the different service procedures that require the use of the related service operation. For RESTful service operations, the service operations depict the resources and the methods they support.

4.2.1
Introduction
The service operations defined for Npcf_SMPolicyControl are shown in table 4.2.1-1.

Table 4.2.1-1: Npcf_SMPolicyControl Operations 
	Service Operation Name
	Description
	Initiated by

	Npcf_SMPolicyControl_Create
	Request to create an SM Policy Association with the PCF to receive the policy for a PDU session.
	NF consumer (SMF)

	Npcf_SMPolicyControl_Update
	Request to update the SM Policy association with the PCF to receive the updated policy when Policy Control Request Trigger condition is met.
	NF consumer (SMF)

	Npcf_SMPolicyControl_UpdateNotify
	Update and/or delete the PCC rule(s) PDU session related policy context at the SMF and Policy Control Request Trigger information.
	PCF

	Npcf_SMPolicyControl_Delete
	Request to delete the SM Policy Association and the associated resources.
	NF consumer (SMF)


4.2.2
Npcf_SMPolicyControl_Create Service Operation
4.2.2.1
General

The Npcf_SMPolicyControl_Create service operation provides means for the SMF to request the creation of a corresponding SM Policy Association with PCF.

The Session Management procedures of the SMF and related to policies are defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.50 3[6].

The following procedures using the Npcf_SMPolicyControl_Create service operation are supported:

-
Request of creation of a corresponding SM Policy Association with PCF.
4.2.2.2
SMPolicyControl_Create
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Figure 4.2.2.2-1: SMPolicyControl_Create
When the SMF receives the Nsmf_PDUSession_CreateSMContext Request as defined in subclause 5.2.2.2 of 3GPP TS 29.502 [x], if the SMF is being requested via Nsmf_PDUSession_CreateSMContext Request not to interact with the PCF, the SMF shall not interact with the PCF; otherwise, the SMF shall send the POST method as step 1of the figure 4.2.2.2-1 to request to create an "Individual SM Policy".

NOTE 1:
The decision to not interact with PCF applies for the life time of the PDU session.

NOTE 2:
The indicator to not interact with PCF is configured in the UDR. It is delivered to the SMF within the Charging Characteristics. The indicator is operator specific, therefore it can only be used in non-roaming and home routed roaming cases.

The SMF shall include smPolicyContextData in the payload body of the HTTP POST to request a creation of representation of the "Individual SM Policy" resource. The "Individual SM Policy " resource is created as described below.
The SMF shall include (if available) in "smPolicyContextData":

-
SUPI of the user within the "supi" attribute;
-
PDU Session Id within the "pduSessionId" attribute;
-
DNN within the "dnn" attribute;
-
URL identifying the recipient of SM policies update notification within the "smPoliciesUpdateNotificationUrl" attribute;
-
PEI within the "pei" attribute;
-
type of access within the "accessType" attribute;
-
type of the radio access technology within the "ratType" attribute;
-
the UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "ipv6AddressPrefix" attribute;
-
the UE time zone information within "ueTimeZone" attribute;
-
subscribed Session-AMBR within "subscribedSessionAmbr" attribute;
-
subscribed Default QoS Information within "subscribedDefaultQoSInformation" attribute;
-
user location information within the "userLocationInformation" attribute; and
-
identifier of the serving network within the "servingNetwork" attribute.
Editor's note:
Other information included in the POST message is FFS.
When the PCF receives the HTTP POST request from the SMF, the PCF shall make an authorization based on the information received from the SMF and, if available, AMF, CHF, AF, UDR, NWDAF and operator policy pre-configured at the PCF. If the authorization is successful, the PCF shall create a new resource, which represents "Individual SM Policy", addressed by a URI as defined in subclause 5.3.3.2 and contains an PCF created resource identifier. The PCF shall respond to the SMF with a 201 Created message, including:

-
Location header field containing the URI for the created resource and "SMPolicyControl" data type;
-
session management related policies; and
-
optionaly policy control request trigger "PolicyControlRequestTrigger".
The SMF shall use the URI received in the Location header in subsequent requests to the PCF to refer to the "Individual SM Policy".
Editor's note:
Description of failure cases is FFS.
4.2.2.3
Provisioning of charging related information for PDU session
4.2.2.3.1
Provisioning of Charging Addresses

The PCF may provide the CHF address to the SMF during the initial interaction with the SMF defining the charging function respectively. In order to do so, the PCF shall include a chargingData attribute and a sessionRule attribute within the sMPolicyControl attribute in the response of HTTP POST message. The PCF shall include the CHF addresses within a "chargingInformation" attribute of the "chargingData" attribute and included the "decisionId" attribute of "chargingData" in the sessionRule. Both primary CHF address within a "primaryChfAddress" attribute and secondary CHF address within a "secondaryChfAddress" attribute shall be provided simultaneously. These shall overwrite any predefined addresses at the SMF. Provisioning CHF addresses without PCC rules for charged service data flows, respectively, shall not be considered as an error since such PCC rules may be provided in later provisioning.
If no CHF address is available at the SMF (i.e. no predefined CHF addresses, and no CHF addresses supplied by the PCF and/or by the Charging Characteristics), the PCF shall use the SUPI (MNC and MCC values of the IMSI) of the user to construct the CHF Home network domain name as specified in 3GPP TS 23.003 [11], clause 25.
4.2.2.3.2
Provisioning of Default Charging Method

The default charging method indicates what charging method shall be used for every PCC rule where the charging method is omitted within the PCC rule. The SMF may have a pre-configured default charging method.
Upon the initial interaction with the PCF, the SMF shall provide the pre-configured default charging method, if available, within the chargingMethod attribute embedded directly within the "smPolicyContextData" attribute of HTTP POST message to the PCF.
The PCF may provide the default charging method which applies to the PDU session. In order to do so, the PCF shall include a "chargingData" attribute and a "sessionRule" attribute within the "sMPolicyControl" attribute in the response of HTTP POST message. The PCF shall include the offline attribute set to true, if offline charging applies and/or online attribute set to true, if online charging applies within the "chargingData" attribute and included the "decisionId" attribute of "chargingData" in the sessionRule. The default charging method provided by the PCF shall overwrite any predefined default charging method at the SMF.
4.2.3
Npcf_SMPolicyControl_UpdateNotify Service Operation
4.2.3.1
General

The UpdateNotify service operation provides updated Session Management related policies to the NF service consumer (SMF) or triggers the deletion of the context of SM related policies. The POST method is used for both, update and delete operations.
The following procedures using the Npcf_SMPolicyControl_UpdateNotify service operation are supported:

· PCF initiated update of the policies associated with the PDU session.

· PCF initiated deletion of SM Policy Association of a PDU session.
4.2.3.2
SM Policy Association Notification request
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Figure 4.2.3.2-1: SMPolicyControl UpdateNotify Update Service Operation

1.
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{smPoliciesUpdateNotifyUri}/notify). The payload body of the message shall contain the representation of the updated policies.

2.
In case of a successful update of PCC rule(s) a "200 OK" shall be returned in the response.
Editor's note:
If a body is being sent in the response and the content is FFS.
4.2.3.3
SM Policy Association termination request
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Figure 4.2.3.3-1: SMPolicyControl UpdateNotify Service Operation

1.
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{smPoliciesUpdateNotifyUri}/delete). The PCF shall provide in the body of the HTTP POST request the identifier of the individual SM policy resource and the PDU session termination request.
2.
If the SMF accepted received POST request the SMF shall send "204 No Content" response.

Editor's note:
Additional encoding details will be added when they are agreed.
Editor's note:
Description of failure cases is FFS.
4.2.4
Npcf_SMPolicyControl_Update Service Operation
The Npcf_SMPolicyControl_Update service operation provides means for the NF service consumer to request the update of the Session Management related policies when a policy control request trigger condition is met.
Figure 4.2.4-1 illustrates a requesting the update of the Session Management related policies.
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Figure 4.2.4-1: Requesting the update of the Session Management related policies
1.
The NF Service Consumer shall send a POST request to the PCF to update an "Individual SM Policy" resource. The {smPolicyId} in the URI identifies the "Individual SM Policy" resource to be updated.

2.
In case of a successful update, "200 OK" response shall be returned in the response. The PCF shall include in the "200 OK" response the representation of the updated policies in the body (delta changes).

Editor's note:
This text needs to be enhanced with encoding details such as attribute names once they are defined.
4.2.5
Npcf_SMPolicyControl_Delete Service Operation
4.2.5.1
General

The delete service operation provides means for the NF service consumer to delete the context of PDU Session related information.

The following procedures using the Npcf_SMPolicyControl_Delete service operation are supported:

-
Deletion of the policy context associated with a PDU session.
4.2.5.2
SM_Policy Association Delete
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Figure 4.2.5.2-1: SMPolicyControl Delete

When an individual resource of the SM Policy Association shall be deleted the SMF shall invoke the Npcf_SMPolicyContext_DELETE service operation to the PCF using an HTTP POST request, as shown in figure 4.2.5.2-1, step 1.
The SMF shall set the request URI to "{apiRoot}/npcf-smpolicycontrol/v1/sm-policies/{smPolicyId}/delete". The {smPolicyId} in the URI identifies the "Individual SM Policy" to be deleted.

The SMF delete request shall (if available) contain SM Policy Association related information in the body:
-
optional volume usage information "accuUsageReport".
When the PCF receives the HTTP POST request from the SMF, the PCF shall acknowledge the request by sending an HTTP response message with the corresponding status code. The PCF acknowledged the delete request by sending a "204 No Content" response to the SMF, as shown in figure 4.2.5.2-1, step 2. Further, the PCF shall remove the individual resources linked to the delete request.

If the HTTP POST request from the SMF is rejected by the PCF, the PCF shall indicate the cause for the rejection in the response to the SMF. Further details of error handling are described in subclause 5.7.
4.2.6
Provisioning and Policy Enforcement of Authorized QoS
4.2.6.1
General
The PCF may provide authorized QoS to the SMF in the following service operations:

-
Npcf_SMPolicyControl_Create; and
-
Npcf_SMPolicyControl_UpdateNotify.
The authorized QoS shall be provisioned within a response of HTTP POST initiate by the SMF or an HTTP POST message initiate by the PCF as "qosData" attribute. The provisioning of the authorized QoS (which is composed of 5QI, ARP, QNC, Reflective QoS Control, QoS characteristics and bitrates) is performed from the PCF to the SMF. The authorized QoS can refer to a PCC rule or to a PDU session.

-
When the authorized QoS applies to a PCC rule, it shall be provisioned within the corresponding PCC rule by including the "qosData" attribute within the "pccRule" attribute.
-
When the authorized QoS for a PCC rule with a GBR QCI is candidate for resource sharing an instruction on the allowed sharing may be provisioned within the "pccRule" attribute by including "sharingKeyUl" attribute and/or "sharingKeyDl" attribute.

Editor's note:
Above descriptions need to be reviewed when the resource sharing feature is defined.

-
When the authorized QoS applies to a PDU session, it shall be provisioned by including the "authSessAmbr" within the "sessionRule" attribute.
-
When the authorized QoS applies to the default QoS flow, it shall be provisioned by including the "authDefaultQoS" attribute within the "sessionRule" attribute.
-
When the authorized explicitly signalled QoS Characteristics, it shall be provisioned by including the "authExQoSCha" within the "sessionRule" attribute.
Editor's note:
Above descriptions need to be reviewed when the explicitly signalled QoS Characteristics feature is defined.

-
When the authorized Reflective QoS, it shall be provisioned by including the "authRefQosTimer" within the "sessionRule" attribute and including the "refQosControl" attribute within the "pccRule" attribute.
Editor's note:
Above descriptions need to be reviewed when the reflective QoS feature is defined.

The authorized QoS provides appropriate values for the resources to be enforced. The authorized QoS for a PCC rule is a request for allocating the corresponding resources. The Provisioning of authorized QoS per PCC rule is a part of PCC rule provisioning procedure.

If the SMF cannot allocate any of the resources as authorized by the PCF, the SMF informs the PCF and acts as described PCC Rule Error handling.
Editor's note:
PCC Rule Error handling is FFS.
The SMF shall interact with the (R)AN, UPF and UE for enforcing the policy based authorization.

QoS authorization information may be dynamically provisioned by the PCF or it can be a pre-defined PCC rule in the SMF. Moreover, all the parameters of the authorized QoS can be changed, but no order is defined for 5QI.
NOTE 1:
A change of 5QIs cannot be described as an upgrade or downgrade and also no 5QI can be referred to as the higher or lower. Whether the 5QI is permitted to be changed or not is subject to both operator policies and normal restrictions on changing from a non-GBR 5QI value to GBR 5QI value on an IP flow.

NOTE 2:
All attributes of the ARP QoS parameter can be changed but only the ARP priority level represents an ordered range of values. The ARP priority level attribute represents the actual priority for the service/user with the value 1 as the highest and can thus be upgraded and downgraded.
If the PCF is unable to make a decision for the response to the HTTP POST message by the SMF, the PCF may reject the request as described in subclause 5.7.
5
Npcf_SMPolicyControl Service API

5.1
Introduction

The request URI used in HTTP request from the NF service consumer towards the PCF shall have the structure defined in subclause 4.4.1 of 3GPP TS 29.501 [2], i.e.:
All resource URIs of this API shall have the following root:

{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}

with the following components:

-
The {apiRoot} shall be set as described in 3GPP TS 29.501 [2].

-
The {apiName} shall be " npcf_smpolicycontrol".

-
The {apiVersion} shall be "v1".

-
The {apiSpecificResourceUriPart} shall be set as described in subclause 5.3.
5.2
Usage of HTTP

5.2.1
General

HTTP/2, IETF RFC 7540 [8], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2, shall be transported as specified in subclause 5.3 of 3GPP TS 29.500 [4].

An OpenAPI [10] specification of HTTP messages and content bodies for the Npcf_SMPolicyControl is contained in Annex A.
5.2.2
HTTP standard headers

5.2.2.1
General

See subclause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.

5.2.2.2
Content type

JSON, IETF RFC 8259 [9], shall be used as content type of the HTTP bodies specified in the present specification as specified in subclause 5.4 of 3GPP TS 29.500 [4].

5.2.3
HTTP custom headers

5.2.3.1
General

This subclause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.

5.3
Resources

5.3.1
Resource Structure
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Figure 5.3.1-1: Resource URI structure of the Npcf_SMPolicyControl API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	SM Policies
	{apiRoot}/
npcf-smpolicycontrol/
v1/sm-policies
	POST
	Create a new Individual SM Policies resource for an SUPI and PDU Session ID supplied by the SMF.

	Individual SM Policy
	{apiRoot}/
npcf-smpolicycontrol/
v1/sm-policies/{smPolicyId}
	GET
	Read the Individual SM Policies resource.

	
	{apiRoot}/
npcf-smpolicycontrol/v1/
sm-policies/{smPolicyId}/delete
	Delete

(POST)
	Delete the Individual SM Policies resource.

	
	{apiRoot}/
npcf-smpolicycontrol/v1/
sm-policies/{smPolicyId}/modify
	Modify

(POST)
	Update the Individual SM Policies resource when a policy control request event is met.


5.3.2
Resource: SM Policies
5.3.2.1
Description
This resource represents the collection of the individual SM Policies created in the PCF. 
5.3.2.2
Resource definition

Resource URI: {apiRoot}/npcf-smpolicycontrol/v1/sm-policies
This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1

	
	

	
	


5.3.2.3
Resource Standard Methods
5.3.2.3.1
POST
This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyContextData
	M
	1
	Parameters to create an individual SM policies resources.


Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	SMPolicyDecision
	M
	1
	
	An individual SM Policy resources for the SUPI and PDU session id are created successfully.


5.3.2.3.2
< method 2>

And so on if there are more than two methods supported by the resource. Same structure as in subclause 5.3.2.3.1.

5.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

5.3.2.4.1
Overview

Table 5.3.2.4.1-1: Custom operations

	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


5.3.2.4.2
Operation: < operation 1>

This subclause will specify the meaning of the operation applied on the resource. 

5.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation’s URI. 
5.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the request data structures specified in table 5.3.2.4.2.2-1 and the response data structure and response codes specified in table 5.3.2.4.2.2-2.

Table 5.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 5.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


5.3.2.4.3
Operation: < operation 2>

And so on if there are more than two operations supported by the resource. Same structure as in subclause 5.3.2.4.2.

5.3.3
Resource: Individual SM Policy
And so on if there are more than two resources supported by the service. Same structure as in subclause 5.3.2.

5.3.3.1
Description
The individual SM Policy resource represents an individual SM Policy created in the PCF and associated with the SUPI and PDU session ID.
5.3.3.2
Resource definition

Resource URI: {apiRoot}/npcf-smpolicycontrol/v1/sm-policies/{smPolicyId}
This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1

	smPolicyId
	Unique identifier of the individual SM Policy resource.

	
	


5.3.3.3
Resource Standard Methods

5.3.3.3.1
GET
This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	SmPolicyControl
	M
	1
	200 OK
	An individual SM Policy resources for the SUPI and PDU session id are returned successfully.

	
	
	
	FFS( error case)
	


Editor's Note:

The description of failure cases is FFS

5.3.3.3.2
DELETE
This method shall support the URI query parameters specified in table 5.3.3.3.2-1.

Table 5.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and response codes specified in table 5.3.3.3.2-3.

Table 5.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 5.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The SM Policy resource for the PDU session in the request URI was removed.


5.3.3.4
Resource Custom Operations

5.3.3.4.1
Overview

Table 5.3.3.4.1-1: Custom operations

	Custom operation URI
	Mapped HTTP method
	Description

	{apiRoot}/
npcf-smpolicycontrol/
v1/sm-policies/{smPolicyId}/delete
	POST
	Delete an individual SM Policy resource.

	{apiRoot}/
npcf-smpolicycontrol/
v1/sm-policies/{smPolicyId}/modify
	POST
	Update an individual SM Policy resource.


5.3.3.4.2
Operation: delete
5.3.3.4.2.1
Description
5.3.3.4.2.2
Operation Definition

This custom operation deletes an individual SM Policy resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.2.2-1 and the response data structure and response codes specified in table 5.3.3.4.2.2-2.

Table 5.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyDeleteData
	O
	0..1
	Parameters to be sent by the SMF when the individual SM policy is deleted.


Table 5.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	This case represents a successful deletion of the individual SM policy resource.


5.3.3.4.3
Operation: modify
5.3.3.4.3.1
Description
5.3.3.4.3.2
Operation Definition

This custom operation updates an individual SM Policy resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.3.2-1 and the response data structure and response codes specified in table 5.3.3.4.3.2-2.

Table 5.3.3.4.3.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyUpdateContextData (FFS)
	M
	1
	Parameters to be sent by the SMF when the individual SM policy is updated. It indicates the occurred changes.


Table 5.3.3.4.3.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	SmPolicyUpdatedDecision (FFS)
	C
	0..1
	200 OK
	An individual SM Policy resources is updated successfully. Response body includes the policy decision changes.


5.4
Custom Operations without associated resources

Editor’s note:
 It is FFS whether to model “custom operations without associated resources” as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources.

5.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 5.4.1-1: Custom operations without associated resources

	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


5.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

5.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation’s URI. 
5.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the response data structures and response codes specified in tables 5.4.2.2-1 and 5.4.2.2-2.

Table 5.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 5.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


5.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 5.4.2. 

5.5
Notifications

5.5.1
General

This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.

5.5.2
 SM Policies UpdateNotify
URI: {smPoliciesUpdateNotifyUrI}
The operation shall support the URI variables defined in table 5.3.4.2-1.

Table 5.3.4.2-1: URI variables 
	Name
	Definition

	smPoliciesUpdateNotificationUrl
	reference provided by the SMF during the initial retrieval of the SM Policies.

	
	

	
	


This method shall support the URI query parameters specified in table 5.3.4.3.1-1.

Table 5.3.4.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.4.3.1-2 and the response data structures and response codes specified in table 5.3.4.3.1-3.

Table 5.3.4.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyControlNotification
	M
	1
	Update the SM policies provided by the PCF


Table 5.3.4.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The SM policies are updated successfully.

	
	
	
	FFS( error case)
	


Editor's note: the description of failure cases is FFS.
5.5.3
<notification 2>

5.6
Data Model

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AccuUsageReport
	5.6.2.18
	
	

	ChargingData
	5.6.2.11
	Contains charging related parameters. Inherits all parameters from DecisionData.
	

	ChargingInformation
	5.6.2.17
	
	

	ConditionData
	5.6.2.9
	Contains conditions for applicability of a rule.
	

	FlowDirection
	5.6.3.3
	
	

	FlowInformation
	5.6.2.14
	Contains the flow information.
	

	FlowStatus
	FFS
	Indicates the flow status.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	PolicyControlRequestTrigger
	5.6.3.6
	
	

	QosCharacteristics
	5.6.2.16
	Contains QoS characteristics for a non standard 5QI.
	

	QoSData
	5.6.2.8
	Contains the QoS parameters.
	

	RedirectAddressType
	FFS
	Indicates the redirect address type.
	

	RedirectInformation
	5.6.2.13
	Contains the redirect information.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	SessionRule
	5.6.2.7
	Contains session level policy information.
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyContextData
	5.6.2.3
	Contains the parameters to create individual SM policy resource.
	

	SmPolicyDecision
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyNotification
	5.6.2.5
	Contains the update of the SM policies
	

	SmPolicyDeleteData
	5.6.2.15
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted.
	

	SmPolicyUpdateContextData
	5.6.2.19
	
	

	TrafficControlData
	5.6.2.10
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc). Inherits all parameters from DecisionData.
	

	UsageMonitoringData
	5.6.2.12
	Contains usage monitoring related control information. Inherits all parameters from DecisionData.
	


Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	5qi
	3GPP TS 29.571 [11]
	Unsigned integer representing a 5G QoS Identifier (see subclause 5.7.2.1 of 3GPP TS 23.501 [8]), within the range 0 to 255. In an OpenAPI Specification [3] schema, the format shall be designated as "5qi".
	

	5qiPriorityLevel
	3GPP TS 29.571 [11]
	Unsigned integer indicating the 5QI Priority Level (see subclauses 5.7.3.3 and 5.7.4 of 3GPP TS 23.501 [8]), within the range 1 to 127.

Values are ordered in decreasing order of priority, i.e. with 1 as the highest priority and 127 as the lowest priority.

In an OpenAPI Specification [3] schema, the format shall be designated as "5qiPriorityLevel".
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	AfSignallingProtocol
	FFS
	
	

	AverWindow
	3GPP TS 29.571 [11]
	Averaging Window
	

	BitRate
	3GPP TS 29.571 [11]
	String representing a bit rate that shall be formatted as follows:

pattern: "^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$"

Examples: 

"125 Mbps", "0.125 Gbps", "125000 Kbps"

In an OpenAPI Specification [3] schema, the format shall be designated as "BitRate".
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	DefaultQoSInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	DurationSec
	3GPP TS 29.571 [11]
	Identifies a period of time in units of seconds.
	

	Ipv4Addr
	3GPP TS 29.571 [11] 
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	MaxDataBurstVol
	3GPP TS 29.571 [11]
	Maximum Data Burst Volume
	

	NetworkId
	3GPP TS 29.571 [11]
	The identification of the Network.
	

	PacketDelBudget
	3GPP TS 29.571 [11]
	Packet Delay Budget
	

	PacketErrRate
	3GPP TS 29.571 [11]
	Packet Error Rate
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	ResourceType
	3GPP TS 29.571 [11]
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	

	Supi
	3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	Uri
	3GPP TS 29.571 [11]
	
	

	UserLocationInformation
	3GPP TS 29.571 [11]
	
	


5.6.2
Structured data types
5.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.

5.6.2.2
Type SmPolicyControl
Table 5.6.2.2-1: Definition of type SmPolicyControl 
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	context
	SmPolicyContextData
	M
	1
	Includes the parameters to request the SM policies by the SMF.
	

	policy
	SmPolicyDecision
	M
	1
	Includes the SM policies authorized by the PCF.
	

	
	
	
	
	
	


5.6.2.3
Type SmPolicyContextData
Table 5.6.2.3-1: Definition of type SmPolicyContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	
	1
	PDU session Id
	

	dnn
	Dnn
	
	1
	The DNN of the PDU session.
	

	smPoliciesUpdateNotificationUrl
	Uri
	
	1
	Identifies the recipient of SM policies update notifications sent by the PCF.
	

	accessType
	AccessType
	
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	
	0..1
	The RAT Type where the served UE is camping.
	

	servingNetwork
	NetworkId
	
	0..1
	The serving network where the served UE is camping.
	

	userLocationInformation
	UserLocationInformation
	
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	chargingInformation
	ChargingInformation
	
	0..1
	The charging information of the PDU session.
	

	subscribedSessionAmbr
	BitRate
	
	0..1
	Subscribed Session-AMBR.
	

	subscribedDefaultQosInformation
	DefaultQosInformation
	
	0..1
	Subscribed Default QoS Information.
	

	online
	boolean
	O
	1
	If it is included and set to true, the online charging is applied to the PDU session.
	

	offline
	boolean
	O
	1
	If it is included and set to true, the offline charging is applied to the PDU session.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in subclause 5.8.

This parameter shall be supplied by the NF service consumer in the POST request that request the creation of an individual SM policy resource and by the PCF in the related response, respectively.
	


Editor's note:
The indication of the presence of the attributes is FFS.
5.6.2.4
Type SmPolicyDecision
Table 5.6.2.4-1: Definition of type SmPolicyDecision

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sessRules
	map(SessionRule)
	M
	1..N
	A map of Sessionrules with the content being the SessionRule as described in subclause 5.6.2.7.
	

	pccRules
	map(PccRule)
	O
	0..N
	A map of PCC rules with the content being the PCCRule as described in subclause 5.6.2.6.
	

	qosDecs
	map(QoSData)
	O
	0..N
	Map of QoS data policy decisions.
	

	ChgDecs
	map(ChargingData)
	O
	0..N
	Map of Charging data policy decisions.
	

	traffContDecs
	map(TrafficControlData)
	O
	0..N
	Map of Traffic Control data policy decisions.
	

	umDecs
	map(UsageMonitoringData)
	O
	0..N
	Map of Usage Monitoring data policy decisions.
	

	qosChars
	map(QosCharacteristics)
	C
	0..N
	Map of QoS characteristics for non standard 5QIs. This map uses the 5QI values as keys.
	

	reflectiveQoSTimer
	DurationSec
	O
	0..1
	Defines the lifetime of a UE derived QoS rule belonging to the PDU Session for reflective QoS.
	

	conds
	map(ConditionData)
	
	
	A map of condition data with the content being as described in subclause 5.6.2.9.
	

	
	
	
	
	
	


Editor's note:
The indication of the presence of the attributes is FFS.
5.6.2.5
Type SmPolicyNotification
Table 5.6.2.5-1: Definition of type SmPolicyNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	
	1
	PDU session id
	

	smPolicyDecision
	SmPolicyDecision
	
	1
	Session management policy (see subclause 5.6.2.4).
	

	terminationRequest
	boolean
	
	0..1
	Request to terminate the PDU session. Default is "FALSE".
	


Editor's note:
The use of smPolicyDecision is FFS.
Editor's note:
The indication of the presence of the attributes is FFS.
5.6.2.6
Type PccRule
Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	0..N
	An array of IP flow packet filter information.
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF.
	

	pccRuleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
	

	precedence
	Integer
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session.
	

	refQosData
	array(string)
	O
	0..N
	A reference to the QoSData policy type decision type. It is the qosId described in subclause 5.6.2.8.

(NOTE)
	

	refTcData
	array(string)
	O
	0..N
	A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10.

(NOTE)
	

	refChgData
	array(string)
	O
	0..N
	A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11.

(NOTE)
	

	refUmData
	array(string)
	O
	0..N
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.

(NOTE)
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	

	NOTE:
Arrays are only introduced for future compatibility. In this release of the specification the maximum number of elements in the array


Editor’s note: It is FFS how transient control data related to PCC rules are going to be encoded (e.g. request for user location, timezone, etc).

5.6.2.7
Type SessionRule

Table 5.6.2.7-1: Definition of type SessionRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authSessAmbr
	BitRate
	O
	0..1
	Authorized Session-AMBR
	

	authDefaultQos
	DefaultQosInformation
	O
	0..1
	Authorized default QoS information.
	

	sessRuleId
	string
	M
	1
	Univocally identifies the session rule within a PDU session.
	

	refUmData
	string
	O
	0..1
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	


5.6.2.8
Type QoSData

Table 5.6.2.8-1: Definition of type QoSData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	qosId
	string
	M
	1
	Univocally identifies the QoS control policy data within a PDU session.
	

	5qi
	integer
	M
	1
	Identifier for the authorized QoS parameters for the service data flow.
	

	maxbrUl
	BitRate
	O
	0..1
	Indicates the max bandwidth in uplink.
	

	maxbrDl
	BitRate
	O
	0..1
	Indicates the max bandwidth in downlink.
	

	gbrUl
	BitRate
	O
	0..1
	Indicates the guaranteed bandwidth in uplink.
	

	gbrDL
	BitRate
	O
	0..1
	Indicates the max guaranteed in downlink.
	

	arp
	AllocationRetentionPriority (FFS)
	M
	1
	Indicates the allocation and retention priority.
	

	reflectiveQos
	boolean
	O
	0..1
	Indicates whether the QoS information is reflective for the corresponding service data flow.
	


5.6.2.9
Type ConditionData

Table 5.6.2.9-1: Definition of type ConditionData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	condId
	string
	M
	1
	Uniquely identifies the condition data within a PDU session.
	

	activationTime
	DateTime
	O
	0..1
	The time when the decision data shall be activated.
	

	deactivationTime
	DateTime
	O
	0..1
	The time when the decision data shall be deactivated.
	


Editor's note:
It is FFS whether other conditional information such as ratType, ipCanType can be part of this type.
Editor's note:
It is FFS whether precedence information can be part of this type.

5.6.2.10
Type TrafficControlData

Table 5.6.2.10-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tcId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
	

	flowAction
	FFS
	
	
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink, redirect]
	

	redirectInfo
	RedirectInformation
	C
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address
	

	muteNotif
	boolean
	O
	0..1
	Indicates whether application's start or stop notification is to be muted.
	

	trafficSteeringPolIdDl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	

	trafficSteeringPolIdUl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	


Editor’s note: It is FFS if sub types of TrafficControlData should be created to handle redirect, traffic steering, etc.

5.6.2.11
Type ChargingData

Table 5.6.2.11-1: Definition of type ChargingData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	chgId
	string
	M
	1
	Univocally identifies the charging control policy data within a PDU session.
	

	meteringMethod
	MeteringMethod
	O
	0..1
	Defines what parameters shall be metered for offline charging.
	

	offline
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PDU session or PCC rule.
	

	online
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PDU session or PCC rule.
	

	ratingGroup
	string
	O
	0..1
	The charging key for the PCC rule used for rating purposes.
	

	serviceId
	string
	O
	0..1
	Indicates the identifier of the service or service component the service data flow in a PCC rule relates to.
	

	sponsorId
	string
	O
	0..1
	Indicates the sponsor identity.
	

	appSvcProvId
	string
	O
	0..1
	Indicates the application service provider identity.
	

	afChargingIdentifier
	string
	O
	0..1
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	

	charingInformation
	CharingInformation
	O
	0..1
	Contains the CHF addresses of the PDU session.
	


5.6.2.12
Type UsageMonitoringData

Table 5.6.2. 12-1: Definition of type UsageMonitoringData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	umId
	string
	M
	1
	Univocally identifies the usage monitoring policy data within a PDU session.
	

	volumeThreshold
	FFS
	O
	0..1
	Indicates the total volume threshold.
	

	timeThreshold
	DurationSec
	O
	0..1
	Indicates a time threshold.
	

	monitoringTime
	DateTime
	O
	0..1
	Indicates the time at which the UP function is expected to reapply the next thresholds (e.g. nextVolThreshold)
	

	nextVolThreshold
	FFS
	C
	0..1
	Indicates a volume threshold after the Monitoring Time.
	

	nextTimeThreshold
	DurationSec
	C
	0..1
	Indicates a time threshold after the Monitoring.
	

	inactivityTime
	DurationSec
	O
	0..1
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	


Editor’s note: The above data structure is FFS. Some of the attributes are missing (e.g. uplink/downlink volume thresholds, etc).

Editor’s note: It is FFS how to handle transient control data such as requesting usage. Note that disabling usage monitoring can be done by removing the usage monitoring data from the session level map.

5.6.2.13
Type RedirectInformation

Table 5.6.2.13-1: Definition of type RedirectInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	redirectSupport
	boolean
	M
	1
	Indicates the redirect is enable.
	

	redirectAddressType
	RedirectAddressType
	O
	0..1
	Indicates the type of redirect address.
	

	redirectServerAddress
	string
	O
	0..1
	Indicates the address of the redirect server.
	


5.6.2.14
Type FlowInformation
Table 5.6.2.14-1: Definition of type FlowInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowDescription
	FlowDescription
	O
	0..N
	Contains the packet filters of the IP flow(s).
	

	packetFilterUsage
	boolean
	O
	0..1
	The packet shall be sent to the UE.
	

	tosTrafficClass
	string
	O
	0..1
	Contains the Ipv4 Type-of-Service and mask field or the Ipv6 Traffic-Class field and mask field.
	

	spi
	string
	O
	0..1
	the security parameter index of the IPSec packet.
	

	flowLabel
	string
	O
	0..1
	the Ipv6 flow label header field.
	

	flowDirection
	FlowDirection
	O
	0..1
	Indicates the direction/directions that a filter is applicable, downlink only, uplink only or both down- and uplink (bidirectional).
	

	sourceMacAddress
	string
	O
	0..1
	Contains the source MAC address
	

	destinationMacAddress
	string
	O
	0..1
	Contains the destination MAC address
	

	ethertype
	Ethertype(FFS)
	O
	0..1
	Indicates the type of Ethernet.
	

	vid
	string
	O
	0..2
	Contains the VID of C-TAG or S-TAG.
	

	pcpdei
	string
	O
	0..2
	Contains the PCP/DEI of C-TAG or S-TAG.
	


5.6.2.15
Type SmPolicyDeleteData

Table 5.6.2.15-1: Definition of type SmPolicyDeleteData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	userLocationInformation
	UserLocationInformation (FFS)
	
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone (FFS)
	
	0..1
	The time zone where the served UE is camping.
	

	
	
	
	
	
	


Editor's note:
More parameters may need to be added later.
Editor's note:
The operational details for SmPolicyDeleteData are FFS.
5.6.2.16
Type QosCharacteristics

Table 5.6.2.16-1: Definition of type QosCharacteristics
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	5qI
	integer
	M
	1
	Identifier for the authorized QoS parameters for the service data flow. Applies to PCC rule and PDU session level.
	

	resourceType
	ResourceType
	M
	1
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	

	priorityLevel
	integer
	M
	1
	Indicates the priority level.
	

	packetDelayBudget
	DurationSec
	M
	1
	Indicates the packet delay budget.
	

	packetErrorRate
	FFS
	M
	1
	Indicates the packet error rate.
	

	averagingWindow
	DurationSec
	C
	0..1
	Indicates the averaging window.

This IE shall be present only for GBR QoS flows.
	

	maximumDataBurst Volume
	integer
	C
	0..1
	Indicates the maximum data burst.

This IE shall be present when the packet delay budget is equal to or lower than 20 msec.
	

	
	
	
	
	
	


Editor's note:
It is FFS if DurationSec granularity is enough to express time values or if finer granularity is needed.

Editor’s note: Maximum Data Burst Volume, Averaging Window and Priority Level apply to standardized 5QI too. It is FFS how this can be reflected in the TS. 

5.6.2.17
Type ChargingInformation
Table 5.6.2.17-1: Definition of type ChargingInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	primaryChfAddress
	Uri
	M
	1
	Contains the primary CHF address.
	

	secondaryChfAddress
	Uri
	M
	1
	Contains the secondary CHF address.
	


5.6.2.18
Type AccuUsageReport
Table 5.6.2.18-1: Definition of type AccuUsageReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	refDecisionDataIds
	string
	O
	0..N
	An id referencing UsageMonitoringData objects associated with this usage report.
	

	accuVolumeUsage
	FFS
	O
	0..1
	Indicates a total accumulated volume usage.
	

	accuVolumeUsageUplink
	FFS
	O
	0..1
	Indicates an accumulated volume usage in uplink.
	

	accuVolumeUsageDownlink
	FFS
	O
	0..1
	Indicates an accumulated volume usage in downlink.
	

	accuTimeUsage
	DurationSec
	O
	0..1
	Indicates an accumulated time usage.
	

	accuNextVolUsage
	FFS
	C
	0..1
	Indicates an accumulated volume usage after the Monitoring Time.
	

	accuNextVolUsageUplink
	FFS
	O
	0..1
	Indicates an accumulated volume usage in uplink after the Monitoring Time.
	

	accuNextVolUsageDownlink
	
	
	
	Indicates an accumulated volume usage in downlink after the Monitoring Time.
	

	accuNextTimeUsage
	DurationSec
	C
	0..1
	Indicates an accumulated time usage after the Monitoring.
	


5.6.2.19
Type SmPolicyUpdateContextData
Table 5.6.2.19-1: Definition of type SmPolicyUpdateContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyControlRequestTrigger
	PolicyControlRequestTrigger
	
	1..N
	The policy control reqeust trigges which are met.
	

	accessType
	AccessType
	
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	
	0..1
	The RAT Type where the served UE is camping.
	

	servingNetwork
	NetworkId
	
	0..1
	The serving network where the served UE is camping.
	

	userLocationInformation
	UserLocationInformation
	
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	chargingInformation
	ChargingInformation
	
	0..1
	The charging information of the PDU session.
	

	subscribedSessionAmbr
	BitRate
	
	0..1
	Subscribed Session-AMBR.
	

	subscribedDefaultQosInformation
	DefaultQosInformation
	
	0..1
	Subscribed Default QoS Information.
	

	accuUsageReport
	AccuUsageReport
	O
	0..1
	Accumulate usage report.
	


Editor's note:
Additional attributes in SmPolicyContextUpdateData are FFS.
5.6.3
Simple data types and enumerations

5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported. For additional simple data types see 3GPP TS 29.571 [11].
Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	ArpPriorityLevel
	integer
	Unsigned integer indicating the ARP Priority Level (see subclause 5.7.2.2 of 3GPP TS 23.501 [8]), within the range 1 to 15.

Values are ordered in decreasing order of priority, i.e. with 1 as the highest priority and 15 as the lowest priority.

In an OpenAPI Specification [3] schema, the format shall be designated as "ArpPriorityLevel".
	

	PreEmpCap
	boolean
	Pre-emption-Capability where 0 indicates that assigned resources of another IP flow can be assigned to the P flow, while 1 indicates that assigned resources of other IP flows cannot be assigned to the IP flow.
	

	PreEmpVul
	boolean
	Pre-emption-Vulnerability where 0 indicates pre-emption on the IP flow cannot be done, while 1 indicates that pre-emption on the IP flow can be done.
	


5.6.3.3
Enumeration: FlowDirection
Table 5.6.3.3-1: Enumeration FlowDirection
	Enumeration value
	Description
	Applicability

	DOWNLINK
	The corresponding filter applies for traffic to the UE.
	

	UPLINK
	The corresponding filter applies for traffic from the UE.
	

	BIDIRECTIONAL
	The corresponding filter applies for traffic both to and from the UE.
	


Editor's note: An Unspecified value would be required if the data type is used to report filter information received from the UE.

5.6.3.4
Enumeration: ReportingLevel
Table 5.6.3.4-1: Enumeration ReportingLevel

	Enumeration value
	Description
	Applicability

	SERVICE_IDENTIFIER_LEVEL
	Indicates that the usage shall be reported on service id and rating group combination level.
	

	RATING_GROUP_LEVEL
	Indicates that the usage shall be reported on rating group level.
	

	SPONSORED_CONNECTIVITY_LEVEL
	Indicates that the usage shall be reported on sponsor identity and rating group combination level.
	


5.6.3.5
Enumeration: MeteringMethod
Table 5.6.3.5-1: Enumeration MeteringMethod
	Enumeration value
	Description
	Applicability

	DURATION
	Indicates that the duration of the service data flow traffic shall be metered.
	

	VOLUME
	Indicates that volume of the service data flow traffic shall be metered.
	

	DURATION_VOLUME
	Indicates that the duration and the volume of the service data flow traffic shall be metered.
	

	EVENT
	Indicates that events of the service data flow traffic shall be metered.
	


5.6.3.6
Enumeration: PolicyControlRequestTrigger
Table 5.6.3.6-1: Enumeration PolicyControlRequestTrigger
	Enumeration value
	Description
	Applicability

	PLMN_CH
	PLMN Change
	

	RES_MO_RE
	A request for resource modification has been received by the SMF.
	

	AC_TY_CH
	Access Type Change
	

	UE_IP_CH
	UE IP address change
	

	UE MAC_CH
	A new UE MAC address is detected or a used UE MAC address is inactive for a specific period
	

	AN_CH_COR
	Access Network Charging Correlation Information
	

	US_RE
	The PDU Session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	

	APP_STA
	The start of application traffic has been detected.
	

	APP_STO
	The stop of application traffic has been detected.
	

	AN_INFO
	Access Network Information report
	

	CM_SES_FAIL
	Credit management session failure
	

	PS_DA_OFF
	The SMF reports when the 3GPP PS Data Off status changes
	

	DEF_QOS_CH
	Default QoS Change
	

	SE_AMBR_CH
	Session AMBR Change
	

	PCC_RMV
	The SMF reports when the PCC rule is removed
	

	QOS_STO
	The SMF notify the PCF when receiving notification from RAN that QoS targets of the QoS Flow cannot be fulfilled
	

	QOS_STA
	The SMF notify the PCF when receiving notification from RAN that QoS targets of the QoS Flow can be fulfilled again
	

	NO_CREDIT
	Out of credit
	

	PRA_CH
	Change of UE presence in Presence Reporting Area
	

	SAREA_CH
	Location Change with respect to the Serving Area
	

	SCNN_CH
	Location Change with respect to the Serving CN node
	

	ENF_PCC_RUL
	Enforced PCC rule request where the SMF is performing a PCC rules request as instructed by the PCF.
	


5.7
Error handling
This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 5.3 and 5.4.

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


6
Security
Annex A (normative):
OpenAPI specification

A.1
General
The present Annex contains an OpenAPI [10] specification of HTTP messages and content bodies used by the Npcf_SMPolicyControl API.

In case of conflicts between the main body of the present document and the present Annex, the information in the main body shall be applicable.
A.2
Npcf_SMPolicyControl API
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