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*** 1st Change ***

5.4.4
Data Model

5.4.4.1
General

This subclause specifies the application data model supported by the TrafficInfluence API.

5.4.4.2
Reused data types

The data types reused by the TrafficInfluence API from other specifications are listed in table 5.4.4.2-1. 

Table 5.4.4.2-1: Re-used Data Types

	Data type
	Reference
	
	

	Dnai
	3GPP TS 29.571 [xx]
	
	

	Dnn
	3GPP TS 29.571 [xx]
	
	

	ExternalId
	3GPP TS 29.122 [4]
	
	

	ExternalGroupId
	3GPP TS 29.122 [4]
	
	

	FlowInfo
	3GPP TS 29.122 [4]
	
	

	Ipv4Addr
	3GPP TS 29.122 [4]
	
	

	Ipv6Addr
	3GPP TS 29.122 [4]
	
	

	Link
	3GPP TS 29.122 [4]
	
	

	Port
	3GPP TS 29.122 [4]
	
	

	Gpsi
	3GPP TS 29.571 [xx]
	
	

	SliceInfo
	3GPP TS 29.571 [xx]
	
	


5.4.4.3
Structured data types

5.4.4.3.1
Introduction

This clause defines the structured data types to be used in resource representations.

5.4.4.3.2
Type: TrafficInfluSub
This type represents a traffic influence subscription. The same structure is used in the subscription request and subscription response.
Table 5.4.4.3.2-1: Definition of type TrafficInfluSub
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
NOTE 1

	afServiceId
	string
	O
	0..1
	Identifies a service on behalf of which the AF is issuing the request.
	

	afTransId
	string
	O
	0..1
	Identifies an NEF Northbound interface transaction, generated by the AF.
	

	appRelaIndication
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
	

	dnn
	Dnn
	O
	0..1
	
	

	snssai
	SliceInfo
	O
	0..1
	
	

	exterGroupId
	ExternalGroupId
	O
	0..1
	Identifies a group of users. 
(NOTE 2)
	

	externalId
	ExternalId
	O
	0..1
	Identifies a user. 
(NOTE 2)
	

	anyUEInd
	boolean
	O
	0..1
	Identifies whether the AF request applies to any UE. This attribute shall set to "true" if applicable for any UE, otherwise, set to "fause".
(NOTE 2)
	

	subscribedEvent
	array(SubscribedEvent)
	O
	0..2
	Identifies the requirement to be notified of a UP path management event and the activity.
	

	gpsi
	Gpsi
	O
	0..1
	Identifies a user. 
(NOTE 2)
	

	ipv4Addr
	Ipv4Addr
	O
	0..1
	Identifies the IPv4 address. 
(NOTE 2)
	

	Ipv6Addr
	Ipv6Addr
	O
	0..1
	Identifies the IPv6 address. 
(NOTE 2)
	

	notifyType
	NotifyType
	O
	0..1
	Identifies a type of notification regarding UP patch management event.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3 of 3GPP TS 29.122 [4]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4 of 3GPP TS 29.122 [4].
	Notification_websocket

	self
	Link
	O
	0..1
	Link to this resource. 
This parameter shall be supplied by the NEF in HTTP responses that include an object of TrafficInfluSub type
	

	trafficFilter
	FlowInfo
	O
	0..1
	Identifies a packet filter for an IP flow.
	

	trafficRoutes
	array(TrafficRoute)
	M
	1..N
	Identifies the N6 traffic routing requirement.
	

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are start to be applicable.
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable.
	

	validGeoZoneIds
	array(FFS)
	M
	1..N
	Identifies a geographic zone that the AF request applies only to the traffic of UE(s) located in this specific zone.
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.4.5 are applicable as described in subclause 5.2.7 of 3GPP TS 29.122 [4]. If no feature are indicated, the related property applies for all the features.
NOTE 2:
One of individual UE identifier (i.e. "gpsi", "ipv4Addr", "ipv6Addr" or "externalId"), External Group Identifier (i.e. "exterGroupId") or any UE indication "anyUeInd" shall be included.


Editor’s Note:
Further check about the above attributes applies for Optional or Conditional.
5.4.4.3.3
Type: TrafficInfluSubPatch
This type represents a subscription of traffic influence parameters provided by the AF to the NEF. The structure is used for HTTP PATCH request.
Table 5.4.4.3.3-1: Definition of type TrafficInfluSubPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afTransId
	string
	O
	0..1
	Identifies an NEF Northbound interface transaction, generated by the AF.
	

	appRelaIndication
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
	

	trafficFilter
	FlowInfo
	O
	0..1
	Identifies a packet filter for an IP flow.
	

	trafficRoutes
	array(TrafficRoute)
	O
	0..N
	Identifies the N6 traffic routing requirement.
	

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are start to be applicable.
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable.
	

	validGeoZoneIds
	array(FFS)
	O
	0..N
	Identifies a geographic zone that the AF request applies only to the traffic of UE(s) located in this specific zone.
	


Editor’s Note:
Further clarification whether allows the removal of attributes.
5.4.4.3.4
Type: TrafficRoute
Table 5.4.4.3.4-1: Definition of type TrafficRoute
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnai
	Dnai
	O
	0..1
	Identifies a DNAI. 

	routingProfileId
	integer
	O
	0..1
	Identifies an N6 traffic routing profile associated with the DNAI.
(NOTE)

	trafficRouteInfo
	TrafficRouteInfo
	O
	0..1
	Identifies a set of N6 traffic routing information associated with the DNAI.
(NOTE)

	NOTE:
Either the "routingProfileId", the "routingProfileId" or the "trafficRouteInfo" shall be provided.


5.4.4.3.5
Type: TrafficRouteInfo
Table 5.4.4.3.5-1: Definition of type TrafficRouteInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	Ipv6Addr
	Ipv6Addr
	M
	1
	Identifies an IPv6 address of Data Network. 

	portNum
	Port
	M
	1
	Identifies a UDP port number of N6 tunnel end in the Data Network.


5.4.4.3.6
Type: EventNotification
Table 5.4.4.3.6-1: Definition of type EventNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
(NOTE)

	afTransId
	string
	O
	0..1
	Identifies an NEF Northbound interface transaction, generated by the AF.
	

	activityStatus
	boolean
	O
	0..1
	Identifies whether the AF request is active or inactive.
Shall be present if the "subscribedEvent" sets to "ACTIVITY".
	

	notifyType
	NotifyType
	M
	1
	Identifies the type of notification regarding UP patch management event.
	

	sourceTrafficRoute
	TrafficRoute
	O
	0..1
	Identifies the N6 traffic routing information associated to the source DNAI.
Shall be present if the "subscribedEvent" sets to "CHANGE_OF_DNAI".
	

	subscribedEvent
	SubscribedEvent
	M
	1
	Identifies a UP path management event the AF requeted to be notified of.
	

	targetTrafficRoute
	TrafficRoute
	O
	0..1
	Identifies the N6 traffic routing information associated to the target DNAI.
Shall be present if the "subscribedEvent" sets to "CHANGE_OF_DNAI".
	

	NOTE:
Properties marked with a feature as defined in subclause 5.4.5 are applicable as described in subclause 5.2.7 of 3GPP TS 29.122 [4]. If no feature are indicated, the related property applies for all the features.


5.4.4.4
Simple data types and enumerations

5.4.4.4.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.4.4.4.2
Simple data types 

The simple data types defined in table 5.4.4.4.2-1 shall be supported.

Table 5.4.4.4.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	


5.4.4.4.3
Enumeration: SubscribedEvent 
The enumeration SubscribedEvent  represents the type of UP patch management events of which the AF requests to be notified. It shall comply with the provisions defined in table 5.4.4.4.3-1.

Table 5.4.4.4.3-1: Enumeration SubscribedEvent
	Enumeration value
	Description
	

	ACTIVITY
	The AF requests to be notified when the AF request become active or inactive in the SMF.
	

	CHANGE_OF_DNAI
	The AF requests to be notified when the DNAI changes for the PDU session.
	


5.4.4.4.4
Enumeration: NotifyType
The enumeration NotifyType represents the type of notifications regarding UP patch management events. It shall comply with the provisions defined in table 5.4.4.4.4-1.

Table 5.4.4.4.4-1: Enumeration NotifyType

	Enumeration value
	Description

	EARLY
	The AF requests to be notified before the UP path is configured.

	LATE
	The AF requests to be notified after the UP path is configured.

	EARLY_LATE
	The AF requests to be notified before and after the UP path is configured.
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