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*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.502: "Procedures for the 5G system".
[3]
3GPP TS 23.501: "System Architecture for the 5G".
[4]
3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[5]
Open API Initiative, "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[a]
3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
*** 2nd Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function
CP
Communication Pattern
DN
Data Network
DNAI
DN Access Identifier
DNN
Data Network Name
GPSI 
Generic Public Subscription Identifier

NEF
Network Exposure Function
PCF
Policy Control Function
PFD
Packet Flow Description

REST
Representational State Transfer

UP
User Plane
*** 3rd Change ***

4.1
Overview

The NEF Northbound interface is between the NEF and the AF. It specifies RESTful APIs that allow the AF to access the services and capabilities provided by 3GPP network entities and securely exposed by the NEF.
This document also specifies the procedures triggered at the NEF by API requests from the AF and by event notifications received from 3GPP network entities.
The stage 2 level requirements and signalling flows for the NEF Northbound interface are defined in 3GPP TS 23.502 [2].
The NEF Northbound interface supports the following procedures:

-
Procedures for Monitoring

-
Procedures for Device Triggering

-
Procedures for Group Message Delivery 

-
Procedures for CP Parameters Provisioning

-
Procedures for PFD Management

-
Procedures for Traffic Influence

*** 4th Change ***

4.4.6
Procedures for Traffic Influence

In order to create a resource for the Traffic Influence, the AF shall send an HTTP POST message to the NEF, the body of the HTTP POST message may include the AF Service Identifier, external Group Identifier, external Identifier, anyUE Indication, the UE IP address, GPSI, DNN, S-NSSAI, Application Identifier or traffic filtering information, Subscribed Event, geographic zone identifier(s), AF Transaction Identifier, a list of DNAI(s), routing profile ID(s) or N6 traffic routing information, Indication of application relocation possibility, type of notifications, Temporal and spatial validity conditions.
After receiving the HTTP POST message, if the AF is authorized, the NEF shall perform the mapping as described in 3GPP TS 23.501 [3], and interact with the southbound interfaces. After receiving a successful response from the southbound interface, the NEF shall create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF service Identifier and an NEF-created transaction identifier, and shall respond to the AF with a 201 Created message, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence transaction.
In order to update the traffic influence subscription, the AF shall send an HTTP PUT or PATCH message to request to change the traffic influence parameters. Upon receipt of the HTTP PUT or PATCH message, the NEF shall interact with the southbound interface to update the traffic influence subscription. After receiving the response from the southbound interface, the NEF shall send an HTTP response to the AF with a corresponding status code and the result in the body of the HTTP response. 
If the NEF receives a UP management event notification from the PCF or the SMF indicating the subscribed event is detected, the NEF shall send an HTTP POST message including the notified event (e.g. a DNAI has changed) to the AF. The AF shall respond with an HTTP response to confirm the received notification.
In order to remove the traffic influence subscription, the AF shall send an HTTP DELETE message to the NEF. After receiving the HTTP DELETE message, the SCEF shall remove all properties of the resource and interact with the southbound interface to delete the traffic influence subscription. After receiving the response from thesouthbound interface, the NEF shall send an HTTP response to the SCS/AS with a corresponding status code.
Editor’s Note:
Error handling of southbound interface needs further described.

Edirtor’s Note:
The interaction between the NEF and the southbound interface needs further described 
*** End of Changes ***
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