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	The new data model for N7 defines a hierarchical model to define the relationship between session rules and PCC rules, where the Rule supperclass gathers the common properties of both types of rules.

However, session and PCC rule only share the activation and deactivation time, being the rest of attributes specific per rule 

For the common property activation and deactivation time it is proposed to define a new data type ConditionData that can be referenced from any type of rule.
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	Unnecessary complex data model architecture.
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
4.1.4
Rules

4.1.4.1
General

A rule is a set of policy information elements associated with a PDU session, or with service data flows or application identifiers (i.e., with a PCC rule).
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Two types of rules are defined:
-
Session rule; and
-
PCC rule.




Both Session rules and PCC rules are composed of embedded information elements as well as information elements that are part of the referenced objects (e.g. condition data, or usage monitoring policy data type) by the rule.
Session rules and PCC rules also share certain common properties in common Rule type as:

- 
a rule identifier;

-
a rule scope identifying what scope this rule applies to;

-
an optional precedence value;
- 
an optional list of references to condition data associated with the rule;
-
a list of references to decision data associated with the rule;
SessionRule is defined in subclause 4.1.4.3. PccRule is defined in subclause 4.1.4.2.
*** 2nd Change ***

4.1.4.4
Policy Decision types
4.1.4.4.1 General

A policy decision is a grouping of cohesive information elements describing a specific type of decision, e.g. QoS, Charging data, etc. A policy decision can be linked to one or more PCC rules or one or more Session rules.
Editor’s note: DecisionData as well as the below hierarchy of subtypes is FFS. It is FFS whether this type of flexibility should be part of Rel-15 or whether we should make the design flatter. 
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 The following types of policy decision are defined:

-
Traffic control data

-
QoS data.

-
Charging data.
-
Usage Monitoring data.

Above types of policy decision share certain common properties in common DecisionData type as:

- 
a decision data identifier;
-
a decision data type identifying the type of this decision data;

-
an optional precedence value;

- 
an optional list of references to condition data associated with the decision data;
Editor’s note: It is FFS whether precedence value and condition data reference are needed in here. 







· * * * 3rd Change * * * *

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].

Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	ChargingData
	5.6.2.11
	Contains charging related parameters. Inherits all parameters from DecisionData.
	

	ConditionData
	5.6.2.x
	Contains conditions for applicability of a rule.
	

	DecisionData
	5.6.2.9
	A base data type containing cohesive decision data. This data type is typically only used as a parent data type for other data types such as QoSData.
	

	FlowDirection
	5.6.3.3
	
	

	FlowInformation
	5.6.2.15
	Contains the flow information.
	

	FlowStatus
	FFS
	Indicates the flow status.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	QosCharacteristics
	5.6.2.17
	Contains QoS characteristics for a non standard 5QI.
	

	QoSData
	5.6.2.13
	Contains the QoS parameters.
	

	RedirectAddressType
	FFS
	Indicates the redirect address type.
	

	RedirectInformation
	5.6.2.14
	Contains the redirect information.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	Rule
	5.6.2.7
	A base data type for rules. 
	

	SessionRule
	5.6.2.8
	Contains session level policy information.
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyContextData
	5.6.2.3
	Contains the parameters to create individual SM policy resource.
	

	SmPolicyDecision
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyNotification
	5.6.2.5
	Contains the update of the SM policies
	

	SmPolicyDeleteData
	5.6.2.16
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted.
	

	
	
	
	

	TrafficControlData
	5.6.2.10
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc). Inherits all parameters from DecisionData.
	

	UsageMonitoringData
	5.6.2.12
	Contains usage monitoring related control information. Inherits all parameters from DecisionData.
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Supi
	3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Uri
	3GPP TS 29.571 [11]
	
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	Ipv4Addr
	3GPP TS 29.571 [11]
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	UserLocationInformation
	3GPP TS 29.571 [11]
	
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	NetworkId
	3GPP TS 29.571 [11]
	The identification of the Network.
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	BitRate
	3GPP TS 29.571 [11]
	
	

	DefaultQoSInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	AfSignallingProtocol
	FFS
	
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	DurationSec
	3GPP TS 29.571 [11]
	Identifies a period of time in units of seconds.
	

	ResourceType
	3GPP TS 29.571 [11]
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	


* * * 4th Change * * * *

5.6.2.4
Type SmPolicyDecision
Table 5.6.2.4-1: Definition of type SmPolicyDecision

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	rules
	map(Rule)
	M
	1..N
	A map of Rules with the keybeing the Rule’s ruleId and content being the PCCRule/SessionRule as described in subclause 5.6.2.6 and 5.6.2.8.
	

	decisionData
	map(DecisionData)
	O
	0..N
	A map of DecisionData keyed by DecisionData’s decisionId and content being the DecisionData as defined in 5.6.2.9 or its sub-structures.  
	

	qosChars
	map(QosCharacteristics)
	C
	0..N
	Map of QoS characteristics for non standard 5QIs. This map uses the 5QI values as keys.
	

	reflectiveQoSTimer
	DurationSec
	O
	0..1
	Defines the lifetime of a UE derived QoS rule belonging to the PDU Session for reflective QoS.
	

	conds
	map(ConditionData)
	
	
	A map of condition data with the content being as described in subclause 5.6.2.x.
	

	
	
	
	
	
	


Editor's note:
The indication of the presence of the attributes is FFS.


* * * 5th Change * * * *

5.6.2.6
Type PccRule



Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	0..N
	An array of IP flow packet filter information.
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF.
	

	
	
	
	
	
	

	ruleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
(NOTE 1)
	

	ruleScope
	Enum
	M
	1
	If this is a dynamic PCC rule, the enum value shall be “pcc”.

If this is a predefined PCC rule, the enum value shall be “predefined”.
(NOTE 1)
	

	precedence
	integer
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session.
(NOTE 1)
	

	refDecisionDataIds
	array(string)
	O
	0..N
	A list of ids referencing DecisionData objects associated with this rule.
(NOTE 1)
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.x.
(NOTE 1)
	

	NOTE 1: The attributes are inherited from the common type defined in subclause 5.6.2.7.


Editor’s note: It is FFS whether there is a need to have multiple instances of the same decision data type within the same rule, e.g. more than one QoSData. This would be needed if we allow activation/deactivation time or other conditional informaiton (e.g. ratType, ipCanType) to be part of a decision data such as QoSData. If it is decided that this flexibility is not needed, we will not need to have a map of decisionData in the PCCRule, instead, we can have specific single instances of the various types, e.g. qosData, trafficControlData at the PccRule level.

Editor’s note: It is FFS how transient control data related to PCC rules are going to be encoded (e.g. request for user location, timezone, etc).

* * * 6th Change * * * *

5.6.2.7
Type Rule

Table 5.6.2.7-1: Definition of type Rule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ruleId
	string
	M
	1
	Uniquely identifies the rule within a PDU session.
	

	ruleScope
	Enum
	M
	1
	Determines whether the scope of the rule is at the session, flow, application or is predefined. Possible values are: [session, pcc, predefined]
	

	precedence
	integer
	O
	0..1
	Determines the order, in which this rule is applied relative to other rules within the same PDU session.
	

	refDecisionDataIds
	array(string)
	O
	0..N
	A list of ids referencing DecisionData objects associated with this rule.
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.x.
	

	
	
	
	
	
	

	
	
	
	
	
	



* * * 7th Change * * * *

5.6.2.9
Type DecisionData

Table 5.6.2.9-1: Definition of type DecisionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	decisionId
	string
	M
	1
	Uniquely identifies the decision data within a PDU session.
	

	decisionType
	Enum
	M
	1
	The decision data type as a type discriminator. 
The possible values are [traffic_control_data, charging_data, usage_monitoring_data, qos_data]
	

	precedence
	integer
	O
	0..1
	Determines the order in which this decision data is applied relative to other decision data of the same type associated with a rule.
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.x.
	

	
	
	
	
	
	

	
	
	
	
	
	


Editor’s note: It is FFS whether refCondData and precedence are needed for DecisionData.



* * * 8th Change * * * *

5.6.2.8
Type SessionRule



Table 5.6.2.8-1: Definition of type SessionRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authSessAmbr
	BitRate
	O
	0..1
	Authorized Session-AMBR
	

	authDefaultQos
	DefaultQosInformation
	O
	0..1
	Authorized default QoS information.
	

	ruleId
	string
	M
	1
	Univocally identifies the session rule within a PDU session.
(NOTE 1)
	

	ruleScope
	Enum
	M
	1
	The enum value shall be “session”.
(NOTE 1)
	

	refDecisionDataIds
	array(string)
	M
	1..N
	A list of ids referencing DecisionData objects associated with this rule.
(NOTE 1) (NOTE 2)
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.x.
(NOTE 1)
	

	NOTE 1: The attributes are inherited from the common type defined in subclause 5.6.2.7.
NOTE 2: Only UsageMonitoringData is applicable for Session Rule.


* * * 9th Change * * * *

5.6.2.10
Type TrafficControlData


Table 5.6.2.10-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	decisionId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
(NOTE 1)
	

	decisionType
	Enum
	M
	1
	The value shall be “traffic_control_data”.

(NOTE 1)
	

	flowAction
	FFS
	
	
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink, redirect]
	

	redirectInfo
	RedirectInformation
	C
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address
	

	muteNotif
	boolean
	O
	0..1
	Indicates whether application's start or stop notification is to be muted.
	

	trafficSteeringPolIdDl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	

	trafficSteeringPolIdUl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	

	NOTE 1: The attributes are inherited from the common DecisionData type defined in subclause 5.6.2.9.


Editor’s note: It is FFS if sub types of TrafficControlData should be created to handle redirect, traffic steering, etc.

* * * 10th Change * * * *

5.6.2.11
Type ChargingData


Table 5.6.2.11-1: Definition of type ChargingData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	decisionId
	string
	M
	1
	Univocally identifies the charging control policy data within a PDU session.
(NOTE 1)
	

	decisionType
	Enum
	M
	1
	The enum value shall be “charging_data”.
(NOTE 1)
	

	meteringMethod 
	MeteringMethod
	O
	0..1
	Defines what parameters shall be metered for offline charging.
	

	offline
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PCC rule.
	

	online
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PCC rule.
	

	ratingGroup
	string
	O
	0..1
	The charging key for the PCC rule used for rating purposes.
	

	serviceId
	string
	O
	0..1
	Indicates the identifier of the service or service component the service data flow in a PCC rule relates to.
	

	sponsorId
	string
	O
	0..1
	Indicates the sponsor identity.
	

	appSvcProvId
	string
	O
	0..1
	Indicates the application service provider identity.
	

	afChargingIdentifier
	string
	O
	0..1
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	

	NOTE 1: The attributes are inherited from the common DecisionData type defined in subclause 5.6.2.9.


* * * 11th Change * * * *

5.6.2.12
Type UsageMonitoringData


Table 5.6.2.12-1: Definition of type UsageMonitoringData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	decisionId
	string
	M
	1
	Univocally identifies the usage monitoring policy data within a PDU session.
(NOTE 1)
	

	decisionType
	Enum
	M
	1
	The value shall be “usage_monitoring_data”.

(NOTE 1)
	

	volumeThreshold
	FFS
	O
	0..1
	Indicates the total volume threshold.
	

	timeThreshold
	DurationSec
	O
	0..1
	Indicates a time threshold.
	

	monitoringTime
	DateTime
	O
	0..1
	Indicates the time at which the UP function is expected to reapply the next thresholds (e.g. nextVolThreshold)
	

	nextVolThreshold
	FFS
	C
	0..1
	Indicates a volume threshold after the Monitoring Time.
	

	nextTimeThreshold
	DurationSec
	C
	0..1
	Indicates a time threshold after the Monitoring.
	

	inactivityTime
	DurationSec
	O
	0..1
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	

	NOTE 1: The attributes are inherited from the common DecisionData type defined in subclause 5.6.2.9.


Editor’s note: The above data structure is FFS. Some of the attributes are missing (e.g. uplink/downlink volume thresholds, etc).

Editor’s note: It is FFS how to handle transient control data such as requesting usage. Note that disabling usage monitoring can be done by removing the usage monitoring data from the session level map.

* * * 12th Change * * * *

5.6.2.13
Type QoSData

Table 5.6.2.13-1: Definition of type QoSData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	decisionId
	string
	M
	1
	Univocally identifies the QoS control policy data within a PDU session.
(NOTE 1)
	

	decisionType
	Enum
	M
	1
	The enum value shall be “qos_data”.

(NOTE 1)
	

	5qi
	integer
	M
	1
	Identifier for the authorized QoS parameters for the service data flow.
	

	maxbrUl
	BitRate
	O
	0..1
	Indicates the max bandwidth in uplink.
	

	maxbrDl
	BitRate
	O
	0..1
	Indicates the max bandwidth in downlink.
	

	gbrUl
	BitRate
	O
	0..1
	Indicates the guaranteed bandwidth in uplink.
	

	gbrDL
	BitRate
	O
	0..1
	Indicates the max guaranteed in downlink.
	

	arp
	AllocationRetentionPriority (FFS)
	M
	1
	Indicates the allocation and retention priority.
	

	reflectiveQos
	boolean
	O
	0..1
	Indicates whether the QoS information is reflective for the corresponding service data flow.
	

	NOTE 1: The attributes are inherited from the common DecisionData type defined in subclause 5.6.2.9.


* * * 13th Change * * * *

5.6.2.x
Type ConditionData

Table 5.6.2.x-1: Definition of type ConditionData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	condId
	string
	M
	1
	Uniquely identifies the condition data within a PDU session.
	

	activationTime
	DateTime
	O
	0..1
	The time when the decision data shall be activated.
	

	deactivationTime
	DateTime
	O
	0..1
	The time when the decision data shall be deactivated.
	


Editor's note:
It is FFS whether other conditional information such as ratType, ipCanType can be part of this type.
Editor's note:
It is FFS whether precedence information can be part of this type.

*** End of Changes ***
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