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*** 1st Change ***
5.2.2
PDU Session Modification
5.2.2.1
General

The following procedures concern both roaming and non-roaming scenarios.

In the LBO roaming case, the PCF acts as the V-PCF, and the V-PCF shall not contact the UDR/CHF. In the home routed roaming case, the PCF acts as the H-PCF and the H-PCF interacts with the H-SMF.
The PDU Session Modification procedure may be initiated either by the SMF or by the PCF.
Editor’s note:
The interactions over Rx are FFS.
Editor’s note:
Protocol details for service operations mentioned in the following procedures are FFS.
Editor’s note:
Subscription to PCF events from the AF in Npcf_PolicyAuthorization_Create and Npcf_PolicyAuthorization_Update service operations will be added later.

Editor’s note:
How the AF supports the Ethernet PDU Session is FFS.
5.2.2.2
PDU Session Modification initiated by the PCF
5.2.2.2.1
Interactions between SMF, PCF and CHF
This procedure is performed when the PCF decides to modify policy decisions for a PDU session.
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Figure 5.2.2.2-1 Interactions between SMF, PCF and CHF for PCF-initiated PDU Session Modification procedure

1.
The PCF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for a PDU Session. Possible external trigger events are described in clause 5.2.2.2.2. In addition, this procedure is triggered by the following cases:
-
The UDR notifies the PCF about a policy subscription change (e.g. change in MPS EPS Priority, MPS Priority Level and/or IMS Signalling Priority, or change in user profile configuration indicating whether supporting application detection and control).
-
The CHF provides a Spending Limit Report to the PCF as described in subclause 5.3.5.
2.
If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in subclause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in subclause 5.3.4.
3.
The PCF makes a policy decision. The PCF can determine that updated or new policy information need to be sent to the SMF.

4.
The PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to the SMF that has previously subscribed and includes the PDU session ID and can include the updated PCC Rules of the PDU session, the authorized Session-AMBR and the authorized default QoS information. The PCF may also provides the updated Policy Control Request Trigger parameters.
5.
The SMF provides to the PCF the result (success/failure) of the Npcf_SMPolicyControl_UpdateNotify service operation.
5.2.2.2.2
Interactions between PCF, AF and UDR
5.2.2.2.2.1
AF Session Establishment
This procedure is performed when the AF/NEF requests to create an AF application session context for the requested service.

NOTE:
The NEF acts as an AF to support the network exposure functionality.
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Figure 5.2.2.2.2.1-1 AF Session Establishment triggers PCF-initiated PDU Session Modification procedure

1.
When the AF receives an internal or external trigger to set-up a new AF session, the AF invokes the Npcf_PolicyAuthorization_Create service operation to the PCF including the AF Identifier, the IP address of the UE, the identification of the application session context, the SUPI if available, the DNN if available, Media information, bandwidth requirements, sponsored data connectivity if applicable, flow description, AF application identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, etc.
2.
The PCF stores the Service Information received in step 1.
3.
If the PCF does not have the subscription data for the SUPI and DNN, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR including the PCF identifier, the SUPI and the requested subscription data.

The UDR responds to the PCF with the subscription data.

4.
The PCF identifies the affected established PDU Session (s) using the information previously received from the SMF and the Service Information received from the AF.
5.
The PCF responds to the Npcf_PolicyAuthorization_Create service operation including the result (success/failure).
6.
The AF may invoke the Npcf_PolicyAuthorization_Subscribe service operation to subscribe to events in the PCF. The request includes the information indicating the AF application session context and the events that subscribes. It also includes a Notification URI to indicate to the PCF where to send the notification of the subscribed events, and a Notification Correlation ID to correlate notifications with this subscription.
7.
The PCF acknowledges the subscription from the AF. If the request is accepted the PCF returns the Subscription Correlation ID indicating the requested subscription is created.

8.
The PCF interacts with SMF according to Figure 5.2.2.2.2-1.
5.2.2.2.2.2
AF Session Modification
This procedure is performed when the AF/NEF requests to update an AF application session context for the requested service.

NOTE:
The NEF acts as an AF to support the network exposure functionality.
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Figure 5.2.2.2.2.2-1 AF Session Modification triggers PCF-initiated PDU Session Modification procedure

1.
When the AF receives an internal or external trigger to modify an existing AF session, the AF invokes the Npcf_PolicyAuthorization_Update service operation to the PCF including the modified service information.
2.
The PCF stores the received Service Information.
3.
If PCF does not have the subscription data for the SUPI and DNN corresponding to the application session context to update, the PCF sends the Nudr_DataRepository_Query service operation to the UDR including the PCF identifier, the SUPI and the requested subscription data.


The UDR responds to the PCF with the subscription data.

4.
The PCF identifies the affected existing PDU Session(s) using the information previously received from the SMF and the Service Information received from the AF.
5.
The PCF responds to the Npcf_PolicyAuthorization_Update service operation including the result (success/failure)..
6.
The AF may decide to (un)subscribe to events for the active AF application session context in relation to the corresponding PDU session by invoking the Npcf_PolicyAuthorization_(Un)Subscribe service operation. The Npcf_PolicyAuthorization_Subscribe service operation includes the information indicating the AF application session context and the events that subscribes. It may also includes a Notification URI to indicate to the PCF where to send the notification of the subscribed events, and a Notification Correlation ID to correlate notifications with this subscription, if the AF has not sent to the PCF. The Npcf_PolicyAuthorization_Unsubscribe service operation includes the Subscription Correlation ID.

7.
The PCF responses to the AF.
8.
The PCF interacts with SMF according to Figure 5.2.2.2.2-1.
5.2.2.2.2.3
AF Session Termination
This procedure is performed when the PCF requests the AF/NEF to delete the AF application session context.

NOTE:
The NEF acts as an AF to support the network exposure functionality for policy/charging capability.
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Figure 5.2.2.2.2.3-1 AF Session Termination triggers PCF-initiated PDU Session Modification procedure
1.
The AF sends the Npcf_PolicyAuthorization_Delete service operation to request the removal of the AF application session. The request includes the information which identifies the AF application session context.
2.
The PCF identifies the affected PDU Session where PCC rules related with this AF session are installed. These PCC rules need to be removed.
3.
The PCF removes the AF application session context and sends the response to the Npcf_PolicyAuthorization_Delete service request indicating deletion of the AF application session context in the PCF.

4.
The PCF interacts with SMF according to Figure 5.2.2.2.2-1.
5.2.2.3
PDU Session Modification initiated by the SMF
This procedure is performed when the SMF observes some policy control trigger condition is met..
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Figure 5.2.2.3-1 SMF-initiated PDU Session Modification procedure
1.
The SMF detectsa policy control request tirgger condition is met.
2. 
The SMF invokes the Npcf_SMPolicyControl_Update service operation to the PCF providing information on the conditions that have changed.
3.
If the (H-)PCF requires subscription-related information and does not have it, the (H-)PCF sends the Nudr_DataRepository_Query service operation to the UDR in order to receive the information.

The UDR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.
4.
The PCF invokes the Npcf_PolicyAuthorization_Notify service operation to the AF to indicate that an event for the active application session has occurred. The PCF also provides the Notification Correlation ID.
5a.
The AF may invoke the Npcf_PolicyAuthorization_Update service operation to the PCF including the modified service information.
5b.
If the PCF indicates in step 3 that there are no transmission resources for the service, the AF may terminate the AF session by invoking the Npcf_PolicyAuthorization_Delete service operation. The request includes the information which identifies the AF application session context.
The AF sends the response to the Npcf_PolicyAuthorization_Delete service operation.
6.
If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in subclause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in subclause 5.3.4.
7.
The PCF makes a policy decision. The PCF may determine that updated or new policy information needs to be sent to the SMF.
8.
The PCF responses to the Npcf_SMPolicyControl_Update service operation with updated policy information about the PDU Session determined in step 7.
*** End of Changes ***
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1. Npcf_PolicyAuthorization_Create request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.
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1. Npcf_PolicyAuthorization_Delete request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.
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4. Npcf_PolicyAuthorization_Notify
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6. Npcf_PolicyAuthorization_(Un)Subscribe request







1. Npcf_PolicyAuthorization_Update request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.
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4. Npcf_SMPolicyControl_UpdateNotify request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.
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