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*** 1st Change ***

5.2.1
Data Types

5.2.1.1
Introduction

This clause defines structured data types, simple data types and enumerations that are applicable to several APIs defined in the present specification and can be referenced from data structures defined in the subsequent clauses. In addition, data types that are defined in OpenAPI 3.0.0 Specification [27] can also be be referenced from data structures defined in the subsequent clauses.

NOTE:
As a convention, data types in the present specification are written with an upper-case letter in the beginning. Parameters are written with a lower-case letter in the beginning. As an exception, data types that are also defined in OpenAPI 3.0.0 Specification [27] can use a lower-case case letter in the beginning for consistency.
5.2.1.2
Referenced structured data types

5.2.1.2.1
Type: MediaComponent
This type represents a media component. It shall comply with the provisions defined in table 5.2.1.2.1-1.

Table 5.2.1.2.1-1: Definition of MediaComponent data Type

	Attribute name
	Data type
	Cardinality
	Description

	mediaComponentNumber
	integer
	1
	Indicates the ordinal number of the media component.

	mediaSubComponent
	MediaSubComponent
	0..N
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.

	afApplicationIdentifer
	string
	0..1
	Identifies a particular service.

	mediaType
	MediaType
	0..1
	Indicates the media type of the service.

	maxRequestedBandwidthUl
	Bandwidth
	0..1
	Indicates the maximum requested bandwidth for an uplink IP flow.

	maxRequestedBandwidthDl
	Bandwidth
	0..1
	Indicates the maximum requested bandwidth for a downlink IP flow.

	maxSupportedBandwidthUl
	Bandwidth
	0..1
	Indicates the maximum supported bandwidth for an uplink IP flow.

	maxSupportedBandwidthDl
	Bandwidth
	0..1
	Indicates the maximum supported bandwidth for a downlink IP flow.

	minDesiredBandwidthUl
	Bandwidth
	0..1
	Indicates the minimum desired bandwidth for an uplink IP flow.

	minDesiredBandwidthDl
	Bandwidth
	0..1
	Indicates the minimum desired bandwidth for a downlink IP flow.

	minRequestedBandwidthUl
	Bandwidth
	0..1
	Indicates the minimum requested bandwidth for an uplink IP flow.

	minRequestedBandwidthDl
	Bandwidth
	0..1
	Indicates the minimum requested bandwidth for a downlink IP flow.

	flowStatus
	FlowStatus
	0..1
	Indicates the status of the IP flow, e.g. enabled or disabled.

	prioritySharingIndicator
	PrioritySharingIndicator
	0..1
	Indicate that the related media component can use the same Allocation and Retention Priority as media component(s) which are assigned the same QCI in the PCRF belonging to other AF sessions for the same IP-CAN session that also contain the Priority-Sharing-Indicator AVP set to PRIORITY_SHARING_ENABLED.

	preEmptionCapability
	PreEmptionCapability
	0..1
	Indicates whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level.

	preEmptionVulnerability
	PreEmptionVulnerability
	0..1
	Indicates whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level.

	reservationPriority
	integer
	0..1
	Indicates the reservation priority of the service request.

	rsBandwidth
	Bandwidth
	0..1
	Indicates the maximum required bandwidth for RTCP sender reports within the session component.

	rrBandwidth
	Bandwidth
	0..1
	Indicates the maximum required bandwidth for RTCP receiver reports within the session component.

	codecData
	string
	0..2
	Contains codec related information.

	sharingKeyDl
	integer
	0..1
	Identifies what media components may share resource in the downlink direction.

	sharingKeyUl
	integer
	0..1
	Identifies what media components may share resource in the uplink direction.

	contentVersion
	integer
	0..1
	Indicates the version of some content, e.g. of the content of a media component.


Editor's note:
It’s FFS that whether the IMS & MCPTT related attributes are included in the MediaComponent Structure.

5.2.1.2.2
Type: SponsorInformation
This type represents a sponsor information. It shall comply with the provisions defined in table 5.2.1.2.2-1.

Table 5.2.1.2.2-1: Definition of SponsorInformation data type
	Attribute name
	Data type
	Cardinality
	Description

	sponsorId
	string
	1
	It indicates Sponsor ID.

	aspId
	string
	1
	It indicates Application Service Provider ID.


5.2.1.2.3
Type: UsageThreshold
This type represents a usage threshold. It shall comply with the provisions defined in table 5.2.1.2.3-1.
Only one of DownlinkVolume, UplinkVolume and TotalVolume shall be provided. If both duration and volume are supported by the server, then the first threshold that has been reached will apply.
Table 5.2.1.2.3-1: Definition of UsageThreshold data type
	Type name
	Data type
	Cardinality
	Description

	duration
	DurationSec
	0..1
	Indicates the length of time in seconds

	totalVolume
	Volume
	0..1
	Total data octets for both downlink and uplink

	downlinkVolume
	Volume
	0..1
	Downlink data octets

	uplinkVolume
	Volume
	0..1
	Uplink data octets


5.2.1.2.4
Type: TimeWindow
This type represents a start time and a stop time of a time window. It shall comply with the provisions defined in table 5.2.1.2.4-1.
Table 5.2.1.2.4-1: Definition of TimeWindow data type
	Attribute name
	Data type
	Cardinality
	Description

	StartTime
	DateTime
	1
	Indicates the absolute start time of the time window

	StopTime
	DateTime
	1
	Indicates the absolute stop time of the time window


5.2.1.2.5
Type: MediaSubComponent
This type represents a media subcomponent. It shall comply with the provisions defined in table 5.2.1.2.5-1.

Table 5.2.1.2.5-1: Definition of MediaSubComponent data Type

	Type name
	Data type
	Cardinality
	Description

	flowNumber
	integer
	1
	Indicates the ordinal number of the IP flow(s)

	flowDescription
	string
	0..2
	Contains the packet filters of the IP flow(s).

	flowStatus
	FlowStatus
	0..1
	Indicates the status of the IP flow, e.g. enabled or disabled.

	flowUsage
	FlowUsage
	0..1
	Indicates the usage of the IP flow.

	maxRequestedBandwidthUl
	Bandwidth
	0..1
	Indicates the maximum requested bandwidth for an uplink IP flow.

	maxRequestedBandwidthDl
	Bandwidth
	0..1
	Indicates the maximum requested bandwidth for a downlink IP flow.

	afSignallingProtocol
	AfSignallingProtocol
	0..1
	Indicates the protocol used for signalling between the UE and the SCS/AS.

	tosTrafficClass
	string
	0..1
	Contains the Ipv4 Type-of-Service and mask field or the Ipv6 Traffic-Class field and mask field.


5.2.1.2.6
Type: Acknowledgement
This type represents a successful acknowledgement for a notification.

Table 5.2.1.2.6-1: Definition of Acknowledgement data type
	Type name
	Data type
	Cardinality
	Description

	details
	string
	1
	A human-readable explanation specific to this successful acknowledgement


5.2.1.2.7
Type: LocationInfo
This data type represents the user location information which is sent from the SCEF to the SCS/AS.

Table 5.2.1.2.7-1: Definition of LocationInfo data type
	Attribute name
	Data type
	Cardinality
	Description

	ageOfLocationInfo
	DurationMin
	0..1
	Indicates the elapsed time since the last network contact of the UE.

Refer to 3GPP TS 29.272 [33].

	cellId
	string
	0..1
	Indicates the Cell Global Identification of the user which identifies the cell the UE is registered.

	enodeBId
	string
	0..1
	Indicates the eNodeB in which the UE is currently located.

	geographicArea
	GeographicArea
	0..1
	Identifies the geographic information of the UE.

	latitude
	number
	0..1
	Indicates the latitude value.

	locationAreaId
	string
	0..1
	Identifies the Location Area Identity of the user where the UE is located.

	longitude
	number
	0..1
	Indicates the longitude value.

	routingAreaId
	string
	0..1
	Identifies the Routing Area Identity of the user where the UE is located.

	serviceAreaId
	string
	0..1
	Identifies the Service Area Identity of the user where the UE is located.

	trackingAreaId
	string
	0..1
	Identifies the Tracking Area Identity of the user where the UE is located.

	Editor’s Note:
Specific API use case for the properties will be analysed later.


Editor’s Note:
The list needs to be further check that the location information should be consistent with the accuracy. 
Editor’s Note:
The format of the data types need to be further detailed.

5.2.1.2.8
Type: NotificationData

This type represents the parameters which shall be notify the SCS/AS for bearer level event(s). 

Table 5.2.1.2.8-1: Definition of NotificationData data type
	Attribute name
	Data type
	Cardinality
	Description

	transactionId
	string
	1
	SCEF-allocated identifier of the corresponding transaction resource, e.g. the Individual Chargeable Party Transaction.

	transaction
	Link
	1
	Link to the transaction resource to which this notification is related.

	tltrId
	TltrId
	0..1
	Identifies the long-term transaction that identifies the present resource.

The SCEF shall include the TLTRI if received it in the corresponding subscription. This parameter can be used by the SCS/AS to correlate the event notification with the configuration.

	eventReports
	array(EventReport)
	1..N
	Contains the reported event and applicable information


5.2.1.2.9
Type: EventReport
This type represents an event report. It shall comply with the provisions defined in table 5.2.1.2.9-1.

Table 5.2.1.2.9-1: Definition of EventReport data type
	Type name
	Data type
	Cardinality
	Description

	event
	Event
	1
	Indicates the ordinal number of the IP flow(s)

	accumulatedUsage
	AccumulatedUsage
	0..1
	Contains the applicable information corresponding to the event.

	flows
	array(Flow)
	0..N
	Contains the identifier(s) of affected IP flows. If absent, it applies to all flows.


Editor’s Note:
It’s FFS whether the "flows" will be exposed to the 3rd party and if yes, the structure of the property is FFS.
5.2.1.2.10
Type: AccumulatedUsage
This type represents an accumulated usage. It shall comply with the provisions defined in table 5.2.1.2.10-1.

Table 5.2.1.2.10-1: Definition of AccumulatedUsage data type

	Type name
	Data type
	Cardinality
	Description

	duration
	DurationSec
	0..1
	Indicates the length of time in seconds

	totalVolume
	Volume
	0..1
	Total data octets for both downlink and uplink

	downlinkVolume
	Volume
	0..1
	Downlink data octets

	uplinkVolume
	Volume
	0..1
	Uplink data octets


5.2.1.2.11
Type: Flow
This type represents a flow. It shall comply with the provisions defined in table 5.2.1.2.11-1.
Table 5.2.1.2.11-1: Definition of Flow data type

	Type name
	Data type
	Cardinality
	Description

	mediaComponentNumber
	integer
	1
	Indicates the ordinal number of the media component.
Refer to 3GPP TS 29.214 [10]

	flowNumber
	integer
	0..1
	Indicates the ordinal number of the IP flow(s).

Refer to 3GPP TS 29.214 [10].


5.2.1.2.12
Type: TestNotification
This type represents a notification that can be sent to test whether a chosen notification mechanism works. It shall be supported if the feature "Notification_test_event", as defined for APIs that use notifications, is supported.
Table 5.2.1.2.12-1: Definition of the TestNotification data type

	Attribute name
	Data type
	Cardinality
	Description

	subscription
	Link
	1
	Link of the subscription resource to which the notification is related.


Editor's note: The definition of a separate subscription to or triggering of test event notifications (i.e. one that is not part of a subscription for another event such as monitoring or device triggering) is FFS. The use case for such mechanism is that the SCS/AS may want to test the connectivity when it comes up, but does not have information available to trigger an actual "live" subscription.
5.2.1.2.13
Type: WebsockNotifConfig
This type represents configuration for the delivery of notifications over Websockets. It shall be supported if the feature "Notification_websocket", as defined for APIs that use notifications, is supported.
Table 5.2.1.2.13-1: Definition of the WebsockNotifConfig data type

	Attribute name
	Data type
	Cardinality
	Description

	websocketUri
	Link
	0..1
	Set by the SCEF to indicate to the SCS/AS the Websocket URI to be used for delivering notifications.

(NOTE 1)

	requestWebsocketUri
	boolean
	0..1
	Set by the SCS/AS to indicate that the Websocket delivery is requested.
(NOTE 2)

	NOTE 1:
A Websocket URI should use the scheme "wss" (Websocket Secure) for encrypted delivery and may use the scheme "ws" (Websocket) for unencrypted delivery. If the WebsockNotifConfig data type is used in an HTTP response, this attribute shall be present. If the WebsockNotifConfig data type is used in an HTTP request, this attribute shall not be set by the SCS/AS in a request to create a resource, and shall not be modified by the SCS/AS in a request to modify a resource.
NOTE 2:
In a request to create or update a resource, this attribute shall be set to true by the SCS/AS to request the SCEF to provide a Websocket URI for the delivery of notifications, and shall be absent otherwise. In any HTTP response, this attribute shall retain the value that was provided upon resource creation or update.


Editor's note: Security considerations TBD.

5.2.1.2.x
Type: ProblemDetails

Table 5.2.1.2.x-1: Definition of the ProblemDetails data type
	Attribute name
	Data type
	Cardinality
	Description

	type
	Uri
	0..1
	A URI reference according to IETF RFC 3986 [6] that identifies the problem type. 

	title
	string
	0..1
	A short, human-readable summary of the problem type. It should not change from occurrence to occurrence of the problem. 

	status
	integer
	0..1
	The HTTP status code for this occurrence of the problem.

	detail
	string
	0..1
	A human-readable explanation specific to this occurrence of the problem.

This IE should be present and provide application-related error information, if available.

	instance
	Uri
	0..1
	A URI reference that identifies the specific occurrence of the problem. 

	invalidParams
	array(InvalidParam)
	0..N
	Description of invalid parameters, for a request rejected due to invalid parameters.

	NOTE 1:
See IETF RFC 7807 [8] for detailed information and guidance for each attribute. 

NOTE 2:
Additional attributes may be defined per API.


5.2.1.2.y
Type: InvalidParam

Table 5.2.1.2.y-1: Definition of the InvalidParam data type
	Attribute name
	Data type
	Cardinality
	Description

	param
	string
	1
	Attribute's name encoded as a JSON Pointer, or header's name.

	reason
	string
	0..1
	A human-readable reason, e.g. "must be a positive integer".


5.2.1.2.a
Type: PlmnId

Table 5.2.1.2.a-1: Definition of type PlmnId

	Attribute name
	Data type
	Cardinality
	Description

	mcc
	Mcc
	1
	Mobile Country Code 

	mnc
	Mnc
	1
	Mobile Network Code 


5.2.1.3
Referenced Simple data types and enumerations
5.2.1.3.1
Introduction
This clause defines simple data types and enumerations that are referenced from data structures.
5.2.1.3.2
Simple data types
The reused datatypes defined in OpenAPI 3.0.0 [27] listed in table 5.2.1.3.2-1 and the simple data types defined in table 5.2.1.3.2-2 apply to several T8 APIs.
Table 5.2.1.3.2-1: Reused OpenAPI data types
	Type name
	Description

	boolean
	As defined in OpenAPI 3.0.0 [27], i.e. either value "true" or value "false" as defined in IETF RFC 7159 [5].

	integer
	As defined in OpenAPI 3.0.0 [27].

	number
	As defined in OpenAPI 3.0.0 [27].

	string
	As defined in OpenAPI 3.0.0 [27].

	NOTE:
Data type names defined in OpenAPI 3.0.0 [27] do not follow the convention to start with capital letters otherwise used in this specification.


Table 5.2.1.3.2-2: Simple data types applicable to several APIs
	Type name
	Description

	Bandwidth
	integer indicating a bandwidth in bits per second.

	BdtReferenceId
	string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

	Binary
	string with format "binary" as defined in OpenAPI Specification [27]

	Bytes
	String with format "byte" as defined in OpenAPI Specification [27], i.e, base64-encoded characters,

	DateTime
	string with format "date-time" as defined in OpenAPI [27].

	DurationSec
	Unsigned integer identifying a period of time in units of seconds. In an OpenAPI Specification [3] schema, the format shall be designated as "DurationSec".

	DurationMin
	Unsigned integer identifying a period of time in units of minutes. In an OpenAPI Specification [3] schema, the format shall be designated as "DurationMin".

	ExternalId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	GeographicArea
	string formatted FFS identifying the geographical information of the user(s) as defined in 3GPP TS 23.032 [3]. 

	Ipv4Addr
	string identifying a IPv4 address formatted in the "dotted decimal" notation as defined in IETF RFC 1166 [28]. In an OpenAPI Specification [3] schema, the format shall be designated as "Ipv4Addr".

	Ipv6Addr
	string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used. In an OpenAPI Specification [3] schema, the format shall be designated as "Ipv6Addr".

	Link
	string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

	Mcc
	String encoding a Mobile Country Code part of the PLMN, comprising 3 digits, as defined in 3GPP TS 38.413 [11]. In an OpenAPI Specification [3] schema, the format shall be designated as "Mcc".

	Mnc
	String encoding a Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined in 3GPP TS 38.413 [11]. In an OpenAPI Specification [3] schema, the format shall be designated as "Mnc".

	Msisdn
	string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an MSISDN.

	
	

	Port
	Unsigned integer with valid values between 0 and 65535.

	ScsAsId
	string that identifies an SCS/AS.

	TltrId
	integer identifying an T8 long term transaction, chosen by the SCS/AS.

	TtrId
	integer identifying an T8 short term transaction.

	Uri
	string providing an URI formatted according to IETF RFC 3986 [7]. In an OpenAPI Specification [3] schema, the format shall be designated as "Uri".

	ResourceId
	string chosen by the SCEF to serve as identifier in a resource URI.

	Volume
	Unsigned integer identifying a volume in units of bytes.


5.2.1.3.3
Enumeration: Accuracy
The enumeration Accuracy represents a desired granularity of accuracy of the requested location information. It shall comply with the provisions defined in table 5.2.1.3.3-1.
Table 5.2.1.3.3-1: Enumeration Accuracy
	Enumeration value
	Description

	CGI_ECGI
	The SCS/AS requests to be notified at cell level location accuracy.

	ENODEB
	The SCS/AS requests to be notified at eNodeB level location accuracy.

	TA_RA
	The SCS/AS requests to be notified at TA/RA level location accuracy.

	PLMN
	The SCS/AS requests to be notified at PLMN level location accuracy.

	TWAN_ID

	The SCS/AS requests to be notified at TWAN identifier level location accuracy. (NOTE)

	SHAPE
	The SCS/AS requests to be notified at the shape of the area level location accuracy.

	ADDRESS
	The SCS/AS requests to be notified at the civic address level location accuracy.

	COORDINATE
	The SCS/AS requests to be notified at the latitude and longitude level location accuracy.

	NOTE:
This value only applies for the MonitoringEvent API.


Editor’s Note: The meaning and the necessity of SHAPE value require further clarification.
5.2.1.3.4
Enumeration: MediaType
The enumeration MediaType represents media type of the service.

Table 5.2.1.3.4-1: Enumeration MediaType
	Enumeration value
	Description

	AUDIO
	Indicates the audio media type.

	VIDEO
	Indicates the video media type.

	DATA
	Indicates the data media type.

	APPLICATION
	Indicates the application media type.

	CONTROL
	Indicates the control signalling media type.

	TEXT
	Indicates the text media type.

	MESSAGE
	Indicates the message media type.

	OTHER
	Indicates other media type.


5.2.1.3.5
Enumeration: FlowStatus
The enumeration Flowstatus represents flow status of the IP flow.

Table 5.2.1.3.5-1: Enumeration FlowStatus
	Enumeration value
	Description

	ENABLED-UPLINK
	Indicates to enable associated uplink IP flow(s) and to disable associated downlink IP flow(s).

	ENABLED-DOWNLINK
	Indicates to enable associated downlink IP flow(s) and to disable associated uplink IP flow(s).

	ENABLED
	Indicates to enable all associated IP flow(s) in both directions.

	DISABLED
	Indicates to disable all associated IP flow(s) in both directions.

	REMOVED
	Indicates to remove all associated IP flow(s).


5.2.1.3.6
Enumeration: PrioritySharingIndicator
The enumeration PrioritySharingIndicator represents that the related media component can use the same Allocation and Retention Priority as media component(s) which are assigned the same QCI in the PCRF belonging to other AF sessions for the same IP-CAN session that also contain the Priority-Sharing-Indicator AVP set to PRIORITY_SHARING_ENABLED.

Table 5.2.1.3.6-1: Enumeration PrioritySharingIndicator
	Enumeration value
	Description

	PRIORITY_SHARING_ENABLED
	Indicates that the related media component is allowed to share the Allocation and Retention Priority with media components belonging to other AF sessions that have also indicated that priority sharing is enabled.

	PRIORITY_SHARING_DISABLED
	Indicates that the related media component is not allowed to share the Allocation and Retention Priority with media components belonging to other AF sessions. This is the default value applicable if this AVP is not supplied.


5.2.1.3.7
Enumeration: PreEmptionCapability
The enumeration PreEmptionCapability represents whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level.

Table 5.2.1.3.7-1: Enumeration PreEmptionCapability
	Enumeration value
	Description

	PRE-EMPTION_CAPABILITY_ENABLED
	Indicates that the service data flow or bearer is allowed to get resources that were already assigned to another service data flow or bearer with a lower priority level.

	PRE-EMPTION_CAPABILITY_DISABLED
	Indicates that the service data flow or bearer is not allowed to get resources that were already assigned to another service data flow or bearer with a lower priority level. 
This is the default value applicable if this AVP is not supplied.


5.2.1.3.8
Enumeration: PreEmptionVulnerability
The enumeration PreEmptionVulnerability represents whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level.
Table 5.2.1.3.8-1: Enumeration PreEmptionVulnerability
	Enumeration value
	Description

	PRE-EMPTION_VULNERABILITY_ENABLED
	Indicates that the resources assigned to the service data flow or bearer can be pre-empted and allocated to a service data flow or bearer with a higher priority level. 
This is the default value applicable if this AVP is not supplied.

	PRE-EMPTION_VULNERABILITY_DISABLED
	Indicates that the resources assigned to the service data flow or bearer shall not be pre-empted and allocated to a service data flow or bearer with a higher priority level.


5.2.1.3.9
Enumeration: FlowUsage
The enumeration FlowUsage represents the usage of the IP flow.
Table 5.2.1.3.9-1: Enumeration FlowUsage
	Enumeration value
	Description

	NO_INFORMATION
	Indicates that no information about the usage of the IP flow is being provided.
This is the default value applicable if this AVP is not supplied.

	RTCP
	Indicates that the IP flow is used to transport RTCP.

	AF_SIGNALLING
	Indicates that the IP flow is used to transport AF Signalling Protocols.


5.2.1.3.10
Enumeration: AfSignallingProtocol
The enumeration AfSignallingProtocol represents the protocol used for signalling between the UE and the SCS/AS.
Table 5.2.1.3.10-1: Enumeration AfSignallingProtocol
	Enumeration value
	Description

	NO_INFORMATION
	Indicate that no information about the AF signalling protocol is being provided.

	SIP
	Indicates that the signalling protocol is Session Initiation Protocol


5.2.1.3.11
Enumeration: Event
The enumeration Event represents event reported by the SCEF.
Table 5.2.1.3.11-1: Enumeration Event
	Enumeration value
	Description

	SESSION_TERMINATION
	Indicates that Rx session is terminated.

	LOSS_OF_BEARER 
	Indicates a loss of a bearer.

	RECOVERY_OF_BEARER
	Indicates a recovery of a bearer.

	RELEASE_OF_BEARER
	Indicates a release of a bearer.

	USAGE_REPORT
	Indicates the usage report event.


*** 2nd Change ***

5.2.7
Feature negotiation
Editor´s Note:
This procedure should be replaced by the feature negotiation in TS 29.500. 

The T8 interface needs to provide a mechanism to advertise required and optional features supported by both the SCEF and SCS/AS for interoperability reasons as the functionality of the interface is augmented. The supported feature mechanism shall be applied separately for each API defined in the present specification

The SCS/AS shall include in the HTTP requests the set of supported features for the corresponding API as follows:

-
if a feature is required for the proper operation of the API, it shall be included within the 3gpp-Required-Features header; and
-
if a feature is optional for the proper operation of the API, it shall be included within the 3gpp-Optional-Features header.

The SCEF shall include, within the 3gpp-Accepted-Features header in the corresponding HTTP response, the set of features it supports in common with the SCS/AS for the corresponding API. 
If the SCEF does not support at least one of the required features advertised by the SCS/AS within the 3gpp-Required-Features header, the SCEF shall reject the HTTP request with an HTTP 412 Precondition Failed status code and shall include the commonly supported features with the SCS/AS within the 3gpp-Accepted-Features header.
If the SCEF requires certain features to be supported that are not advertised by the SCS/AS, the SCEF shall reject the HTTP request with an HTTP 412 Precondition Failed status code and shall include the commonly supported features with the SCS/AS within the 3gpp-Accepted-Features header and the required features in the 3gpp-Required-Features header.
If the SCEF and SCS/AS successfully negotiate supported features for an API, the list of commonly supported features shall be applicable for the resources related to the corresponding message exchange and any associated notifications. Features that are not advertised as supported shall not be used for the related resources and any associated notifications. If the SCS/AS sends HTTP requests for new resources using the same API, the SCS/AS should initially assume the same supported features and shall repeat the feature negotiation as described above.

For notifications using a separate HTTP connection, no separate supported feature negotiation shall be performed within that HTTP connection, but the features that have been negotiated within the "main" HTTP connection shall apply.

Editor´s Note:
Handling of possible use cases where notifications are provided without subscription are FFS. 

For each of the APIs defined in the present specification, the applicable list of features is contained in the related API definition.
*** End of Changes ***
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