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*** 1st Change ***
5.1.2
AM Policy Association Modification
5.1.2.1
AM Policy Association Modification initiated by the AMF
This procedure is performed when a Policy Control Request Trigger condition is met.
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Figure 5.1.2.1-1 AMF-initiated AM Policy Association Modification procedure
This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the V-PCF is not involved. In the roaming case, it is the V-PCF to make a final policy decision.
1.
The AMF detects a Policy Control Request Trigger condition is met.
2. 
The AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-)PCF providing information on the conditions that have changed.

3. 
In the roaming case, if H-PCF has subscribed the policy control request trigger, the V-PCF contacts the H-PCF by the Npcf_AMPolicyControl_Update service operation.

4. 
The H-PCF sends the response to the Npcf_AMPolicyControl_Update service operation including the result. The H-PCF may also provide the updated Policy Control Request Trigger parameters.
5.
The PCF stores the information received in step 2 and makes the policy decision.

6.
The PCF sends the response to the Npcf_AMPolicyControl_Update service operation. The PCF provides the updated Access and Mobility control policy information and the updated Policy Control Request Trigger parameters.
7.
The AMF deploys the Access and Mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and provisioning the RFSP index to the NG-RAN.
Editor’s note:
Protocol details for service operations mentioned in this procedure are FFS.
5.1.2.2
AM Policy Association Modification initiated by the PCF
This procedure is performed when the UE policies and/or Access and Mobility control policies are changed.
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Figure 5.1.2.2-1 PCF-initiated AM Policy Association Modification procedure

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. In the roaming case, the H-PCF provides the UE policies to the AMF via V-PCF, and the V-PCF provides AMF Access and Mobility control policies to the AMF.
NOTE 1:
The V-PCF stores the Access and Mobility control policy information provided to the AMF.

1.
The (H-)PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, or the (V-) (H-)PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate Access and Mobility control policy and/or UE policy decision for a UE.

2.
The PCF makes the policy decision including, UE policy and/or Access and Mobility control policy, and may determine applicable Policy Control Request Trigger(s). The H-PCF interacts with the V-PCF in roaming case.

3.
The PCF invokes the Npcf_AMPolicyControl_UpdateNotify service operation to the AMF that has previously subscribed and includes policy association ID in the Npcf_AMPolicyControl_UpdateNotify service operation. If this procedure is required to update Access and Mobility policy, the request operation also includes Service Area Restrictions and/or RFSP index, and step 5 is executed. If this procedure is required to update the UE policy, the request operation includes URSP and/or UE Access Network discovery and selection policies, in this case step 6 is executed, and the PCF checks if the size of these policies exceeds a predefined limit.
NOTE 2:
NAS messages from AMF to UE cannot exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.

-
If the size is under the limit then the Access and Mobility control policy and UE policy information are included in a single Npcf_AMPolicyControl_UpdateNotify service operation as described in step 3.

-
If the size exceeds the predefined limit the PCF only includes Access and Mobility control policy in the Npcf_AMPolicyControl_UpdateNotify service operation. The PCF splits the UE policy information in smaller logical independent UE policy information and ensures the size of each is under the predefined limit. Each UE policy information will be then sent in additional Npcf_AMPolicyControl_UpdateNotify service operations as described in step 6(B).
NOTE 3:
The mechanism used to split the UE policy information is described in 3GPP TS 29.507 [xx].

4.
The AMF sends the response to the Npcf_AMPolicyControl_UpdateNotify service operation to the PCF.
5.
The AMF deploys the Access and Mobility control policy information which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the NG-RAN.
6(A). If the PCF included UE policy information in Npcf_AMPolicyControl_UpdateNotify service operation in step 3, the AMF deploys the UE policy information to the UE. This UE policy information indicates a new set of UE policy to be added in UE or to delete/modify an existing set of UE policy in UE.

6(B). If the PCF applied split in step 3 it sends Npcf_AMPolicyControl_UpdateNotify service operation to the AMF including one piece of UE policy information. This UE policy information indicates a new set of UE policy to be added in UE or to delete/modify an existing set of UE policy in UE.
The AMF acknowledges the Npcf_AMPolicyControl_UpdateNotify service operation and deploys the UE policy information to the UE.
NOTE 4:
The AMF handles transparently the UE policy information received from the PCF.
7.
The (H-)PCF maintains the latest list of UE policy information delivered to the UE updated in step 6 and updates UE policy including the latest list of PSIs in the UDR by invoking Nudr_DataRepository_Update service operation.
Editor’s note:
Protocol details for service operations mentioned in this procedure are FFS.
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