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	Currently the Npcf_PolicyAuthorization_Update service operations allow the AF/NEF to modify service information, but the current description doesn’t consider this operation could also allow subscribe/unsubscribe to traffic control events.
However, in most of the existing legacy scenarios, both, service information and subscription to events happen simultaneously, being uncommon the situations where an AF/NEF requires the subscription to traffic plane events independently and separately of the delivery of service information. 
Assuming this same AF/NEF behaviour will exist in 5GC, it would be inefficient to require two separate interactions to achieve that goal, being beneficial to allow the combination of service information and events subscription within the same requests.

This pCR describes the procedure for an AF/NEF to subscribe to events notification using the Npcf_PolicyAuthorization_Update service operation.
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	Detailed Events Subscription resource and data types information are included in the description of the Npcf_PolicyAuthorization_Update service operation.


	
	

	Consequences    (
  
if not agreed:
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* * * 1st Change * * * *

4.2.3.2
Modification of service information

This procedure is used to modify an existing application session context as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.3.2-1 illustrates the modification of service information using HTTP PATCH method.
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Figure 4.2.3.2-1: Modification of service information using HTTP PATCH

The AF may modify the application session context information at any time (e.g. due to an AF session modification or internal AF trigger) and invoke the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request message to the resource URI representing the "Individual Application Session Context" resource, as shown in figure 4.2.3.2-1, step 1, with the modifications to apply. 

The AF may include the updated service information in the "medComponents" attribute.

The AF may include at "AppSessionContextReqData" data type level an AF application identifier in the "afAppId" attribute to trigger the PCF to indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in 3GPP TS 29.512 [8].
The AF may also create, modify or remove events subscription information by sending the HTTP PATCH request message to the resource URI representing the "Individual Application Session Context" resource. 
The AF shall create event subscription information by including in the "EventSubscReqData" data type the "evSubsc" attribute with the corresponding list of events to subscribe to; and the "notifUri" attribute with the notification URI where the PCF shall send the notifications. 
The AF shall update existing event subscription information by updating the "evSubsc" attribute of the "EventSubscReqData" data type. 
The AF shall remove existing event subscription information by removing the "evSubsc" attribute with the corresponding events subscription information and the notification URI defined in the "EventSubscReqData" data type.
The PCF shall process the received service information according the operator policy and may decide whether the HTTP request message is accepted or not. If the updated service information is not acceptable, the PCF shall indicate in the HTTP response message the cause for the rejection.

If the request is accepted, the PCF shall update the service information with the new information received. Due to the updated service information, the PCF may need to create, modify or delete the related PCC rules as specified in 3GPP TS 29.513 [7] and provide the updated information towards the SMF following the corresponding procedures specified in 3GPP TS 29.512 [8].
Based on the received subscription information from the AF, the PCF may create a subscription to event notifications or may modify the existing subscription to event notifications, for a related PDU session from the SMF, as described in 3GPP TS 29.512 [8] and in 3GPP TS 29.508 [13].
The PCF shall reply with the HTTP response message to the AF and may include the "AppSessionContext" data type payload body with the representation of the modified "Individual Application Session Context" resource. The HTTP response message towards the AF should take place before or in parallel with any required PCC rule provisioning towards the SMF.

If the PCF does not have an existing application session context for the application session context being modified (such as after a PCF failure), the PCF shall reject the HTTP request message with the HTTP response message with the applicable rejection cause.

Editor´s Note: This text needs to be enhanced with encoding details corresponding to the PATCH modification.

* * * End of Changes * * * *
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