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Service area restrictions are used both for the Npcf_AMPolicyControl and the Nudm_SubscriberDataManagement services defined in TS 23.502.
For the Nudm_SubscriberDataManagement service there is an encoding proposal in C4-183235.

Type: AreaRestriction 
	areaRestrictions
	AreaRestriction
	O
	0..N
	Subscribed Service Area Restrictions and Forbidden Areas


Table 6.1.6.2.xx-1: AreaRestriction

	Attribute name
	Data type
	P
	Cardinality
	Description

	restrictionType
	RestrictionType
	M
	1
	Type of restriction

	areaInformation
	AreaInformation
	O
	0..1
	Restriction Area Information

	ratType
	RatType
	O
	0..N
	Applicable RATs (in case this IE is absent, the restrictions apply to all RATs)


Type: AreaInformation 
Table 6.1.6.2.yy-1: AreaInformation

	Attribute name
	Data type
	P
	Cardinality
	Description

	tac
	Tac
	O
	0..N
	Tracking Area Code

	areaCode
	string
	O
	0..N
	Each zone code represents a collection of tracking areas. The determination of the areas is defined in the serving node.

	maxNumberTAs
	integer
	O
	0..1
	Maximum number of allowed Tracking Areas.


Enumeration: RestrictionType

Table 6.1.6.3.zz-1: Enumeration RestrictionType

	Enumeration value
	Description

	"SAR_ALLOWED_AREA"
	Service Area Restriction - Allowed area

	"SAR_NOT_ALLOWED_AREA"
	Service Area Restriction - Not allowed area

	"FORBIDDEN_AREA"
	Forbidden area


For the Npcf_AMPolicyControl service there is an encoding proposal in TR 29.890:

Table 5.4.2.4-13: Proposed type ServiceAreaRestriction

	Attribute name
	Data type
	Cardinality
	Description

	allowedTais
	Tai
	0..N
	A list of allowed Tracking Area Identities. (NOTE 2)

	notAllowedTais
	Tai
	0..N
	A list of not allowed Tracking Area Identities. (NOTE 2)

	allowedTaNumber
	UInteger
	0..1
	The maximum number of allowed TAs within a list of allowed TAs defined in the AMF. Default is 0. (NOTE 1, NOTE 2)

	unlimitedAllowedTa
	Boolean
	0..1
	Indicates whether all of the allowed TAs within a list of allowed TAs defined in the AMF are allowed. Default is "FALSE". (NOTE 1, NOTE 2)

	NOTE 1:
If unlimitedAllowedTa with value "TRUE" is provided, this overrides any value of allowedTaNumber including the default "0".

NOTE 2:
AllowedTais may be provided in combination with allowedTaNumber or unlimitedAllowedTa. However, notAllowedTAIs shall not be provided in combination with allowedTais, allowedTaNumber or unlimitedAllowedTa with value "TRUE".


The differences may at least be partially caused by stage 2 description in 2 places (copied into the Annex of this contribution): 
· TS 23.501 Clause 5.3.4.1

· TS 23.503 Clause 6.5 
Some stage 2 ambiguities are listed below:

· TS 23.501 states that allowed and non-allowed areas are related to a RAT, but TS 23.503 does not contain such a dependency.

· TS 23.501 states "A limited allowed area given by a maximum allowed number of tracking areas, may be dynamically assigned by the AMF adding, any not yet visited (by the UE) tracking areas to the Allowed area until the maximum allowed number of tracking areas is reached", whereas TS 23.503 states " The Maximum number of allowed TAs indicates the maximum number of allowed Tracking Areas, the list of TAI is defined in the AMF and not explicitly provided by the PCF". It is thus unclear if the maximum allowed number of tracking areas indicates
+ an upper number of arbitrary allowed tracking areas (could be from a whitelist of allowed TA either preinstalled at the AMF or received from UDM or PCF, or fom a combination of both, of any TA except for a blacklist, or from any TA) that the UE may traverse, or
+ an index denoting an element in a prefdefined tracking area list in the AMF with the meaning that all tracking area with lower index number in that list are allowed. 
· TS 23.501 states "The UE's subscription data in the UDM includes a Service Area Restriction which may contain either Allowed or Non-Allowed Areas–specified by using explicit tracking area identities and/or other geographical information (e.g., longitude/latitude, zip code, etc).", but the TS 23.503 encoding uses tracking area identities (TAIs) only.
Conclusions

1.  The same encoding for the Service area restrictions shall be used for the Npcf_AMPolicyControl and the Nudm_SubscriberDataManagement services

2. .
This encoding shall be defined in TS 29.571

3. To resolve the stage 2 ambiguities, an LS to SA2 is proposed in C4-183272
From TS 23.501
5.3.4.1
Mobility Restrictions

5.3.4.1.1
General

Mobility Restrictions restrict mobility handling or service access of a UE in the 5G System. The Mobility Restriction functionality is provided by the UE, the radio access network and the core network.

Mobility Restrictions only apply to 3GPP access, they do not apply to non-3GPP access.

Mobility Restrictions for CM-IDLE state and, for CM-CONNECTED state when in RRC Inactive state are executed by the UE based on information received from the core network. Mobility Restrictions for CM-CONNECTED state when in RRC-Connected state are executed by the radio access network and the core network.

In CM-CONNECTED state, the core network provides Mobility Restrictions to the radio access network within Handover Restriction List.

Mobility Restrictions consists of RAT restriction, Forbidden Area, Service Area Restrictions and Core Network type restriction as follows:

-
RAT restriction:


Defines the 3GPP Radio Access Technology(ies), a UE is not allowed to access in a PLMN. In a restricted RAT a UE is based on subscription not permitted to initiate any communication for this PLMN. For CM-CONNECTED state, when radio access network determines target RAT and target PLMN during Handover procedure, it should take per PLMN RAT restriction into consideration.

-
Forbidden Area:


In a Forbidden Area under a given RAT, the UE is based on subscription not permitted to initiate any communication with the network for this PLMN. The UE behaviour in terms of cell selection, RAT selection and PLMN selection depends on the network response that informs the UE of Forbidden Area.

NOTE 1:
The UE reactions to specific network responses are described in TS 24.501 [47].

-
Service Area Restriction:


Defines areas in which the UE may or may not initiate communication with the network as follows:

-
Allowed Area:


In an Allowed Area under a given RAT, the UE is permitted to initiate communication with the network as allowed by the subscription.

-
Non-Allowed Area:


In a Non-Allowed Area under a given RAT a UE is service area restricted based on subscription. The UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states). The UE shall not use the entering of a Non-Allowed Area as a criterion for Cell Reselection or a trigger for PLMN Selection. The RRC procedures while the UE is in CM-CONNECTED with RRC Inactive state are unchanged compared to when the UE is in an Allowed Area. The RM procedures are unchanged compared to when the UE is in an Allowed Area. The UE in a Non-Allowed Area shall respond to core network paging with Service Request and RAN paging.

-
Core Network type restriction:

Defines whether UE is allowed to connect to 5GC for this PLMN.

NOTE 2:
The Core Network type restriction can be used e.g. in network deployments where the E-UTRAN connects to both EPC and 5GC as described in clause 5.17.

For a given UE, the core network determines the Mobility restrictions based on UE subscription information, UE location and local policy. The Mobility Restriction may change due to e.g. UE's subscription, location change and local policy. Optionally the Service Area Restrictions or the Non-Allowed Area may in addition be fine-tuned by the PCF e.g. based on UE location, PEI and network policies. Service Area Restrictions may be updated during a Registration procedure or UE Configuration Update procedure.

If the network sends Service Area Restrictions to the UE, the network sends only either an Allowed Area, or a Non-Allowed Area, but not both at the same time, to the UE. If the UE has received an Allowed Area from the network, any TA not part of the Allowed Area is considered by the UE as non-allowed. If the UE has received a Non-Allowed Area from the network, any TA not part of the Non-Allowed Area is considered by the UE as allowed. If the UE has not received any Service Area Restrictions, any TA in the PLMN is considered as allowed.
If the UE has overlapping areas between RAT restrictions, Forbidden Areas, Service Area Restrictions, or any combination of them, the UE shall proceed in the following precedence order:
-
The evaluation of RAT restrictions shall take precedence over the evaluation of any other Mobility Restrictions; and
-
The evaluation of Forbidden Areas shall take precedence over the evaluation of Service Area Restrictions.

A UE shall override any RAT restrictions, Forbidden Area and Non-Allowed area restrictions whenever access to the network for regulatory prioritized services like Emergency services and MPS. Also the network shall override any Non-Allowed Area restrictions and RAT restrictions for regulatory prioritized services like Emergency services and MPS.

5.3.4.1.2
Management of Service Area Restrictions
A Service Area Restriction may contain one or more (e.g. up to 16) entire tracking areas. The UE's subscription data in the UDM includes a Service Area Restriction which may contain either Allowed or Non-Allowed Areas–specified by using explicit tracking area identities and/or other geographical information (e.g., longitude/latitude, zip code, etc). The geographical information used to specify allowed or non-allowed area is only managed in the network, and the network will map it to a list of TAs before sending Service Area Restriction information to the UE. The Allowed Area may also be limited by a maximum allowed number of tracking areas, or the allowed area may alternatively be configured as unlimited i.e. it may contain all tracking areas of the PLMN. The registration area of a UE in the non-allowed area should consist of a set of TAs which belongs to a non-allowed area of the UE. The registration area of a UE in the allowed area should consist of a set of TAs which belongs to an allowed area of the UE. The AMF provides the Service Area Restriction in the form of TA(s), which may be a subset of full list stored in UE's subscription data, to the UE during the Registration procedure.
NOTE:
As the finest granularity for Service Area Restrictions are at TA level, subscriptions with limited geographical extent, like subscriptions for Fixed Wireless Access, will be allocated one or a few TAs and will consequently be allowed to access services in a larger area than in e.g. a FWA system.

The UDM stores the Service Area Restrictions of a UE as part of the UE's subscription data. The PCF in the serving network may (e.g. due to varying conditions such as UE's location, application in use, time and date) further adjust Service Area Restrictions of a UE, either by expanding an allowed area or by reducing a non-allowed area or by increasing the maximum allowed number of tracking areas. The UDM and the PCF may update the Service Area Restrictions of a UE at any time. For the UE in CM-CONNECTED state the AMF updates the UE and RAN immediately. For UE in CM-IDLE state the AMF may page the UE immediately or store the updated service area restriction and update the UE upon next signalling interaction with the UE.
During registration, if the Service Area Restrictions of the UE is not present in the AMF, the AMF fetches from the UDM the Service Area Restrictions of the UE that may be further adjusted by the PCF. The serving AMF shall enforce the Service Area Restrictions of a UE. A limited allowed area given by a maximum allowed number of tracking areas, may be dynamically assigned by the AMF adding, any not yet visited (by the UE) tracking areas to the Allowed area until the maximum allowed number of tracking areas is reached.
When the AMF assigns a limited allowed area to the UE, the AMF shall provide the UE with Service Area Restrictions which consist of either Allowed Areas or Non-Allowed Areas. The Allowed Areas included in the Service Area Restrictions can be pre-configured and/or dynamically assigned by AMF.

For a UE in CM-CONNECTED state the AMF shall indicate the Service Area Restrictions of this UE to the RAN, using a Handover Restriction List.

The UE shall store the received Service Area Restrictions and, if there is previously stored Service Area Restrictions, replace them with the newly received information.

Upon change of serving AMF due to mobility, the old AMF may provide the new AMF with the Service Area Restrictions of the UE that may be further adjusted by the PCF.

The network may perform paging for a UE to update Service Area Restrictions with Generic UE Configuration Update procedure (see in TS 23.502 [3] clause 4.2.4).

In the case of roaming, the Service Area Restrictions are transferred from the UDM via the serving AMF to the serving PCF in the visited network. The serving PCF in the visited network may further adjust the Service Area Restrictions.

From TS 23.503

6.5
Access and mobility related policy information
To enable the enforcement in the 5GC system of the access and mobility policy decisions made by the PCF for the control of the service area restrictions and RFSP Index, the 5GC system may provide the Access and mobility related policy control information from the PCF to the AMF.

Table 6.5-1 lists the AMF access and mobility related policy information.
Table 6.5-1: Access and mobility related policy control information
	Information name
	Description
	Category
	PCF permitted to modify in a UE context in the AMF
	Scope

	Service Area Restrictions 
	This part defines the service area restrictions
	
	
	

	List of allowed TAIs.
	List of allowed TAIs
(NOTE 3) (NOTE 4).
	Conditional

(NOTE 1)
	Yes
	UE context

	List of non-allowed TAIs.
	List of non-allowed TAIs
 (NOTE 3).
	Conditional

(NOTE 1)
	Yes
	UE context

	Maximum number of allowed TAIs
	The maximum number of allowed TAIs.
(NOTE 4)
	Conditional

(NOTE 1)
	Yes
	UE context

	RFSP Index
	This part defines the RFSP index
	
	
	

	RFSP Index
	Defines the RFSP Index that applies for a UE
	Conditional

(NOTE 2)
	Yes
	UE context

	NOTE 1:
If service area restrictions is enable.

NOTE 2:
If RFSP index is enable.
NOTE 3:
Either the list of allowed TAIs or the list of non-allowed TAIs are provided by the PCF.
NOTE 4:
Both the maximum number of allowed TAIs and the list of allowed TAIs may be sent by PCF.


The list of allowed TAIs indicates the TAIs where the UE is allowed to be registered, see TS 23.501 [2] clause 5.3.4 for the description on how AMF uses this information.
The list of non-allowed TAIs indicates the TAIs where the UE is not allowed to be registered, see TS 23.501 [2] clause 5.3.4 for the description on how AMF uses this information.

The Maximum number of allowed TAs indicates the maximum number of allowed Tracking Areas, the list of TAI is defined in the AMF and not explicitly provided by the PCF.

The RFSP Index defines the RFSP Index for radio resource management functionality.

