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change:

	Clause 4.2.4.2 contains editor’s notes that need to be solved. 

Currently the Npcf_PolicyAuthorization_Delete service operation does not allow the AF/NEF to convey information either in the request or in the response.
However, in most of the existing legacy scenarios, both, subscription to one time events (as e.g. NetLoc information), and notification of subscription related information (as e.g. usage information) may happen at closing of AF application session context.

Assuming this same behaviour will exist in 5GC, it would be inefficient to require two separate interactions to achieve that goal, being beneficial to allow the combination of service information and events subscription within the same requests.

This pCR describes the procedure for an AF/NEF to subscribe to events notification with the Npcf_PolicyAuthorization_Delete, and also the notification of related events. 
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	Detailed resource and data types information are included in the description of the Npcf_PolicyAuthorization service operation.
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	The Npcf_PolicyAuthorization will remain underspecified.
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Proposed changes:
* * * 1st Change * * * *

4.2.4.2
AF application session context termination

This procedure is used to terminate an AF application session context for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].


Figure 4.2.4.2-1 illustrates an example of an application session context termination.




[image: image2.emf]1. POST …/app-sessions/{appSessionId}/delete

2. "200 OK"

AF

PCF


Figure 4.2.4.2-1: Application session context termination

When an AF session is terminated, and if the AF application session context was created as described in subclause 4.2.2, the AF shall invoke the Npcf_PolicyAuthorization_Delete service operation to the PCF using an HTTP POST request, as shown in figure 4.2.4.2-1, step 1.
The AF shall set the request URI to "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/delete".
The AF may include in the body of the HTTP POST the "EventSubscReqData" data type with the "evSubsc" attribute indicating the corresponding list of events to subscribe to.
When the PCF receives the HTTP POST request from the AF, indicating the termination of the AF application session context information, the PCF shall acknowledge that request by sending an HTTP response message with the corresponding status code.

If the HTTP POST request from the AF is accepted, the PCF shall send to the AF a "200 OK" response to HTTP POST request, as shown in figure 4.2.4.2-1, step 2, including in the "EventsNotification" data type the "evNotif" attribute indicating the event to report to the AF, as described in subclause 4.2.4.x. Otherwise the PCF shall send to the AF a "204 No Content". 
Afterwards, the PCF shall free the network resources allocated for the Service Data Flow(s) corresponding to the deleted AF application session context information. In order to do that, the PCF shall initiate the request for the removal of any related PCC rules from the SMF following the corresponding procedures specified in 3GPP TS 29.512 [8].

If the HTTP POST request from the AF is rejected, the PCF shall indicate in the response to HTTP DELETE request the cause for the rejection.

Editor's note:
Description of failure cases is FFS.
* * * End of Changes * * * *

�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 29.163. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the version of the draft specification here. This number is the version of the draft specification to which the PCR was written and (normally) to which it will be applied if it is agreed.  Make sure that the latest version of the draft specification  is used when creating the PCR. If unsure what the latest version is, go to  http://www.3gpp.org/ftp/specs/latest-drafts/� HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ���


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the PCR. It should be no longer than one line. 


One or more organizations (3GPP Individual Members) which drafted the PCR and are presenting it to the Working Group.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change.  A list of work item acronyms can be found in the 3GPP work plan and/or the meeting agenda�


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this PCR were to be rejected. 


�PAGE \# f"'Page: '#'�'"  �� If  other specs are affected by this change, then indicate the TS/TR number and the tdoc numbers of the  relevant  (P)CRs


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to agree to the PCR. This could include special conditions which are not listed anywhere else above.





1. DELETE …/app-sessions/{appSessionId}
2. "204 No Content"
AF
PCF



1. POST …/app-sessions/{appSessionId}/delete
2. "200 OK"
AF
PCF



