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1. Introduction
Annex B of 3GPP TS 29.165 provides the applicability of SIP header fields in SIP messages over II-NNI by using the methodology of a so-called "dynamic view". This methodology documents the presence of SIP header fields in SIP messages over the II-NNI and also takes into account dynamic conditions, for instance the presence of a SIP header field in a SIP request message as condition for the SIP header field in the corresponding SIP response message.
2. P-Asserted-Identity header field
Currently, the P-Asserted-Identity header field is only contained in tables B.4.1 and B.4.2 (BYE request and response), B.7.1 and B.7.2 (INVITE request and response), B.8.1 and B.8.2 (MESSAGE request and response), B.9.1 and B.9.2 (NOTIFY request and response), B.10.1 and B.10.2 (OPTIONS request and response), B.12.1 and B.12.2 (PUBLISH request and response), B.13.1 and B.13.2 (REFER request and response) and B.15.1 and B.15.2 (SUBSCRIBE request and response).
3. Extension of Asserted Identity in RFC 5876
IETF RFC 5876 "Updates to Asserted Identity in the Session Initiation Protocol (SIP)" extends the usage of the P-Asserted-Identity header field to all requests except ACK and CANCEL:
   This update to RFC 3325 allows a P-Asserted-Identity or P-Preferred-
   Identity header field to be included in any request except ACK and
   CANCEL.

and lists scenarios, where this could be useful:
   Within a Trust Domain, a P-Asserted-Identity header field could
   advantageously be used in a REGISTER request between an edge proxy
   that has authenticated the source of the request and the registrar.

   Within a Trust Domain, a P-Asserted-Identity header field could
   advantageously be used in a MESSAGE request to assert the source of a
   page-mode instant message.  This would complement its use in an
   INVITE request to assert the source of an instant-message session or
   any other form of session.  Similarly, between a UAC and first proxy
   that are not within the same Trust Domain, a P-Preferred-Identity
   header field could be used in a MESSAGE request to express a
   preference when the user has several identities.

   In one example, an established call passes through a gateway to the
   PSTN.  The gateway becomes aware that the remote party in the PSTN
   has changed, e.g., due to call transfer.  By including the
   P-Asserted-Identity header field in an UPDATE request, the gateway
   can convey the identity of the new remote party to the peer SIP User
   Agent (UA).

   In another example, a B2BUA that provides third party call control
   (3PCC) [RFC3725] wishes to join two calls together, one of which is
   still waiting to be answered and potentially is forked to different
   UAs.  At this point in time, it is not possible to trigger the normal
   offer-answer exchange between the two joined parties, because of the
   mismatch between a single dialog on the one side and potentially
   multiple early dialogs on the other side, so this action must wait
   until one of the called UAs answers.  However, it would be useful to
   give an early indication to each user concerned of the identity of
   the user to which they will become connected when the call is
   answered.  In other words, it would provide the new calling UA with
   the identity of the new called user and provide the new called UA(s)
   with the identity of the new calling user.  This can be achieved by
   the B2BUA sending an UPDATE request with a P-Asserted-Identity header
   field on the dialogs concerned.

And draws the conclusion.
   Thus, there are several examples where P-Asserted-Identity could be
   used in requests with methods for which there is no provision in RFC
   3325.  This leaves a few methods for which use cases are less
   obvious, but the inclusion of P-Asserted-Identity would not cause any
   harm.  In any requests, the header field would simply assert the
   source of that request, whether or not this is of any use to the UAS.
   Inclusion of P-Asserted-Identity in a request requires that the
   original asserter of an identity be able to authenticate the source
   of the request.  This implies the ability to challenge a request for
   SIP digest authentication, which is not possible with ACK and CANCEL
   requests.  Therefore, ACK and CANCEL requests need to be excluded.

Furthermore, the same is applicable to the P-Preferred-Identity header field as well:
   Similarly, there are examples where P-Preferred-Identity could be
   used in requests with methods for which there is no provision in RFC
   3325 or any other RFC (with the exception of ACK and CANCEL).
4. Discussion
Shall this extension be reflected in 3GPP TS 29.165 and the P-Asserted-Identity (and P-Preferred-Identity) header field(s) be added to the missing header field profile tables in annex B?
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