Page 1



3GPP TSG-CT3 Meeting #96
C3-182091
Kunming, China, 16 – 20 April, 2018
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	29.212
	CR
	1663
	rev
	-
	Current version:
	15.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Adding Subscription-ID AVP to Diameter RAR message

	
	

	Source to WG:
	AT&T

	Source to TSG:
	CT3

	
	

	Work item code:
	TEI15
	
	Date:
	2017-11-08

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	The policy control messages over the Rx interface between the AF and PCRF consist of AAR/AAA, RAR/RAA, STR/STA and ASR/ASA messages.  The AAR message contains the Subscription-ID AVP but other messages do not. 

	
	

	Summary of change:
	Add Subscription-ID AVP to RAR and STR messages in order for the PCRF to improve the binding session lookup. The Subscription-ID AVp could contain either UE’s MSIDN or IMSI. 

	
	

	Consequences if not approved:
	Since Subscription-ID AVP is not present in RAR and STR messages, the only key that is available for PCRF session lookup is Framed IPv6 address. So when the UE’s IP address changes and is not same as the one that is used to create the binding session, then Policy DRA may not find the matching session for UE. This could lead to call failures due to PCRF session lookup failure. 

	
	

	Clauses affected:
	7.3.3 and 7.3.5

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


	First change


7.3.3
Re-Auth-Request (RAR) command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the CRF to the AF in order to indicate an Rx specific action.

The values INDICATION_OF_ESTABLISHMENT_OF_BEARER and INDICATION_OF_RELEASE_OF_BEARER of the Specific-Action AVP are the only ones used in for Rx. These values of the Specific-Action AVP shall not be combined with each other in a Re-Auth-Request.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Auth-Application-Id }
                 { Subscription-ID }




 { Specific-Action }

                *[ Flows ]

 



*[ Subscription-ID ]





 [ Abort-Cause ]




 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

. 
	End of changes


	Second change


7.3.5
Session-Termination-Request (STR) command

The STR command, indicated by the Command-Code field set to 275 and the 'R' bit set in the Command Flags field, is sent by the AF to inform the CRF that an established session shall be terminated.

Message Format:

<ST-Request> ::= < Diameter Header: 275, REQ, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Auth-Application-Id }





 { Termination-Cause }





 [ Destination-Host ]
                 { Subscription-ID }





*[ Class ]





 [ Origin-State-Id ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

. 
	End of changes


