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* * * 1st Change * * * *

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].

Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	ChargingData
	5.6.2.11
	Contains charging related parameters. Inherits all parameters from DecisionData.
	

	DecisionData
	5.6.2.9
	A base data type containing cohesive decision data. This data type is typically only used as a parent data type for other data types such as QoSData.
	

	FlowDirection
	5.6.3.3
	
	

	FlowInformation
	5.6.2.15
	Contains the flow information.
	

	FlowStatus
	FFS
	Indicates the flow status.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	QosCharacteristics
	5.6.2.17
	Contains QoS characteristics for a non standard 5QI.
	

	QoSData
	5.6.2.13
	Contains the QoS parameters.
	

	RedirectAddressType
	FFS
	Indicates the redirect address type.
	

	RedirectInformation
	5.6.2.14
	Contains the redirect information.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	Rule
	5.6.2.7
	A base data type for rules. 
	

	SessionRule
	5.6.2.8
	Contains session level policy information.
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyContextData
	5.6.2.3
	Contains the parameters to create individual SM policy resource.
	

	SmPolicyDecision
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyNotification
	5.6.2.5
	Contains the update of the SM policies
	

	SmPolicyDeleteData
	5.6.2.16
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted.
	

	
	
	
	

	TrafficControlData
	5.6.2.10
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc). Inherits all parameters from DecisionData.
	

	UsageMonitoringData
	5.6.2.12
	Contains usage monitoring related control information. Inherits all parameters from DecisionData.
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Supi
	3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Uri
	3GPP TS 29.571 [11]
	
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	Ipv4Addr
	3GPP TS 29.571 [11]
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	UserLocationInformation
	3GPP TS 29.571 [11]
	
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	NetworkId
	3GPP TS 29.571 [11]
	The identification of the Network.
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	BitRate
	3GPP TS 29.571 [11]
	
	

	DefaultQoSInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	AfSignallingProtocol
	FFS
	
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	DurationSec
	3GPP TS 29.571 [11]
	Identifies a period of time in units of seconds.
	

	ResourceType
	3GPP TS 29.571 [11]
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	


* * * 2nd Change * * * *

5.6.2.2
Type SmPolicyControl
Table 5.6.2.2-1: Definition of type SmPolicyControl
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	context
	SmPolicyContextData
	M
	1
	Includes the parameters to request the SM policies by the SMF.
	

	policy
	SmPolicyDecision
	M
	1
	Includes the SM policies authorized by the PCF.
	

	
	
	
	
	
	


Editor’s note: The optionality of the SmPolicyContextData is FFS.  

* * * 3rd Change * * * *

5.6.2.3
Type SmPolicyContextData
Table 5.6.2.3-1: Definition of type SmPolicyContextData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	
	1
	PDU session Id
	

	dnn
	Dnn
	
	1
	The DNN of the PDU session.
	

	smPoliciesUpdateNotificationUrl
	Uri
	
	1
	Identifies the recipient of SM policies update notifications sent by the PCF.
	

	accessType
	AccessType
	
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	
	0..1
	The RAT Type where the served UE is camping.
	

	servingNetwork
	NetworkId
	
	0..1
	The serving network where the served UE is camping.
	

	userLocationInformation
	UserLocationInformation
	
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	chargingInformation
	ChargingInformation
	
	0..1
	The charging information of the PDU session.
	

	subscribedSessionAmbr
	BitRate
	
	0..1
	Subscribed Session-AMBR.
	

	subscribedDefaultQosInformation
	defaultQosInformation
	
	0..1
	Subscribed Default QoS Information.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in subclause 5.8.

This parameter shall be supplied by the NF service consumer in the POST request that request the creation of an individual SM policy resource and by the PCF in the related response, respectively.
	


Editor's note:
The indication of the presence of the attributes is FFS.

* * * 4th Change * * * *

5.6.2.4
Type SmPolicyDecision
Table 5.6.2.4-1: Definition of type SmPolicyDecision

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	rules
	map(Rule)
	
	
	A map of Rules with the key being the Rule’s ruleId and content the PCCRule/SessionRule as described in subclause 5.6.2.6 and 5.6.2.8.
	

	decisionData
	map(DecisionData)
	
	0..N
	A map of DecisionData keyed by DecisionData’s decisionId and content being the DecisionData as defined in 5.6.2.9 or its sub-structures.
	

	qosChars
	map(QosCharacteristics)
	C
	0..N
	Map of QoS characteristics for non standard 5QIs. This map uses the 5QI values as keys.
	

	reflectiveQoSTimer
	DurationSec
	O
	0..1
	Defines the lifetime of a UE derived QoS rule belonging to the PDU Session for reflective QoS.
	

	
	
	
	
	
	

	
	
	
	
	
	


Editor's note:
The indication of the presence of the attributes is FFS.

Editor’s note: It is FFS whether using polymorphism for values within the above maps (e.g. DecisionData as well as its subtypes part of one map) could cause extensibility issues (e.g. if we want to add additional types in the future as part of the map).

* * * 5th Change * * * *

5.6.2.5
Type SmPolicyNotification

Table 5.6.2.5-1: Definition of type SmPolicyNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	
	1
	PDU session id
	

	smPolicyDecision
	SmPolicyDecision
	
	1
	Session management policy (see subclause 5.6.2.4).
	

	terminationRequest
	boolean
	
	0..1
	Request to terminate the PDU session. Default is "FALSE".
	


Editor's note:
The use of smPolicyDecision is FFS.

Editor's note:
The indication of the presence of the attributes is FFS.

* * * 6th Change * * * *

5.6.2.6
Type PccRule

The type PccRule inherits all attributes from its parent object Rule. In addition to the inherited attributes, the below table defines PccRule specific attributes.

In the current release of this specification, only UsageMonitoringData and ChargingData are applicable as values in the inherited refDecisionDataIds map. 

Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	0..N
	An array of IP flow packet filter information.
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF.
	

	decisionData
	map(DecisionData)
	O
	0..1
	A map of DecisionData objects keyed by their decision data id. In this release, the only DecisionData subtypes used in this map are: QoSData and TrafficControlData.
	


Editor’s note: It is FFS whether there is a need to have multiple instances of the same decision data type within the same rule, e.g. more than one QoSData. This would be needed if we allow activation/deactivation time or other conditional informaiton (e.g. ratType, ipCanType) to be part of a decision data such as QoSData. If it is decided that this flexibility is not needed, we will not need to have a map of decisionData in the PCCRule, instead, we can have specific single instances of the various types, e.g. qosData, trafficControlData at the PccRule level.

Editor’s note: It is FFS how transient control data related to PCC rules are going to be encoded (e.g. request for user location, timezone, etc).

* * * 7th Change * * * *

5.6.2.7
Type Rule

Table 5.6.2.7-1: Definition of type Rule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ruleId
	string
	M
	1
	Uniquely identifies the rule within a PDU session.
	

	ruleScope
	Enum
	M
	1
	Determines whether the scope of the rule is at the session, flow, application or is predefined. Possible values are: [session, flow, application, predefined]
	

	precedence
	integer
	O
	0..1
	Determines the order, in which this rule is applied relative to other rules within the same PDU session.
	

	refDecisionDataIds
	array(string)
	O
	0..N
	A list of ids referencing DecisionData objects associated with this rule.
	

	activationTime
	DateTime
	O
	0..1
	The time when the rule shall be activated.
	

	deactivationTime
	DateTime
	O
	0..1
	The time when the rule shall be deactivated.
	


Editor’s note: It is FFS whether activation/deactivation time can be embedded within a container object that could be shared across rules.
* * * 8th Change * * * *

5.6.2.8
Type SessionRule

The type SessionRule inherits all attributes from its parent object Rule. In addition to the inherited attributes, the below table defines SessionRule specific attributes. 

In the current release of this specification, only UsageMonitoringData is applicable as value in the inherited refDecisionDataIds map.

Table 5.6.2.8-1: Definition of type SessionRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authSessAmbr
	BitRate
	O
	0..1
	Authorized Session-AMBR
	

	authDefaultQos
	DefaultQosInformation
	O
	0..1
	Authorized default QoS information.
	


* * * 9th Change * * * *

5.6.2.9
Type DecisionData

Table 5.6.2.9-1: Definition of type DecisionData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	decisionId
	string
	M
	1
	Uniquely identifies the decision data within a PDU session.
	

	precedence
	integer
	O
	0..1
	Determines the order in which this decision data is applied relative to other decision data of the same type associated with a rule.
	

	activationTime
	DateTime
	O
	0..1
	The time when the decision data shall be activated.
	

	deactivationTime
	DateTime
	O
	0..1
	The time when the decision data shall be deactivated.
	


Editor’s note: It is FFS whether activation/deactivation time can be embedded within a container object that could be shared across decision data.

Editor’s note: It is FFS whether activation/deactivation time is needed for DecisionData. It is FFS whether other conditional information such as ratType, ipCanType can be part of this base type.

Editor’s note: It is FFS whether DecisionData can be of type predefined (i.e. similar to predefined PCC rule) to align with similar functionality on the N4 interface between the SMF and UPF. 
* * * 10th Change * * * *

5.6.2.10
Type TrafficControlData

The type TrafficControlData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines TrafficControlData specific attributes.

Table 5.6.2.10-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowAction
	FFS
	
	
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink, redirect]
	

	redirectInfo
	RedirectInformation
	C
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address
	

	muteNotif
	boolean
	O
	0..1
	Indicates whether application's start or stop notification is to be muted.
	

	trafficSteeringPolIdDl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	

	trafficSteeringPolIdUl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	


Editor’s note: It is FFS if sub types of TrafficControlData should be created to handle redirect, traffic steering, etc.

* * * 11th Change * * * *

5.6.2.11
Type ChargingData

The type ChargingData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines ChargingData specific attributes.

Table 5.6.2.11-1: Definition of type ChargingData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	meteringMethod 
	MeteringMethod
	O
	0..1
	Defines what parameters shall be metered for offline charging.
	

	offline
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PCC rule.
	

	online
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PCC rule.
	

	ratingGroup
	string
	O
	0..1
	The charging key for the PCC rule used for rating purposes.
	

	serviceId
	string
	O
	0..1
	Indicates the identifier of the service or service component the service data flow in a PCC rule relates to.
	

	sponsorId
	string
	O
	0..1
	Indicates the sponsor identity.
	

	appSvcProvId
	string
	O
	0..1
	Indicates the application service provider identity.
	

	afChargingIdentifier
	string
	O
	0..1
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	


* * * 12th Change * * * *

5.6.2.12
Type UsageMonitoringData

The type UsageMonitoringData inherits all attributes from its parent object DecisionData. In addition to the inherited attributes, the below table defines UsageMonitoringData specific attributes.

Table 5.6.2.12-1: Definition of type UsageMonitoringData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	volumeThreshold
	FFS
	O
	0..1
	Indicates the total volume threshold.
	

	timeThreshold
	DurationSec
	O
	0..1
	Indicates a time threshold.
	

	monitoringTime
	DateTime
	O
	0..1
	Indicates the time at which the UP function is expected to reapply the next thresholds (e.g. nextVolThreshold)
	

	nextVolThreshold
	FFS
	C
	0..1
	Indicates a volume threshold after the Monitoring Time.
	

	nextTimeThreshold
	DurationSec
	C
	0..1
	Indicates a time threshold after the Monitoring.
	

	inactivityTime
	DurationSec
	O
	0..1
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	


Editor’s note: The above data structure is FFS. Some of the attributes are missing (e.g. uplink/downlink volume thresholds, etc).

Editor’s note: It is FFS how to handle transient control data such as requesting usage. Note that disabling usage monitoring can be done by removing the usage monitoring data from the session level map.

* * * 13th Change * * * *

5.6.2.13
Type QoSData

Table 5.6.2.13-1: Definition of type QoSData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	5qi
	integer
	M
	1
	Identifier for the authorized QoS parameters for the service data flow.
	

	maxbrUl
	BitRate
	O
	0..1
	Indicates the max bandwidth in uplink.
	

	maxbrDl
	BitRate
	O
	0..1
	Indicates the max bandwidth in downlink.
	

	gbrUl
	BitRate
	O
	0..1
	Indicates the guaranteed bandwidth in uplink.
	

	gbrDL
	BitRate
	O
	0..1
	Indicates the max guaranteed in downlink.
	

	arp
	AllocationRetentionPriority (FFS)
	M
	1
	Indicates the allocation and retention priority.
	

	reflectiveQos
	boolean
	O
	0..1
	Indicates whether the QoS information is reflective for the corresponding service data flow.
	


* * * 14th Change * * * *

5.6.2.14
Type RedirectInformation

Table 5.6.2.14-1: Definition of type RedirectInformation

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	redirectSupport
	boolean
	M
	1
	Indicates the redirect is enable.
	

	redirectAddressType
	RedirectAddressType
	O
	0..1
	Indicates the type of redirect address.
	

	redirectServerAddress
	string
	O
	0..1
	Indicates the address of the redirect server.
	


* * * 15th Change * * * *

5.6.2.15
Type FlowInformation

Table 5.6.2.15-1: Definition of type FlowInformation

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowDescription
	FlowDescription
	O
	0..n
	Contains the packet filters of the IP flow(s).
	

	packetFilterUsage
	boolean
	O
	0..1
	The packet shall be sent to the UE.
	

	tosTrafficClass
	string
	O
	0..1
	Contains the Ipv4 Type-of-Service and mask field or the Ipv6 Traffic-Class field and mask field.
	

	spi
	string
	O
	0..1
	the security parameter index of the IPSec packet.
	

	flowLabel
	string
	O
	0..1
	the Ipv6 flow label header field.
	

	flowDirection
	FlowDirection
	O
	0..1
	Indicates the direction/directions that a filter is applicable, downlink only, uplink only or both down- and uplink (bidirectional).
	

	sourceMacAddress
	string
	O
	0..1
	Contains the source MAC address
	

	destinationMacAddress
	string
	O
	0..1
	Contains the destination MAC address
	

	ethertype
	Ethertype(FFS)
	O
	0..1
	Indicates the type of Ethernet.
	

	vid
	string
	O
	0..2
	Contains the VID of C-TAG or S-TAG.
	

	pcpdei
	string
	O
	0..2
	Contains the PCP/DEI of C-TAG or S-TAG.
	


* * * 16th Change * * * *

5.6.2.16
Type SmPolicyDeleteData

Table 5.6.2.16-1: Definition of type SmPolicyDeleteData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	userLocationInformation
	UserLocationInformation (FFS)
	
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone (FFS)
	
	0..1
	The time zone where the served UE is camping.
	

	
	
	
	
	
	


Editor's note:
More parameters may need to be added later.

Editor's note:
The operational details for SmPolicyDeleteData are FFS.

* * * 17th Change * * * *

5.6.2.17
Type QosCharacteristics

Table 5.6.2.17-1: Definition of type QosCharacteristics

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	5qi
	integer
	M
	1
	Identifier for the authorized QoS parameters for the service data flow. Applies to PCC rule and PDU session level.
	

	resourceType
	ResourceType
	M
	1
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	

	priorityLevel
	integer
	M
	1
	Indicates the priority level.
	

	packetDelayBudget
	DurationSec
	M
	1
	Indicates the packet delay budget.
	

	packetErrorRate
	FFS
	M
	1
	Indicates the packet error rate.
	

	averagingWindow
	DurationSec
	C
	0..1
	Indicates the averaging window.

This IE shall be present only for GBR QoS flows.
	

	maximumDataBurstVolume
	integer
	C
	0..1
	Indicates the maximum data burst.

This IE shall be present when the packet delay budget is equal to or lower than 20 msec.
	

	
	
	
	
	
	


Editor's note:
It is FFS if DurationSec granularity is enough to express time values or if finer granularity is needed.

Editor’s note: Maximum Data Burst Volume, Averaging Window and Priority Level apply to standardized 5QI too. It is FFS how this can be reflected in the TS. 

* * * 18th Change * * * *

5.6.3
Simple data types and enumerations

5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	FFS
	<one simple data type, e.g. boolean, integer, null, number, string>
	
	


5.6.3.3
Enumeration: FlowDirection
Table 5.6.3.3-1: Enumeration FlowDirection
	Enumeration value
	Description
	Applicability

	DOWNLINK
	The corresponding filter applies for traffic to the UE.
	

	UPLINK
	The corresponding filter applies for traffic from the UE.
	

	BIDIRECTIONAL
	The corresponding filter applies for traffic both to and from the UE.
	


Editor's note: An Unspecified value would be required if the data type is used to report filter information received from the UE.

* * * 19th Change * * * *

5.6.3.4
Enumeration: ReportingLevel
Table 5.6.3.4-1: Enumeration ReportingLevel

	Enumeration value
	Description
	Applicability

	SERVICE_IDENTIFIER_LEVEL
	Indicates that the usage shall be reported on service id and rating group combination level.
	

	RATING_GROUP_LEVEL
	Indicates that the usage shall be reported on rating group level.
	

	SPONSORED_CONNECTIVITY_LEVEL
	Indicates that the usage shall be reported on sponsor identity and rating group combination level.
	


* * * 20th Change * * * *

5.6.3.5
Enumeration: MeteringMethod

Table 5.6.3.5-1: Enumeration MeteringMethod

	Enumeration value
	Description
	Applicability

	DURATION
	Indicates that the duration of the service data flow traffic shall be metered.
	

	VOLUME
	Indicates that volume of the service data flow traffic shall be metered.
	

	DURATION_VOLUME
	Indicates that the duration and the volume of the service data flow traffic shall be metered.
	

	EVENT
	Indicates that events of the service data flow traffic shall be metered.
	











	
	
	
	

	
	
	
	


* * * End of Changes * * * *
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