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Additional discussion(if needed):
IETF RFC 7231 defines status codes "501 Not Implemented" in subclause 6.6.2 as:
The 501 (Not Implemented) status code indicates that the server does not support the functionality required to fulfill the request. This is the appropriate response when the server does not recognize the request method and is not capable of supporting it for any resource.
A 501 response is cacheable by default; i.e., unless otherwise indicated by the method definition or explicit cache controls (see Section 4.2.2 of [RFC7234]).

Due to the above underlined text it is proposed to use "503 Service Unavailable" status code without the Retry-After header field when HTTP method is supported but not implemented for a particular resource. Status code "503 Service Unavailable" is defined in subclause 6.6.4 as:
The 503 (Service Unavailable) status code indicates that the server is currently unable to handle the request due to a temporary overload or scheduled maintenance, which will likely be alleviated after some delay. The server MAY send a Retry-After header field (Section 7.1.3) to suggest an appropriate amount of time for the client to wait before retrying the request.

Note: The existence of the 503 status code does not imply that a server has to use it when becoming overloaded. Some servers might simply refuse the connection.
Proposed changes:
* * * 1st Change * * * *

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_BDTPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_BDTPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	BdtPolicy
	5.6.2.2
	Represents an Individual BDT policy resource.
	

	BdtPolicyData
	5.6.2.4
	Describes an Individual BDT policy resource.
	

	BdtReqData
	5.6.2.3
	Contains information for creation a new Individual BDT policy resource.
	

	TransferPolicy
	5.6.2.5
	Describes a transfer policy.
	

	TransfPolicyStatus
	5.6.3.3
	Indicates a status of a transfer policy.
	

	FFS
	
	
	


Table 5.6.1-2 specifies data types re-used by the Npcf_BDTPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_BDTPolicyControl service based interface. 

Table 5.6.1-2: Npcf_BDTPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	BdtReferenceId
	3GPP TS 29.122 [14]
	Identifies transfer policy of background data transfer for provided ASP.
	

	BitRate
	3GPP TS 29.571 [13]
	Specifies bitrate in kbits per second.
	

	NetworkAreaInfo
	3GPP TS 29.571 [13]
	Represents a network area information (e.g. list of TAIs/RAIs) in which the NF service consumer requests the number of UEs.
	

	ProblemDetails
	3GPP TS 29.571 [13]
	Used in error responses to provide more detailed information about an error.
	

	SupportedFeatures
	3GPP TS 29.571 [13]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeWindow
	3GPP TS 29.122 [14]
	Specifies a time interval.
	

	UsageThreshold
	3GPP TS 29.122 [14]
	Represents a data volume expected to be transferred per UE.
	


Editor's note:
 Names of BitRate and NetworkAreaInfo data types needs to be aligned with names used in 3GPP TS 29.571 [13] once they are defined in 3GPP TS 29.571 [13].

* * * 2nd Change * * * *

5.7
Error handling


HTTP error handling shall be supported as specified in subclause 5.2.4 of 3GPP TS 29.500 [6].

HTTP error responses shall be supported as specified in subclause 4.8 of 3GPP TS 29.501 [7] and in subclause 5.2.7 of 3GPP TS 29.500 [6]. In addition, the following requirements are applicable for the Npcf_BDTPolicyControl API.

An HTTP method not specified in table 5.3.1.-1 shall be rejected with an HTTP status code "405 Method Not Allowed". The Allow header field set to value "POST, GET, PATCH" shall be included in the HTTP response "405 Method Not Allowed".

NOTE 1:
In the current release supported HTTP methods are POST, GET and PATCH.

HTTP error responses for the HTTP POST request received for a BDT policies collection resource are defined in subclause 5.3.2.3.1. If the HTTP POST request is received for an Individual BDT Policy resource, the HTTP POST request shall be rejected with an HTTP status code "503 Service Unavailable". The HTTP response "503 Service Unavailable" shall contain in a payload body a "ProblemDetails" data structure with a "detail" attribute set to "METHOD_NOT_IMPLEMENTED_FOR_SPECIFIED_RESOURCE", and with a "status" attribute set to "503".

NOTE 2:
In the current release HTTP POST method is not supported for the Individual BDT Policy resource.

HTTP error responses for the HTTP GET request received for an Individual BDT Policy resource are defined in subclause 5.3.3.3.1. If the HTTP GET request is received for a BDT policies collection resource, the HTTP GET request shall be rejected with an HTTP status code "503 Service Unavailable". The HTTP response "503 Service Unavailable" shall contain in a payload body a "ProblemDetails" data structure with a "detail" attribute set to "METHOD_NOT_IMPLEMENTED_FOR_SPECIFIED_RESOURCE", and with a "status" attribute set to "503".
NOTE 3:
In the current release HTTP GET method is not supported for the BDT policies collection resource.

HTTP error responses for the HTTP PATCH request received for an Individual BDT Policy resource are defined in subclause 5.3.3.3.2. If the HTTP PATCH request is received for a BDT policies collection resource, the HTTP PATCH request shall be rejected with an HTTP status code "503 Service Unavailable". The HTTP response "503 Service Unavailable" shall contain in a payload body a "ProblemDetails" data structure with a "detail" attribute set to "METHOD_NOT_IMPLEMENTED_FOR_SPECIFIED_RESOURCE", and with a "status" attribute set to "503".
NOTE 4:
In the current release HTTP PATCH method is not supported for the BDT policies collection resource.

Editor's note:
It is FFS if common failure cases (e.g. if HTTP method is supported but not implemented for the specified resource) with related "detail" attribute values should be specified in 3GPP TS 29.501 [7].
* * * End of Changes * * * *
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