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	The name of the service operation used to retrieve the background data transfer policy needs to be aligned with the name used in stage 2 i.e.:

SA2 changed the name of the service operation from Npcf_BDTPolicyControl_Get to Npcf_BDTPolicyControl_Create, see CR #0011 on TS 23.502.
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	Name of service operation Npcf_BDTPolicyControl_Get changed to Npcf_BDTPolicyControl_Create.


	
	

	Consequences    (
  
if not agreed:
	Misalignment with stage 2 specification.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
* * * 1st Change * * * *

4.2.1
Introduction
Table 4.2.1-1: Operations of the Npcf_BDTPolicyControl Service

	Service operation name
	Description
	Initiated by

	Npcf_BDTPolicyControl_Create
	Provides the requested background data transfer policies to the NF service consumer.
	NF service consumer (NEF)

	Npcf_BDTPolicyControl_Update
	Updates the PCF with the background data transfer policy selected by the NF service consumer.
	NF service consumer (NEF)


* * * 2nd Change * * * *

4.2.2
Npcf_BDTPolicyControl_Create service operation
4.2.2.1
General

The Npcf_BDTPolicyControl_Create service operation is used by an NF service consumer to retrieve BDT policies from the PCF.
The following procedure using the Npcf_BDTPolicyControl_Create service operation is supported:

-
retrieval of BDT policies.

* * * 3rd Change * * * *

4.2.2.2
Retrieval of BDT policies
This procedure is used by the NEF to request BDT policies from the PCF, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.2.2-1 illustrates an example of retrieval of BDT policies.
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Figure 4.2.2.2-1: Retrieval of BDT policies

Upon reception of a Background Data Transfer request from the AF indicating a transfer policy request, the NEF shall invoke the Npcf_BDTPolicyControl_Create service operation by sending an HTTP POST request to the URI representing a "BDT policies" collection resource of the PCF (as shown in figure 4.2.2.2-1, step 1). The NEF shall include a "BdtPolicy" data type in a payload body of the HTTP POST request. The "BdtPolicy" data type shall contain:

-
an ASP identifier;

-
a volume of data per UE;

-
an expected number of UEs; and

-
a desired time window,

and may include network area information (e.g. list of TAIs/RAIs).

Upon the reception of the HTTP POST request from the NEF indicating a BDT policies request, the PCF:

-
may invoke the Nudr_DataRepository_Query service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12], to request from the UDR all stored transfer policies;

NOTE 1:
In case only one PCF is deployed in the network, transfer policies can be locally stored in the PCF and the interaction with the UDR is not required.

-
shall determine one or more acceptable transfer policies based on:

a)
information provided by the NEF; and

b)
other available information (e.g. the existing transfer policies, network policy, load status estimation for the desired time window); and

-
shall create a BDT Reference ID.

The PCF shall send to the NEF a "201 Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created" response:

-
a Location header field; and

-
a "BdtPolicy" data type in the payload body containing the BDT Reference ID and acceptable transfer policy/ies.

The Location header field shall contain the URI of the created individual BDT policy resource i.e. "{apiRoot}/npcf-bdtpolicycontrol/v1/bdtpolicies/{bdtPolicyId}".

For each included transfer policy, the PCF shall provide:

-
a transfer policy ID;

-
a recommended time window; and

-
a reference to charging rate for the recommended time window,

and may provide a maximum aggregated bitrate for the uplink direction and/or a maximum aggregated bitrate for the downlink direction.

If the PCF included in the "BdtPolicy" data type:

-
more than one transfer policy, the PCF shall wait for the transfer policy selected by the NEF as described in subclause 4.2.3; or
-
only one transfer policy, the PCF may invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12], to update the UDR with the selected transfer policy and the corresponding BDT Reference ID for the provided ASP identifier.

NOTE 2:
In case only one PCF is deployed in the network, transfer policies can be locally stored in the PCF and the interaction with the UDR is not required.

If the HTTP POST request from the NEF indicating a BDT policies request is rejected, the PCF shall indicate in the HTTP response the cause for the rejection.
Editor's note:
Description of failure cases is FFS.

Editor's note:
This text needs to be enhanced/aligned with encoding details such as resources and attribute names once they are defined/agreed.

* * * 4th Change * * * *

5.3.1
Resource Structure


[image: image2.emf]//{apiRoot}/

npcf_bdtpolicycontrol/v1

/bdtpolicies

/{bdtPolicyId}


Figure 5.3.1-1: Resource URI structure of the Npcf_BDTPolicyControl API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	BDT policies
	//{apiRoot}/npcf_bdtpolicycontrol/v1/bdtpolicies
	POST
	Npcf_BDTPolicyControl_Create. Creates a new Individual BDT policy resource.

	Individual BDT policy
	//{apiRoot}/npcf_bdtpolicycontrol/v1/bdtpolicies/{bdtPolicyId}
	GET
	Reads an Individual BDT policy resource.

	
	
	PATCH
	Npcf_BDTPolicyControl_Update.

Modifies an existing Individual BDT policy resource by selecting or reselecting a transfer policy.


* * * End of Changes * * * *

�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 29.163. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the version of the draft specification here. This number is the version of the draft specification to which the PCR was written and (normally) to which it will be applied if it is agreed.  Make sure that the latest version of the draft specification  is used when creating the PCR. If unsure what the latest version is, go to  http://www.3gpp.org/ftp/specs/latest-drafts/� HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ���


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the PCR. It should be no longer than one line. 


One or more organizations (3GPP Individual Members) which drafted the PCR and are presenting it to the Working Group.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change.  A list of work item acronyms can be found in the 3GPP work plan and/or the meeting agenda�


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this PCR were to be rejected. 


�PAGE \# f"'Page: '#'�'"  �� If  other specs are affected by this change, then indicate the TS/TR number and the tdoc numbers of the  relevant  (P)CRs


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to agree to the PCR. This could include special conditions which are not listed anywhere else above.





1. POST …/bdtpolicies
2. "201 Created"
NEF
PCF



//{apiRoot}/npcf_bdtpolicycontrol/v1
/bdtpolicies
/{bdtPolicyId}



