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	Reason for           (
   

change:

	In C3-181078, SA2 has confrimed as follows:
1)  The “Description of the application flows” contains information to identify the application and then the SCEF performs a mapping between the QoS reference provided by the SCS/AS to existing Rx parameter, these steps are described in the information flow 5.11 in TS 23.682 v.15.3.0. The lack of requirements from the specific external AS motivated the simplification of the stage 2 information flows.
2)  IMS does not support T8 interface according to 23.228, but Rx interface to request resource reservation for IMS flows. SA2 understanding is that MCPTT never had any specific T8 requirements, confirmation from SA6 would be needed as well.
The complex MediaComponnet is not need. The flow description to identify the application is only needed.

	
	

	Summary of 
change:                (

	1) The data types MediaComponnet and Flow are deleted. 

2）FlowDescription is defined.
3)  Flow information doesn’t need to exposure to the 3rd party.

	
	

	Consequences    (
  
if not agreed:
	Incomplete stage 3 specification.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
2
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*** 2nd Change ***




	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



*** 3rd Change ***

5.2.1.2.1
Type: SponsorInformation
This type represents a sponsor information. It shall comply with the provisions defined in table 5.2.1.2.1-1.

Table 5.2.1.2.1-1: Definition of SponsorInformation data Type

	Attribute name
	Data type
	Cardinality
	Description

	sponsorId
	string
	1
	It indicates Sponsor ID.

	aspId
	string
	1
	It indicates Application Service Provider ID.


*** 4th Change ***

5.2.1.2.2
Type: UsageThreshold
This type represents a usage threshold. It shall comply with the provisions defined in table 5.2.1.2.2-1.
Only one of DownlinkVolume, UplinkVolume and TotalVolume shall be provided. If both duration and volume are supported by the server, then the first threshold that has been reached will apply.
Table 5.2.1.2.2-1: Definition of UsageThreshold data Type

	Type name
	Data type
	Cardinality
	Description

	duration
	DurationSec
	0..1
	Indicates the length of time in seconds

	totalVolume
	Volume
	0..1
	Total data octets for both downlink and uplink

	downlinkVolume
	Volume
	0..1
	Downlink data octets

	uplinkVolume
	Volume
	0..1
	Uplink data octets


*** 5th Change ***

5.2.1.2.3
Type: TimeWindow
This type represents a start time and a stop time of a time window. It shall comply with the provisions defined in table 5.2.1.2.3-1.
Table 5.2.1.2.3-1: Definition of TimeWindow data Type

	Attribute name
	Data type
	Cardinality
	Description

	StartTime
	dateTime
	1
	Indicates the absolute start time of the time window

	StopTime
	dateTime
	1
	Indicates the absolute stop time of the time window


*** 6th Change ***




	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


*** 7th Change ***

5.2.1.2.4
Type: Acknowledgement
This type represents a successful acknowledgement for a notification.

Table 5.2.1.2.4-1: Definition of Acknowledgement data Type

	Type name
	Data type
	Cardinality
	Description

	details
	string
	1
	A human-readable explanation specific to this successful acknowledgement


*** 8th Change ***

5.2.1.2.5
Type: LocationInfo
This data type represents the user location information which is sent from the SCEF to the SCS/AS.

Table 5.2.1.2.5-1: Definition of LocationInfo data Type

	Attribute name
	Data type
	Cardinality
	Description

	ageOfLocationInfo
	DurationMin
	0..1
	Indicates the elapsed time since the last network contact of the UE.

Refer to 3GPP TS 29.272 [33].

	cellId
	string
	0..1
	Indicates the Cell Global Identification of the user which identifies the cell the UE is registered.

	enodeBId
	string
	0..1
	Indicates the eNodeB in which the UE is currently located.

	geographicArea
	GeographicArea
	0..1
	Identifies the geographic information of the UE.

	latitude
	number
	0..1
	Indicates the latitude value.

	locationAreaId
	string
	0..1
	Identifies the Location Area Identity of the user where the UE is located.

	longitude
	number
	0..1
	Indicates the longitude value.

	routingAreaId
	string
	0..1
	Identifies the Routing Area Identity of the user where the UE is located.

	serviceAreaId
	string
	0..1
	Identifies the Service Area Identity of the user where the UE is located.

	trackingAreaId
	string
	0..1
	Identifies the Tracking Area Identity of the user where the UE is located.

	Editor’s Note:
Specific API use case for the properties will be analysed later.


Editor’s Note:
The list needs to be further check that the location information should be consistent with the accuracy. 
Editor’s Note:
The format of the data types need to be further detailed.

*** 9th Change ***

5.2.1.2.6
Type: NotificationData

This type represents the parameters which shall be notify the SCS/AS for bearer level event(s). 

Table 5.2.1.2.6-1: Definition of type NotificationData
	Attribute name
	Data type
	Cardinality
	Description

	transactionId
	string
	1
	SCEF-allocated identifier of the corresponding transaction resource, e.g. the Individual Chargeable Party Transaction.

	transaction
	Link
	1
	Link to the transaction resource to which this notification is related.

	tltrId
	TltrId
	0..1
	Identifies the long-term transaction that identifies the present resource.

The SCEF shall include the TLTRI if received it in the corresponding subscription. This parameter can be used by the SCS/AS to correlate the event notification with the configuration.

	eventReports
	EventReport
	1..N
	Contains the reported event and applicable information


*** 10th Change ***

5.2.1.2.7
Type: EventReport
This type represents an event report. It shall comply with the provisions defined in table 5.2.1.2.7-1.

Table 5.2.1.2.7-1: EventReport

	Type name
	Data type
	Cardinality
	Description

	event
	Event
	1
	Indicates the ordinal number of the IP flow(s)

	accumulatedUsage
	AccumulatedUsage
	0..1
	Contains the applicable information corresponding to the event.

	
	
	
	



*** 11th Change ***

5.2.1.2.8
Type: AccumulatedUsage
This type represents an accumulated usage. It shall comply with the provisions defined in table 5.2.1.2.8-1.

Table 5.2.1.2.8-1: Definition of AccumulatedUsage data Type

	Type name
	Data type
	Cardinality
	Description

	duration
	DurationSec
	0..1
	Indicates the length of time in seconds

	totalVolume
	Volume
	0..1
	Total data octets for both downlink and uplink

	downlinkVolume
	Volume
	0..1
	Downlink data octets

	uplinkVolume
	Volume
	0..1
	Uplink data octets


*** 12th Change ***




	
	
	
	

	
	
	
	


	
	
	
	



*** 13th Change ***

5.2.1.2.9
Type: TestNotification
This type represents a notification that can be sent to test whether a chosen notification mechanism works. It shall be supported if the feature "Notification_test_event", as defined for APIs that use notifications, is supported.
Table 5.2.1.2.9-1: Definition of the TestNotification data type

	Attribute name
	Data type
	Cardinality
	Description

	subscription
	Link
	1
	Link of the subscription resource to which the notification is related.


Editor's note: The definition of a separate subscription to or triggering of test event notifications (i.e. one that is not part of a subscription for another event such as monitoring or device triggering) is FFS. The use case for such mechanism is that the SCS/AS may want to test the connectivity when it comes up, but does not have information available to trigger an actual "live" subscription.

*** 14th Change ***

5.2.1.2.10
Type: WebsockNotifConfig
This type represents configuration for the delivery of notifications over Websockets. It shall be supported if the feature "Notification_websocket", as defined for APIs that use notifications, is supported.
Table 5.2.1.2.10-1: Definition of the WebsockNotifConfig data type

	Attribute name
	Data type
	Cardinality
	Description

	websocketUri
	Link
	0..1
	Set by the SCEF to indicate to the SCS/AS the Websocket URI to be used for delivering notifications.

(NOTE 1)

	requestWebsocketUri
	boolean
	0..1
	Set by the SCS/AS to indicate that the Websocket delivery is requested.

(NOTE 2)

	NOTE 1:
A Websocket URI should use the scheme "wss" (Websocket Secure) for encrypted delivery and may use the scheme "ws" (Websocket) for unencrypted delivery. If the WebsockNotifConfig data type is used in an HTTP response, this attribute shall be present. If the WebsockNotifConfig data type is used in an HTTP request, this attribute shall not be set by the SCS/AS in a request to create a resource, and shall not be modified by the SCS/AS in a request to modify a resource.
NOTE 2:
In a request to create or update a resource, this attribute shall be set to true by the SCS/AS to request the SCEF to provide a Websocket URI for the delivery of notifications, and shall be absent otherwise. In any HTTP response, this attribute shall retain the value that was provided upon resource creation or update.


Editor's note: Security considerations TBD.

*** 15th Change ***

5.2.1.3.2
Simple data types
The reused datatypes defined in OpenAPI 3.0.0 [27] listed in table 5.2.1.3.2-1 and the simple data types defined in table 5.2.1.3.2-2 apply to several T8 APIs.
Table 5.2.1.3.2-1: Reused OpenAPI data types
	Type name
	Description

	boolean
	As defined in OpenAPI 3.0.0 [27], i.e. either value "true" or value "false" as defined in IETF RFC 7159 [5].

	integer
	As defined in OpenAPI 3.0.0 [27].

	number
	As defined in OpenAPI 3.0.0 [27].

	string
	As defined in OpenAPI 3.0.0 [27].

	NOTE:
Data type names defined in OpenAPI 3.0.0 [27] do not follow the convention to start with capital letters otherwise used in this specification.


Table 5.2.1.3.2-2: Simple data types applicable to several APIs
	Type name
	Description

	Bandwidth
	integer indicating a bandwidth in bits per second.

	BdtReferenceId
	string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

	dateTime
	string with format "date-time" as defined in OpenAPI [27].

	DurationSec
	integer identifying a period of time in units of seconds.

	DurationMin
	integer identifying a period of time in units of minutes.

	ExternalId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	FlowDescription
	string formatted according to IETF RFC 6733 [x] identifying a packet filter for an IP flow.

	GeographicArea
	string formatted FFS identifying the geographical information of the user(s) as defined in 3GPP TS 23.032 [3]. 

	Ipv4Addr
	string identifying a IPv4 address formatted in the "dotted decimal" notation as defined in IETF RFC 1166 [28].

	Ipv6Addr
	string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used.

	Link
	string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

	Msisdn
	string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an MSISDN.

	PlmnId
	string identifying the serving PLMN formatted is FFS.

	Port
	Unsigned integer with valid values between 0 and 65535.

	ScsAsId
	string that identifies an SCS/AS.

	TltrId
	integer identifying an T8 long term transaction, chosen by the SCS/AS.

	TtrId
	integer identifying an T8 short term transaction.

	Uri
	string formatted according to IETF RFC 3986 [7].

	ResourceId
	string chosen by the SCEF to serve as identifier in a resource URI.

	Volume
	Unsigned integer identifying a volume in units of bytes.


*** 16th Change ***




	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


*** 17th Change ***




	
	

	
	

	
	

	
	

	
	

	
	


*** 18th Change ***




	
	

	
	

	
	


*** 19th Change ***




	
	

	
	

	
	



*** 20th Change ***




	
	

	
	


	
	


*** 21st Change ***




	
	

	
	


	
	

	
	


*** 22nd Change ***




	
	

	
	

	
	


*** 23rd Change ***

5.2.1.3.3
Enumeration: Event
The enumeration Event represents event reported by the SCEF.
Table 5.2.1.3.3-1: Enumeration Event
	Enumeration value
	Description

	SESSION_TERMINATION
	Indicates that Rx session is terminated.

	LOSS_OF_BEARER 
	Indicates a loss of a bearer.

	RECOVERY_OF_BEARER
	Indicates a recovery of a bearer.

	RELEASE_OF_BEARER
	Indicates a release of a bearer.

	USAGE_REPORT
	Indicates the usage report event.


*** 24th Change ***

5.5.2.1.2
Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.

Table 5.5.2.1.2-1: Definition of type ChargeableParty

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	ResourceId
	0..1
	SCEF-chosen identifier of this chargeable party transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of ChargeableParty type.
	

	notificaionDestination
	Link
	0..1
	Contains the URL to receive the notification of bearer level events from the SCEF.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	ipv4Addr 

(NOTE 2)
	Ipv4Addr
	0..1
	Identifies the IPv4 address.
	

	ipv6Addr 

(NOTE 2)
	Ipv6Addr
	0..1
	Identifies the IPv6 address.
	

	flowDescription
	FlowDescription
	1..N
	Describes the application flows.
	

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BDTReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume.
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
Either ipv4 or ipv6 address shall be provided.


*** 25th Change ***

5.14.2.1.2
Type: AsSessionWithQoSSubscription

This type represents an AS session request with specific QoS for the service provided by the SCS/AS to the SCEF via T8 interface. The structure is used for subscription request and subscription response.

Table 5.14.2.1.2-1: Definition of type AsSessionWithQoSSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	string
	0..1
	SCEF-chosen identifier of this AS session with QoS transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	notificationDestination
	Link
	0..1
	Contains the URL to receive the notification bearer level events from the SCEF.
	

	flowDescription
	FlowDescription
	1..N
	Describe the data flow which requires QoS.
	

	qosReference
	string
	0..1
	Identifies a pre-defined QoS information
	

	ueIpv4Addr

(NOTE 2)
	Ipv4Addr
	0..1
	The IPv4 address of UE.
	

	ueIpv6Addr
(NOTE 2)
	Ipv6Addr
	0..1
	The IPv6 address of UE.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume in which the QoS is to be applied.
	

	sponsorInfo
	SponsorInformation
	0..1
	Indicates a sponsor information
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.14.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
The property “ueIpv4Addr” or “ueIpv6Addr” shall be included.
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