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*** 1st Change ***

4.4.7
Procedures for Group Message Delivery 
4.4.7.1
General
This procedure is used by an SCS/AS to deliver a payload to a group of UEs. Two methods of Group Message Delivery via the T8 are specified:

-
Group Message Delivery via MBMS which is intended to efficiently distribute the same content to the members of a group that are located in a particular geographical area when MBMS is used;

-
Group Message Delivery via unicast MT NIDD for UEs which are part of the same External Group Identifier.
NOTE:
Group Message Delivery via MT NIDD is defined in subclause 4.4.5.3.2.
Error handling for the procedures in the subsequent subclauses shall be handled based on subclause 5.2.6.
*** 2nd Change ***

4.4.7.2
Group Message Delivery via MBMS

4.4.7.2.1
General
This procedure is used by an SCS/AS to deliver a payload to a group of UEs via the T8 interface. The SCEF use the Group Message Delivery via MBMS to efficiently distribute the same content to the members of a group that are located in a particular geographical area when MBMS is used.


Editor’s Note:
Whether to define a independ API reusing xMB API or put the xMB and MB2 use cases into one northbound API is FFS, the following procedures related to xMB used as a southbound interface may be modified later based on Stage 2 feedback.
*** 3rd Change ***



*** 4th Change ***

5.2.1.2.9
Type: EventReport
This type represents an event report. It shall comply with the provisions defined in table 5.2.1.2.9-1.

Table 5.2.1.2.9-1: EventReport

	Type name
	Data type
	Cardinality
	Description

	event
	Event
	1
	Indicates the event reported by the SCEF.

	accumulatedUsage
	AccumulatedUsage
	0..1
	Contains the applicable information corresponding to the event.

	flows
	Flow
	0..N
	Contains the identifier(s) of affected IP flows. If absent, it applies to all flows.


Editor’s Note:
It’s FFS whether the “flows” will be exposed to the 3rd party and if yes, the structure of the property is FFS.
*** 5th Change ***

5.2.1.1
Introduction

This clause defines structured data types, simple data types and enumerations that are applicable to several APIs defined in the present specification and can be referenced from data structures defined in the subsequent clauses. In addition, data types that are defined in OpenAPI 3.0.0 Specification [27] can also be referenced from data structures defined in the subsequent clauses.

NOTE:
As a convention, data types in the present specification are written with an upper-case letter in the beginning. Parameters are written with a lower-case letter in the beginning. As an exception, data types that are also defined in OpenAPI 3.0.0 Specification [27] can use a lower-case case letter in the beginning for consistency.
*** 6th Change ***

5.2.2
Usage of HTTP

5.2.2.1
General

For T8 APIs, support of HTTP/1.1 (IETF RFC 7230 [16], IETF RFC 7231 [17], IETF RFC 7232 [18], IETF RFC 7233 [19], IETF RFC 7234 [20] and IETF RFC 7235 [21]) over TLS (IETF RFC 5246 [4]) is mandatory and support of HTTP/2 (IETF RFC 7540 [22]) over TLS (IETF RFC 5246 [4]) is recommended. An SCS/AS desiring to use HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version as described in IETF RFC 7540 [22].

Editor's note: whether "subscriptions", "transactions" etc. are the right terms in the resource structures defined in the APIs below is FFS (as a rule, the term "subscription" should only be used if there are notifications.

*** 7th Change ***

5.2.2.2
Usage of the HTTP PATCH method


The HTTP PATCH method, as defined in IETF RFC 5789 [38], allows for a partial update of previously sent data, e.g. resources. For a complete replacement of previously sent data, the HTTP PUT method is used. It is defined separately for each resource whether the HTTP PUT and/or the HTTP PATCH are applicable.

If the HTTP PATCH method is used, the JSON bodies within the PATCH request shall be encoded according to "JSON Merge Patch", as defined in IETF RFC 7386 [39].

Editor's note:
JSON merge patch is not able to modify individual elements of an array.

*** 8th Change ***

5.2.9
Conventions for Open API specification files

5.2.9.1
General

T8 Open API specification files shall comply with the OpenAPI specification [27] and with the present subclause.
Each API shall be described in one Open API specification file. In addition, 3GPP specifications may contain Open API specification file with common data types.

For the purpose of referencing (see subclause 5.2.9.6), it is assumed that each Open API specification file contained in a 3GPP specification is stored as separate physical, that all Open API specification files are stored in the same directory on the local server, and that the files are named according to the conventions in subclause 5.2.9.6.

5.2.9.2
Formatting of OpenAPI files
The following guidelines shall be used when documenting OpenAPI files:

-
OpenAPI specifications shall be documented using YAML format (see YAML 1.2 [41]). For specific restrictions on the usage of YAML in OpenAPI, see OpenAPI 3.0.0 Specification [27].

-
The style used for the specification shall be "PL" (Programming Language).

-
The different scopes in the YAML data structures representing collections (objects, arrays…) shall use an indentation of two white spaces.

-
Comments may be added by following the standard YAML syntax ("#").
5.2.9.3
Structured data types
The OpenAPI specification [27] file shall contain a definition in the components/schemas section defining a schema with the name of the structured data type as key.

The schema shall contain:

-
"type: object";

-
If any attributes in the structured data type are marked as mandatory via a minimum cardinality greater than "0", a "required" keyword listing those attributes;

-
A "properties" keyword containing for each attribute in the structured data type an entry with the attribute name as key and;

1.
if the data type is "<type>"

a.
if the data type of the attribute is "string", "number", "integer", or "boolean", a type definition using that data type as value ("type: <data type>"); or

b.
otherwise a reference to the data type schema for the data type <data type> of the attribute, i.e. "$ref: '#/components/schemas/<data type>'" if that data type schema is contained in the same OpenAPI specification file and "$ref: '<filename>#/components/schemas/<data type>'" if that data type schema is contained in file <filename> in the same directory on the same server.

2.
if the data type is "array(<type>)":

a.
a type definition "type: array";

b.
an "items:" definition containing

i).
if the data type of the attribute is "string", "number", "integer", or "boolean", a type definition using that data type as value ("type: <data type>"); or

ii).
otherwise a reference to the data type schema for the data type <data type> of the attribute, i.e. "$ref: '#/components/schemas/<data type>'" if that data type schema is contained in the same OpenAPI specification file and "$ref: '<filename>#/components/schemas/<data type>'" if that data type schema is contained in file <filename> in the same directory on the same server.

c.
if the cardinality contained an integer value <m> as lower boundary, "minItems: <m>"; and

d.
if the cardinality contained an integer value <n> as upper boundary, "maxItems: <n>"; 

3.
if the data type is "map(<type>)";

a.
a type definition "type: object"; and

b.
an "additionalProperties:" definition containing

i).
if the data type of the attribute is "string", "number", "integer", or "boolean", a type definition using that data type as value ("type: <data type>"); or

ii).
otherwise a reference to the data type schema for the data type <data type> of the attribute, i.e. "$ref: '#/components/schemas/<data type>'" if that data type schema is contained in the same OpenAPI specification file and "$ref: '<filename>#/components/schemas/<data type>'" if that data type schema is contained in file <filename> in the same directory on the same server.

c.
if the cardinality contained an integer value <m> as lower boundary, "min Properties: <m>"; and

d.
if the cardinality contained an integer value <n> as upper boundary, "max Properties: <n>";

4.
"description: <description>", where <description> is the description of the attribute in the table defining the structured data type.

NOTE:
An omission of the "minProperties", and "maxProperties" keywords indicates that no lower or upper boundaries respectively, for the number of properties in an object are defined. An omission of the "minItems", and "maxItems" keywords indicates that no lower or upper boundaries, respectively, for the number of items in an array are defined.
Example: 

Table 5.2.9.3-1: Definition of type ExampleStructuredType

	Attribute name
	Data type
	Cardinality
	Description

	exSimple
	ExSimple
	1
	exSimple attribute description

	exArrayElements
	array(string)
	0..10
	exArrayElements attribute description

	exMapElements
	map(ExStructure)
	1..N
	exMapElements attribute description


The data structure in table 5.2.9.3-1 is described in an OpenAPI specification file as follows:
components:

  schemas:

    ExampleStructuredType:

      type: object

      required:

        - exSimple
        - exMapElements
      properties:

        exSimple:

          $ref: '#/components/schemas/ExSimple'
          description: exSimple attribute description
        exArrayElements:

          type: array

          items:

            type: string

          minItems: 0
          maxItems: 10

          description: exArrayElements attribute description
        exMapElements:

          type: object
          additionalProperties:

            $ref: '#/components/schemas/ExStructure'

          minProperties: 1

          description: exMapElements attribute description

5.2.9.4
Info

The Open API specification file of an API shall contain an "info" field with the title and version set to the same values as chosen for the corresponding URL parts (see subclause 5.2.4) of that API.
Example: 

info:

  title: Nxxx_Yyy

  version: v1

5.2.9.5
Servers

As defined in subclause 5.2.4, the base URI of an API consists of {apiRoot}/{apiName}/{apiVersion}. It shall be encoded in the corresponding Open API specification file as "servers" field with {apiRoot} as variable.
Example: 

servers:

  - url: https://{apiRoot}/3gpp_Yyyy/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.
5.2.9.6
References to other 3GPP-defined Open API specification files
For the purpose of referencing, it shall be assumed that each Open API specification file contained in a 3GPP specification is stored as separate physical file, that all Open API specification files are stored in the same directory on the local server, and that the files are named according to the following convention: The file name shall consist of (in the order below):

-
the 3GPP specification number in the format "TSxxyyy";

-
an "_" character;

-
if the OpenAPI specification file contains an API definition, the API name as defined for corresponding base URL parts (see subclause 4.4) of that API.
-
if the OpenAPI specification file contains a definition of CommonData, the string "CommonData"; and

-
the string ".yaml".
Examples:

Reference to Data Type "Xxx" defined in the same file

$ref: '#/components/schemas/Xxx'
Reference to Data Type "Xxx" defined as Common Data in 3GPP TS 29.122:

$ref: 'TS29122_CommonData.yaml#/components/schemas/Xxx'
Reference to Data Type "Xxx" defined within API "Nxxx_Yyy" in 3GPP TS ab.cde:

$ref: 'TSabcde_Nxxx_Yyy.yaml#/components/schemas/Xxx'
5.2.9.7
Server-initiated communication
If an API contains notifications as described in subclause 5.2.5, it should be described as "callback" in Open API specification files.
Example: 

paths:

  /subscriptions:

    post:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              type: object

              properties:

                callbackUrl: # Callback URL

                  type: string

                  format: uri

      responses:

        '201':

          description: Success
      callbacks:
        myNotification: # arbitrary name

          '{$request.body#/callbackUrl}': # refers The callback URL in the POST 

            post:

              requestBody: # Contents of the callback message

                required: true

                content:

                  application/json:
                    schema:
                      $ref: '#/components/schemas/NotificationBody'
              responses: # Expected responses to the callback message

                '200':

                  description: xxx
*** 9th Change ***

5.3.2.1.2
Type: MonitoringEventSubscription

This type represents a subscription to monitoring an event. The same structure is used in the subscription request and subscription response.

Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 3)

	id
	string
	0..1
	SCEF-chosen identifier of this monitoring event subscription. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses.
	

	externalId
	ExternalId
	0..1
	Identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	(NOTE 5)

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	(NOTE 5)

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	notificationDestination
	Link
	0..1
	An URI of a notification destination that T8 message shall be delivered to.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	monitoringType
	MonitoringType
	1
	Enumeration of monitoring type. Refer to clause 5.3.2.4.3.
	

	maximumNumberOfReports
	integer
	0..1
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	monitorExpireTime
	dateTime
	0..1
	Identifies the absolute time at which the related monitoring event request is considered to expire, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	groupReporGuardTime
	DurationSec
	0..1
	Identifies the time for which the SCEF can aggregate the monitoring event reports detected by the UEs in a group and report them together to the SCEF/SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	maximumDetectionTime
	DurationSec
	0..1
	If "monitoring-Type" is “LOSS_OF_CONNECTIVITY”, this parameter may be included to identify the maximum period of time after which the UE is considered to be unreachable.
	Loss_of_connectivity_notification

	reachabilityType
	ReachabilityType
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter shall be included to identify whether the request is for “Reachability for SMS” or “Reachability for Data”, or both.
	Ue-reachability_notification

	maximumLatency
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	Ue-reachability_notification

	maximumResponseTime
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	Ue-reachability_notification

	suggestedNumberOfDlPackets
	integer
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	Ue-reachability-notification

	idleStatusIndication
	boolean
	0..1
	If "monitoringType" is set to "UE_REACHABILITY" or "AVAILABILITY_AFTER_DDN_FAILURE", this parameter may be included to indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode.
-
"true": indicate enabling of notification
-
"false": indicate no need to notify
Default: "false".
	Ue-reachability_notification,

Availability_after_DDN_failure_notification

	locationType
	LocationType
	0..1
	If "monitoringType" is "LOCATION_REPORTING" or "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to identify whether the request is for Current Location or Last known Location. 
(NOTE 4)
	Location_notification, Number_of_UEs_in_an_area_notification

	accuracy
	Accuracy
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify the desired level of accuracy of the requested location information, as described in subclause 4.9.2 of 3GPP TS 23.682 [2].
	Location_notification

	minimumReportInterval
	DurationSec
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify a minimum time interval between Location Reporting notifications.
	Location_notification

	associationType
	AssociationType
	0..1
	If "monitoring-Type" is "CHANGE_OF_IMSI_IMEI_ASSOCIATION", this parameter shall be included to identify whether the change of IMSI-IMEI or IMSI-IMEISV association shall be detected.
	Change_of_IMSI_IMEI_association_notification

	pLMNIndication
	boolean
	0..1
	If "monitoring-Type" is "ROAMING_STATUS", this parameter may be included to indicate the notification of UE's Serving PLMN ID.

· "true": The value shall be used to indicate enabling of notification;
· "false": The value shall be used to indicate disabling of notification.
Default: "false".
	Roaming_status_notification

	geographicArea
	GeographicArea
	0..1
	If "monitoring-Type" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the area within which the SCS/AS requests the number of UEs.
	Number_of_UEs_in_an_area_notification

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.

NOTE 2: 
Inclusion of either "maximumNumberOfReports" (with a value higher than one) or "monitorExpireTime" makes the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either the maximum number of reports or the monitoring duration indicated by the property “monitorExpireTime” is exceeded. Absence of both "maximumNumberOfReports" (with a value higher than one) and "monitorExpireTime" makes the Monitoring Request a One-time Monitoring Request.
NOTE 3:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 4:
In this release, for feature "Number_of_UEs_in_an_area_notification", locationType shall be set to "LAST_KNOWN_LOCATION".

NOTE 5:
The property does not apply for the feature “Number_of_UEs_in_an_area_notification”.


*** 10th Change ***

5.3.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_monitoring_event/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp_ monitoring_event" and "apiVersion" shall be set to "v1" for the current version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.3.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Monitoring Event Subscriptions
	3gpp_monitoring_event/v1/{scsAsId}/subscriptions/
	GET
	Read all subscriptions for a given SCS/AS

	
	
	POST
	Create a new subscription to monitoring an event

	Individual Monitoring Event Subscription
	3gpp_monitoring_event/v1/{scsAsId}/subscriptions/{subscriptionId} 
	PUT
	Modify an existing subscription of monitoring event

	
	
	GET
	Read a subscription of monitoring event

	
	
	DELETE
	Delete a subscription of monitoring event

	Monitoring Event Notification
	{notificationDestination}
	POST
	Report a detected event for a subscription from the SCEF to the SCS/AS


*** 11th Change ***

5.3.3.2.3.4
POST
The POST method creates a new subscription resource to monitor an event for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCS/AS may provide the TLTRI in the message body. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.
Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription was created successfully. 

The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** 12th Change ***

5.3.3.3
Resource: Individual Monitoring Event Subscription

5.3.3.3.1
Introduction
This resource allows an SCS/AS to subscribe to notifications about monitoring event at the SCEF.  
*** 13th Change ***

5.3.3.3.3.2
PUT
The PUT method modifies an existing subscription resource to update a subscription. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.3.3.2-1 and table 5.3.3.3.3.2-2.
Table 5.3.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	200 OK
	The subscription was updated successfully. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** 14th Change ***

5.5.2.1.2
Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.

Table 5.5.2.1.2-1: Definition of type ChargeableParty

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	id
	ResourceId
	0..1
	SCEF-chosen identifier of this chargeable party transaction. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of ChargeableParty type.
	

	notificaionDestination
	Link
	0..1
	Contains the URL to receive the notification of bearer level event(s) from the SCEF.
	

	ipv4Addr 

(NOTE 2)
	Ipv4Addr
	0..1
	Identifies the IPv4 address.
	

	ipv6Addr 

(NOTE 2)
	Ipv6Addr
	0..1
	Identifies the IPv6 address.
	

	mediaComponents
	MediaComponent
	1..N
	Describes the application flows.
	

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BDTReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume.
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
Either ipv4 or ipv6 address shall be provided.


*** 15th Change ***

5.5.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_chargeable_party/v1/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	Chargeable Party Transactions
	3gpp_chargeable_party/v1/{scsAsId}/transactions
	GET
	Read all chargeable party transaction resources for a given SCS/AS 

	
	
	POST
	Create a new chargeable party transaction resource

	Individual Chargeable Party Transaction
	3gpp_chargeable_party/v1/{scsAsId}/transactions/{transactionId}
	GET
	Read a chargeable party transaction resource

	
	
	PATCH
	Activate or Deactivate sponsoring by a chargeable party.

	
	
	DELETE
	Delete an existing chargeable party transaction resource

	Event Notification
	{notificationUrl}
	POST
	Notify the bearer level event(s) from the SCEF to the SCS/AS


*** 16th Change ***

5.5.3.4.1
Introduction
This resource allows the SCEF to notify the SCS/AS of the bearer level event(s).

*** 17th Change ***

5.10
CpProvisioning API

5.10.1
Overview

The CpProvisioning API is a RESTful API that allows the SCS/AS to add, change or delete the communication pattern parameter sets of the UE. The CpProvisioning API defines a set of data models, resources and the related procedures for the creation and management of the resources for communication pattern parameter provisioning. The corresponding JSON schema for the representation of the resources and operations defined by the CpProvisioning API is provided in its complete form in Annex B.10.
*** 18th Change ***

5.10.2.1.2
Type: CpInfo
This type represents the resources for communication pattern parameter provisioning. The same structure is used in the subscription request and subscription response.

Table 5.10.2.1.2-1: Definition of type CpInfo
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 2)

	id
	string
	0..1
	SCEF-chosen identifier of this subscription. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request. 
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	self
	Link
	0..1
	Link to the resources. This parameter shall be supplied by the SCEF in HTTP responses that include an object of CpInfo type
	

	cpParameterSet
	CpParameterSet
	0..1
	Identifies a set of CP parameter information that may be part of this CommunicationPatternInfo structure.
	

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.
NOTE 2:
Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 19th Change ***

5.10.3.2.3.1
GET
The GET method allows to read all active subscriptions for a given SCS/AS. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.10.3.2.3.1-1 and table 5.10.3.2.3.1-2.
Table 5.10.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.10.3.2.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	CpInfo
	0..N
	200 OK
	The subscription information related to the request URI is returned.

	NOTE:
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** 20th Change ***

5.10.4
Used Features

The table below defines the features applicable to the CpProvisioning API. Those features are negotiated as described in subclause 5.2.7.
Table 5.10.4-1: Features used by CpProvisioning API
	Feature
	M/O
	Description

	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

M/O:
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.


*** 21th Change ***

5.13.3.3.2
Resource definition
Resource URI: {apiRoot}/3gpp_network_parameter_configuration/v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.13.3.3.2-1.
Table 5.13.3.2.2-1: Resource URI variables for resource "Individual Network Parameter Configuration"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type string.


*** 22th Change ***

A.10
CPProvisioning API

*** End of Changes ***
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