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*** Next Change ***

5.2.1.3.2
Simple data types
The reused datatypes defined in OpenAPI 3.0.0 [27] listed in table 5.2.1.3.2-1 and the simple data types defined in table 5.2.1.3.2-2 apply to several T8 APIs.
Table 5.2.1.3.2-1: Reused OpenAPI data types
	Type name
	Description

	boolean
	As defined in OpenAPI 3.0.0 [27], i.e. either value "true" or value "false" as defined in IETF RFC 7159 [5].

	integer
	As defined in OpenAPI 3.0.0 [27].

	number
	As defined in OpenAPI 3.0.0 [27].

	string
	As defined in OpenAPI 3.0.0 [27].

	NOTE:
Data type names defined in OpenAPI 3.0.0 [27] do not follow the convention to start with capital letters otherwise used in this specification.


Table 5.2.1.3.2-2: Simple data types applicable to several APIs
	Type name
	Description

	Bandwidth
	integer indicating a bandwidth in bits per second.

	BdtReferenceId
	string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

	dateTime
	string with format "date-time" as defined in OpenAPI [27].

	DurationSec
	integer identifying a period of time in units of seconds.

	DurationMin
	integer identifying a period of time in units of minutes.

	ExternalId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	
	

	Ipv4Addr
	string identifying a IPv4 address formatted in the "dotted decimal" notation as defined in IETF RFC 1166 [28].

	Ipv6Addr
	string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used.

	Link
	string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

	Msisdn
	string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an MSISDN.

	PlmnId
	String identifying the serving PLMN formatted is FFS.

	Port
	Unsigned integer with valid values between 0 and 65535.

	ScsAsId
	string that identifies an SCS/AS.

	TltrId
	integer identifying an T8 long term transaction, chosen by the SCS/AS.

	TtrId
	integer identifying an T8 short term transaction.

	Uri
	string formatted according to IETF RFC 3986 [7].

	ResourceId
	string chosen by the SCEF to serve as identifier in a resource URI.

	Volume
	Unsigned integer identifying a volume in units of bytes.


*** Next Change ***
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*** Next Change ***

5.2.1.2.x
Type: LocationArea
This data type represents the user location area which is sent from the SCS/AS to the SCEF.

Table 5.2.1.2.x-1: Definition of LocationArea data Type

	Attribute name
	Data type
	Cardinality
	Description

	ageOfLocationInfo
	DurationMin
	0..1
	Indicates the elapsed time since the last network contact of the UE.

Refer to 3GPP TS 29.272 [33].

	cellId
	string
	0..N
	Indicates a Cell Global Identification of the user which identifies the cell the UE is registered.

	enodeBId
	string
	0..N
	Indicates an eNodeB in which the UE is currently located.

	routingAreaId
	string
	0..N
	Identifies an Routing Area Identity of the user where the UE is located.

	trackingAreaId
	string
	0..N
	Identifies a Tracking Area Identity of the user where the UE is located.

	mbmsserviceAreaId
	string
	0..N
	Identifies an MBMS Service Area Identity of the user where the UE is located.

	geographicArea
	GeographicArea
	0..N
	Identifies a geographic area of the user where the UE is located.

	civicAddress
	CivicAddress
	0..N
	Identifies a civic address of the user where the UE is located.


*** Next Change ***

5.2.1.2.a
Type: GeographicArea

The type GeographicArea shall be one (and only one) of the following types:

-
Point

-
PointUncertaintyCircle

-
PointUncertaintyEllipse

-
Polygon

-
PointAltitude

-
PointAltitudeUncertainty

-
EllipsoidArc

5.2.1.2.b
Type: Point

Table 5.2.1.2.b-1: Definition of type Point

	Attribute name
	Data type
	P
	Cardinality
	Description

	point
	GeographicalCoordinates
	M
	1
	


5.2.1.2.c
Type: PointUncertaintyCircle

Table 5.2.1.2.c-1: Definition of type PointUncertaintyCircle

	Attribute name
	Data type
	P
	Cardinality
	Description

	point
	GeographicalCoordinates
	M
	1
	

	uncertainty
	Uncertainty
	M
	1
	


5.2.1.2.d
Type: PointUncertaintyEllipse

Table 5.2.1.2.d-1: Definition of type PointUncertaintyEllipse

	Attribute name
	Data type
	P
	Cardinality
	Description

	point
	GeographicalCoordinates
	M
	1
	

	uncertaintyEllipse
	UncertaintyEllipse
	M
	1
	

	confidence
	Confidence
	M
	1
	


5.2.1.2.e
Type: Polygon

Table 5.2.1.2.1-e: Definition of type Polygon

	Attribute name
	Data type
	P
	Cardinality
	Description

	pointList
	GeographicalCoordinates
	M
	3..15
	Array with up to15 items, where each item is a "point", i.e., an array of 2 float items: [latitude, longitude]



5.2.1.2.f
Type: PointAltitude

Table 5.2.1.2.f-1: Definition of type PointAltitude

	Attribute name
	Data type
	P
	Cardinality
	Description

	point
	GeographicalCoordinates
	M
	1
	

	altitude
	Altitude
	M
	1
	


5.2.1.2.g
Type: PointAltitudeUncertainty

Table 5.2.1.2.g-1: Definition of type PointAltitudeUncertainty

	Attribute name
	Data type
	P
	Cardinality
	Description

	point
	GeographicalCoordinates
	M
	1
	

	altitude
	Altitude
	M
	1
	

	uncertaintyPoint
	UncertaintyEllipse
	M
	1
	

	uncertaintyAltitude
	Uncertainty
	M
	1
	

	confidence
	Confidence
	M
	1
	


5.2.1.2.h
Type: EllipsoidArc

Table 5.2.1.2.h-1: Definition of type EllipsoidArc

	Attribute name
	Data type
	P
	Cardinality
	Description

	point
	GeographicalCoordinates
	M
	1
	

	innerRadius
	InnerRadius
	M
	1
	

	uncertaintyRadius
	Uncertainty
	M
	1
	

	offsetAngle
	Angle
	M
	1
	

	includedAngle
	Angle
	M
	1
	

	confidence
	Confidence
	M
	1
	


5.2.1.2.i
Type: CivicAddress

Table 5.2.1.2.i-1: Definition of type CivicAddress

	Attribute name
	Data type
	P
	Cardinality
	Description

	country
	string
	M
	1
	The two-letter ISO 3166 country code in capital ASCII letters, e.g., DE or US
IETF RFC  4776 [a]

	A1
	string
	O
	0..1
	National subdivisions (state, canton, region, province, prefecture)
IETF RFC  4776 [a]

	A2
	string
	O
	0..1
	County, parish, gun (JP), district (IN)
IETF RFC  4776 [a]

	A3
	string
	O
	0..1
	City, township, shi (JP)
IETF RFC  4776 [a]

	A4
	string
	O
	0..1
	City division, borough, city district, ward, chou (JP)
IETF RFC  4776 [a]

	A5
	string
	O
	0..1
	Neighbourhood, block
IETF RFC  4776 [a]

	A6
	string
	O
	0..1
	Group of streets below the neighbourhood level
IETF RFC  4776 [a]

	PRD
	string
	O
	0..1
	Leading street direction
IETF RFC  4776 [a]

	POD
	string
	O
	0..1
	Trailing street suffix
IETF RFC  4776 [a]

	STS
	string
	O
	0..1
	Street suffix or type
IETF RFC  4776 [a]

	HNO
	string
	O
	0..1
	House number
IETF RFC  4776 [a]

	HNS
	string
	O
	0..1
	House number suffix
IETF RFC  4776 [a]

	LMK
	string
	O
	0..1
	Landmark or vanity address
IETF RFC  4776 [a]

	LOC
	string
	O
	0..1
	Additional location information
IETF RFC  4776 [a]

	NAM
	string
	O
	0..1
	Name (residence and office occupant)
IETF RFC  4776 [a]

	PC
	string
	O
	0..1
	Postal/zip code
IETF RFC  4776 [a]

	BLD
	string
	O
	0..1
	Building (structure)

IETF RFC 5139 [b]

	UNIT
	string
	O
	0..1
	Unit (apartment, suite)

IETF RFC 5139 [b]

	FLR
	string
	O
	0..1
	Floor

IETF RFC  4776 [a]

	ROOM
	string
	O
	0..1
	Room

IETF RFC 5139 [b]

	PLC
	string
	O
	0..1
	Place-type

IETF RFC 5139 [b]

	PCN
	string
	O
	0..1
	Postal community name

IETF RFC 5139 [b]

	POBOX
	string
	O
	0..1
	Post office box (P.O. box)

IETF RFC 5139 [b]

	ADDCODE
	string
	O
	0..1
	Additional code

IETF RFC 5139 [b]

	SEAT
	string
	O
	0..1
	Seat (desk, cubicle, workstation)

IETF RFC 5139 [b]

	RD
	string
	O
	0..1
	Primary road or street

IETF RFC 5139 [b]

	RDSEC
	string
	O
	0..1
	Road section

IETF RFC 5139 [b]

	RDBR
	string
	O
	0..1
	Road branch

IETF RFC 5139 [b]

	RDSUBBR
	string
	O
	0..1
	Road sub-branch

IETF RFC 5139 [b]

	PRM
	string
	O
	0..1
	Road pre-modifier

IETF RFC 5139 [b]

	POM
	string
	O
	0..1
	Road post-modifier

IETF RFC 5139 [b]


EXAMPLE:
The above structure follows the same label naming as in the XML schema shown in IETF RFC 5139 [7]. The same example shown in XML in that RFC, in chapter 5, would be equivalent to the following JSON document:

{

  "country": "AU",

  "A1": "NSW",

  "A3": "Wollongong",

  "A4": "North Wollongong",

  "RD": "Flinders",

  "STS": "Street",

  "RDBR": "Campbell Street",

  "LMK": "Gilligan's Island",

  "LOC": "Corner",

  "NAM": "Video Rental Store",

  "PC": "2500",

  "ROOM": "Westerns and Classics",

  "PLC": "store",

  "POBOX": "Private Box 15"

}

*** Next Change ***

5.3.2.1.2
Type: MonitoringEventSubscription

This type represents a subscription to monitoring events. The same structure is used in the subscription request and subscription response.

Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 3)

	id
	string
	0..1
	SCEF-chosen identifier of this monitoring event subscription. Shall be absent in POST requests to create a resource, and shall be present otherwise.
	

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses.
	

	externalId
	ExternalId
	0..1
	Identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	(NOTE 5)

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	(NOTE 5)

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	notificationDestination
	Link
	0..1
	An URI of a notification destination that T8 message shall be delivered to.
	

	requestTestNotification
	Boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.2. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	monitoringType
	MonitoringType
	1
	Enumeration of monitoring type. Refer to clause 5.3.2.4.3.
	

	maximumNumberOfReports
	integer
	0..1
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	monitorExpireTime
	datetime
	0..1
	Identifies the absolute time at which the related monitoring event request is considered to expire, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	groupReporGuardTime
	DurationSec
	0..1
	Identifies the time for which the SCEF can aggregate the monitoring event reports detected by the UEs in a group and report them together to the SCEF/SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	maximumDetectionTime
	DurationSec
	0..1
	If "monitoring-Type" is “LOSS_OF_CONNECTIVITY”, this parameter may be included to identify the maximum period of time after which the UE is considered to be unreachable.
	Loss_of_connectivity_notification

	reachabilityType
	ReachabilityType
	0..1
	If "monitoring-Type" is “UE_REACHABILITY”, this parameter shall be included to identify whether the request is for “Reachability for SMS” or “Reachability for Data”, or both.
	Ue-reachability_notification

	maximumLatency
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	Ue-reachability_notification

	maximumResponseTime
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	Ue-reachability_notification

	suggestedNumberOfDlPackets
	integer
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	Ue-reachability-notification

	idleStatusIndication
	boolean
	0..1
	If "monitoringType" is set to "UE_REACHABILITY" or "AVAILABILITY_AFTER_DDN_FAILURE", this parameter may be included to indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode.
-
"true": indicate enabling of notification
-
"false": indicate no need to notify
Default: "false".
	Ue-reachability_notification,

Availability_after_DDN_failure_notification



	locationType
	LocationType
	0..1
	If "monitoringType" is "LOCATION_REPORTING" or "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to identify whether the request is for Current Location or Last known Location. 
(NOTE 4)
	Location_notification, Number_of_UEs_in_an_area_notification

	accuracy
	Accuracy
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify the desired level of accuracy of the requested location information, as described in subclause 4.9.2 of 3GPP TS 23.682 [2].
	Location_notification

	minimumReportInterval
	DurationSec
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify a minimum time interval between Location Reporting notifications.
	Location_notification

	associationType
	AssociationType
	0..1
	If "monitoring-Type" is "CHANGE_OF_IMSI_IMEI_ASSOCIATION", this parameter shall be included to identify whether the change of IMSI-IMEI or IMSI-IMEISV association shall be detected.
	Change_of_IMSI_IMEI_association_notification

	pLMNIndication
	boolean
	0..1
	If "monitoring-Type" is "ROAMING_STATUS", this parameter may be included to indicate the notification of UE's Serving PLMN ID.

· "true": The value shall be used to indicate enabling of notification;
· "false": The value shall be used to indicate disabling of notification.
Default: "false".
	Roaming_status_notification

	geographicArea
	GeographicArea
	0..N
	If "monitoring-Type" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the area within which the SCS/AS requests the number of UEs.
	Number_of_UEs_in_an_area_notification

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.

NOTE 2: 
Inclusion of either "maximumNumberOfReports" (with a value higher than one) or "monitorExpireTime" makes the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either the maximum number of reports or the monitoring duration indicated by the property “monitorExpireTime” is exceeded. Absence of both "maximumNumberOfReports" (with a value higher than one) or "monitorExpireTime" makes the Monitoring Request a One-time Monitoring Request.
NOTE 3:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 4:
In this release, for feature "Number_of_UEs_in_an_area_notification", locationType shall be set to "LAST_KNOWN_LOCATION".

NOTE 5:
The property does not apply for the feature “Number_of_UEs_in_an_area_notification”.


*** Next Change ***

5.3.2.4.a
Type: LocationInfo
This data type represents the user location information which is sent from the SCEF to the SCS/AS.

Table 5.3.2.4.a-1: Definition of LocationInfo data Type

	Attribute name
	Data type
	Cardinality
	Description

	ageOfLocationInfo
	DurationMin
	0..1
	Indicates the elapsed time since the last network contact of the UE.

Refer to 3GPP TS 29.272 [33].

	cellId
	string
	0..1
	Indicates the Cell Global Identification of the user which identifies the cell the UE is registered.

	enodeBId
	string
	0..1
	Indicates the eNodeB in which the UE is currently located.

	routingAreaId
	string
	0..1
	Identifies the Routing Area Identity of the user where the UE is located.

	trackingAreaId
	string
	0..1
	Identifies the Tracking Area Identity of the user where the UE is located.

	plmmId
	string
	0..1
	Identifies the PLMN Identity of the user where the UE is located.

	twanId
	string
	0..1
	Identifies the TWAN Identity of the user where the UE is located.


*** Next Change ***

5.3.2.4.b
Enumeration: Accuracy
The enumeration Accuracy represents a desired granularity of accuracy of the requested location information. It shall comply with the provisions defined in table 5.3.2.4.b-1.
Table 5.3.2.4.b-1: Enumeration Accuracy
	Enumeration value
	Description

	CGI_ECGI
	The SCS/AS requests to be notified at cell level location accuracy.

	ENODEB
	The SCS/AS requests to be notified at eNodeB level location accuracy.

	TA_RA
	The SCS/AS requests to be notified at TA/RA level location accuracy.

	PLMN
	The SCS/AS requests to be notified at PLMN level location accuracy.

	TWAN_ID
	The SCS/AS requests to be notified at TWAN identifier level location accuracy.


*** Next Change ***

5.8.2.1.2
Type: TMGIAllocation

This type represents TMGI Allocation request. The same structure is used in the request and response.

Table 5.8.2.1.2-1: Definition of type TMGIAllocation
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of TMGIAllocation type
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
	

	locationarea
	Locationarea
	0..1
	Restricts the distribution of the group message. It can be either a list of cell IDs, or a list of MBMS Service Areas, or civic addresses, or a geographic area, or a combination of any of the above.
	

	
	
	
	
	

	tmgi
	string
	0..1
	Identifies a particular MBMS bearer service.
	

	tmgiExpiration
	dateTime
	0..1
	Identifies the absolute time at which the TMGI is considered to expire.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** Next Change ***

5.8.2.1.3
Type: GroupMessageDeliveryViaMBMS

This type represents the group message delivery via MBMS. 

Table 5.8.2.1.3-1: Definition of type GroupMessageDeliveryViaMBMS

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	1
	Identifies the long-term transaction that identifies the present resource. This parameter shall be used by the SCEF to derive the Resource URI.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of GroupMessageDeliveryViaMBMS type
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination where T8 notification requests shall be delivered
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
	

	locationArea
	LocationArea
	0..1
	Restricts the distribution of the group message. It can be either a list of cell IDs, or a list of MBMS Service Areas, or civic addresses, or a geographic area, or a combination of any of the above.
	

	
	
	
	
	

	messageDeliveryStartTime
	dateTime
	0..1
	Identifies the absolute time at which the SCS/As starts to distribute the data. If absent, it indicates the message shall be sent immediately.
	

	groupMessagePayload
	FFS
	0..1
	Indicates the payload the SCS/AS intends to deliver to the UEs.
	

	acceptancesStatus
	boolean
	0..1
	Indicates whether the activation of MBMS bearer corresponding to the TMGI was accepted or rejected.
	

	scefMessageDeliveryIPv4
	Ipv4Addr
	0..1
	Indicates the Ipv4 address where the SCEF wants to receive the data.
	

	scefMessageDeliveryIPv6
	Ipv6Addr
	0..1
	Indicates the Ipv6 address where the SCEF wants to receive the data.
	

	scefMessageDeliveryPort
	integer
	0..1
	Indicates the port number where the SCEF wants to receive the data.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor’s note:
It is FFS whether acceptancesStatus is needed and the HTTP result code is enough to indicate the result of the MBMS bearer activation.
*** Next Change ***

5.8.2.1.5
Type: TMGIAllocationPatch

This type represents TMGI Allocation request. The structure is used for PATCH request.

Table 5.8.2.1.5-1: Definition of type TMGIAllocationPatch
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
	

	locationArea
	LocationArea
	0..1
	Restricts the distribution of the group message. It can be either a list of cell IDs, or a list of MBMS Service Areas, or civic addresses, or a geographic area, or a combination of any of the above.
	

	
	
	
	
	

	NOTE:
Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** Next Change ***

5.8.2.1.6
Type: GroupMessageDeliveryViaMBMSPatch

This type represents group message delivery via MBMS request. The structure is used for PATCH request.

Table 5.8.2.1.6-1: GroupMessageDeliveryViaMBMSPatch

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
	

	locationArea
	LocationArea
	0..1
	Restricts the distribution of the group message. It can be either a list of cell IDs, or a list of MBMS Service Areas, or civic addresses, or a geographic area, or a combination of any of the above.
	

	
	
	
	
	

	messageDeliveryStartTime
	dateTime
	0..1
	Identifies the absolute time at which the SCS/As starts to distribute the data. If absent, it indicates the message shall be sent immediately.
	

	groupMessagePayload
	FFS
	0..1
	Indicates the payload the SCS/AS intends to deliver to the UEs.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** Next Change ***

4.4.7.2
Group Message Delivery via MBMS

4.4.7.2.1
General
This procedure is used by an SCS/AS to deliver a payload to a group of UEs via the T8 interface. The SCEF use the Group Message Delivery via MBMS to efficiently distribute the same content to the members of a group that are located in a particular geographical area when MBMS is used.
Error handling for the procedures in this subclause shall be handled based on subclause 5.2.6.
NOTE: Group Message Delivery via MT NIDD is defined in subclause xx.
Editor’s Note:
Whether to define a independ API reusing xMB API or put the xMB and MB2 use cases into one northbound API is FFS, the following procedures related to xMB used as a southbound interface may be modified later based on Stage 2 feedback.
4.4.7.2.2
 TMGI Allocation

This procedure is applicable to case that the MB2 is used as a southbound interface.

If there is no assigned TMGI for an External Group Identifier, the SCS/AS shall send an HTTP message to the SCEF. The body of the HTTP POST request message shall include the External Group Identifier and the SCS Identifier. The SCS/AS may also include the location information in the body.

Upon receipt of the HTTP POST request from the SCS/AS to allocate a TMGI, the SCEF shall check whether the SCS/AS is authorized to request TMGI allocation. If authorization is successful, the SCEF shall initiate TMGI allocation by the BM-SC as defined in subclause 5.2.1 of 3GPP TS 29.468 [36]. Upon successful allocation of a TMGI, the SCEF shall store the TMGI and the TMGI expiration and respond to the SCS/AS by sending an HTTP response with 201 Created code.
In order to renew the TMGI, the SCS/AS shall send an HTTP PUT or PATCH message to the SCEF. Upon receipt of the HTTP PUT or PATCH request from the SCS/AS to renew TMGI, the SCEF shall initiate TMGI renewal by the BM-SC as defined in subclause 5.2.1 of 3GPP TS 29.468 [36]. Upon successful renewal of a TMGI, the SCEF shall store the TMGI and the TMGI expiration and respond to the SCS/AS by sending an HTTP response with 200 OK. 
Upon the TMGI expired, the SCEF may delete the resource of the TMGI locally.
Editor's note:
Error handling needs to be defined when the SCEF receives the error information from the BM-SC.
4.4.7.2.3.
 TMGI Deallocation

4.4.7.2.4
Creation of group message delivery
This procedure is applicable to case either the MB2 or xMB is used as a southbound interface.
In order to perform the group message delivery, the SCS/AS shall sends an HTTP POST request message to the SCEF. The body of the HTTP POST request message shall include the External Group Identifier, the SCS Identifier, the TLTRI and the TMGI (MB2 only). The SCS/AS may also include the the Group Message Payload, the location information and Message Delivery Start Time in the body. 
The SCS/AS may also send an HTTP POST message to the SCEF directly to the resource "TMGI Allocation" without requesting TMGI allocation as defined in subclause 4.4.7.2.2, the SCEF shall create the resource "Individual TMGI Allocation" and perform the procedure as define in subclause 4.4.7.2.2, and shall also create resource "Group Message Delivery via MBMS and MB2 Used" and perform the procedure as mentioned in this subcaluse for MBMS bearer creation.
Upon receipt of the HTTP POST request from the SCS/AS to deliver the group message, the SCEF shall check whether the SCS/AS is authorized to send a group message request. It aslo checks to see if the Message Delivery Start Time doesn't start after the TMGI expiration (MB2 only). If authorization is successful, the SCEF shall initiate the Active MBMS Bearer procedure as defined in subclause 5.3.2 of 3GPP TS 29.468 [36] with the difference that the SCEF acts as a GCS AS (MB2 only) or initiate the Create Session procedure as defined in subclause 4.4.5.2 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content Provider (xMB only). The SCEF shall include the location information based on the local configuration if the location information is not provided in the HTTP POST request message.

Upon successful activation of MBMS bearer, the SCEF shall respond to the SCS/AS by sending an HTTP response with a 201 Created status code, including a Location header field containing the URI for the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent requests to the SCEF to refer to this active MBMS bearer. If the Group Message Payload was not include in the HTTP POST above, the HTTP response sent from the SCEF shall also include the SCEF message delivery IPv4 address or IPv6 address and port number.
If the Group Message Payload was included the HTTP POST above, the SCEF shall deliver to BM-SC the Group Message Payload(s) as defined in 3GPP TS 29.468 [36] at Message Delivery Start Time.
If the Group Message Payload was not include in the HTTP POST above, the SCEF shall transfer the contents received from the SCS/AS to the BM-CS at or after the requested Group Message Start Time, but before the TMGI Expiration time. In this case, when the SCEF detects the group message delivery was triggered successful, the SCEF shall send an HTTP POST request message to the SCS/AS. 
NOTE:
 If Group Message Payload was included, then at Message Delivery Start Time, the SCEF delivers to BM-SC the Group Message Payload(s) to corresponding to MB2-U IP address and port number associated with respective TMGI.
Editor's note:
Error handling needs to be defined when the SCEF receives the error information from the BM-SC.
4.4.7.2.5
Modification of previous submitted group message delivery
If the SCS/AS determines that modification of previous accepted Group Message Delivery Request is required, the SCS/AS shall send an HTTP PATCH or HTTP PUT request message to the SCEF. The body of the HTTP PATCH request message shall include the Delivery Start Time. The SCS/AS may also include the External Group Identifier, the SCS Identifier, the TMGI (MB2 only), the Group Message Payload and the location information in the body. The body of the HTTP PUT request message shall include the information as the information provided in the HTTP POST in subclause 4.4.7.2.4.
Upon receipt of the HTTP PATCH or HTTP PUT request from the SCS/AS to modify the previous group message delivery subscription, the SCEF shall check whether the SCS/AS is authenticated and authorized to modify the submitted group message delivery. If the authorization is successful, the SCEF shall initiate the Modify MBMS Bearer procedure as defined in subclause 5.3.4 of 3GPP TS 29.468 [z] with the difference that the SCEF acts as a GCS AS or initiate the Update Session procedure as defined in subclause 4.4.5.3 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content Provider (xMB only). The SCEF shall include the location information based on the local configuration if the location information is not provided in the HTTP PATCH or HTTP PUT request message.

Upon successful modification of MBMS bearer, the SCEF shall respond to the SCS/AS with a 200 success message indicating that previous group message delivery subscription is successfully updated.
Editor's note:
Error handling needs to be defined when the SCEF receives the error information from the BM-SC.
*** End of Changes ***
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