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Proposed changes:
*** 1st Change ***
5.5
CAPIF_API_Invoker_Management_API

This subclause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service, i.e. CAPIF core function and Service Consumer(s), and list the service operations it supports. The subsclause structure should be the same as in the previous clause.

5.5.1
Service Description

This subclause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service, i.e. NF Service Producer and NF Service Consumer(s), and list the service operations it supports.
5.5.1.1
Overview

The CAPIF API invoker management APIs, as defined in 3GPP TS 23.222 [6], allow API invokers via CAPIF-1 and CAPIF-1e reference point to on-board and off-board itself as a recognized user of the CAPIF.

5.5.2
Service Operations 

This subclause will include a description of the different service operations supported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.

5.5.2.1
Introduction

This subclause will contain a generic introduction of the service operations described in the following subclauses.

Table 5.5.2.1-1: Operations of the CAPIF_API_Invoker_Management_API

	Service operation name
	Description
	Initiated by

	CAPIF_Onboard_API_Invoker
	This service operation is used by an API invoker to on-board itself as a recognized user of CAPIF
	API invoker

	CAPIF_Offboard_API_Invoker
	This service operation is used by an API invoker to off-board itself as a recognized user of CAPIF
	API invoker


5.5.2.2
CAPIF_Onboard_API_Invoker_API

This subclause will contain a generic introduction of the service operations described in the following subclauses.

5.5.2.2.1
General

This subclause provides a general description of the service operation.

This service operation is used by an API invoker to on-board itself as a recognized user of CAPIF 

5.5.2.2.2
API invoker on-boarding itself as a recognized user of CAPIF using CAPIF_Onboard_API_Invoker service operation
And so on if there are more than 1 procedures that need to be described for the service.

Subclauses 5.5.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.

To on-board itself as a recognized user of the CAPIF, the API invoker shall send an HTTP POST message to the CAPIF core function. The body of the HTTP POST message shall include API invoker Enrolment Details and API List.

Editor's Note:
Content for the body needs to be defined with detailed procedures and may change with resource structure.

Upon receiving the above described HTTP POST message, the CAPIF core function shall:

1.
verify the identity of the API invoker and check if the API invoker is authorized to invoke the on-boarding request;

2.
if the API invoker is authorized to invoke the on-boarding request, the CAPIF core function shall:

a.
create the API invoker Profile consisting of an API invoker Identifier, Authentication Information, Authorization Information and CAPIF Identity Information;

b.
verify the API List present in the HTTP POST message and create a API List of APIs the API invoker is allowed to access;

c.
create a new resource representation as defined in subclause a.b.c;

d.
return the API invoker Profile and the CAPIF Resource Identifier in the response message.

NOTE:
Completion of on-boarding process may need explicit grant by the CAPIF administrator or the API management, which is out-of-scope of this specification. CAPIF may be enabled to handle the grant process internally without the need of explicit grant by the CAPIF administrator.

5.5.2.3
CAPIF_Offboard_API_Invoker_API

This subclause will contain a generic introduction of the service operations described in the following subclauses.

5.5.2.3.1
General

This subclause provides a general description of the service operation.

This service operation is used by an API invoker to off-board itself as a recognized user of CAPIF 

5.5.2.3.2
API invoker off-boarding itself as a recognized user of CAPIF using CAPIF_Offboard_API_Invoker service operation
To off-board itself as a recognized user of the CAPIF, the API invoker shall send an HTTP DELETE message using the CAPIF Resource Identifier received during the on-boarding to the CAPIF core function. 

Upon receiving the HTTP DELETE message, the CAPIF core function shall delete the resource representation pointed by the CAPIF Resource Identifier and shall delete the related API invoker profile. 
*** End of Changes ***
